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Introduction

The View Manager is a Windows based application for managing cameras of our Navigator Enterprise servers, NVRs,
and DVRs. Major features of the View Manager include remote live monitoring, remote video playback, remote video
backup, remove device status report, PTZ control, and user authentication.
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View Manager 3.1

The View Manager is a 64-bit Windows program that supports up to 65,000 cameras and 128 group views. Each group
views can have a maximum of 144 channels. This software is an ideal solution for managing a large amount of
installations across the Internet

® View Manager central group management database

® View Manager central event management

® Support multi-channel simultaneous playback and backup

@® Each group screen supports simultaneous 144 channel network real time images or historical data

The screen display can be customized when performing remote monitoring. User authentication can access own group
view. Remote video playback and backup can remotely access video clips in Navigator software, NVR, DVR and/or IP
camera SD card. The View Manager software can also provide video loss messages, recording status, connection status,
among others.

. View Manager 3.1

Q IPScan

'{_h—gi‘ Local Device Manager

El Remote Playback Manager

Uninstall View Manager 3.1

R User Manager

View Manager 3.1

View Manager User's Manual EN 3.1

View Manager User's Manual IP 3.1

Note: The View Manager is free to download and install.



View Manager 3.1 CPU Decoding

The literal understanding is to use software decoding, but in fact it still needs hardware CPU support. In the software
decoding process, a large amount of video information needs to be calculated, so the CPU performance requirement is
very high, especially for high-resolution streaming, the more channel images, the higher the CPU usage. However, with
the compatibility and convenience of software decoding, as long as the CPU performance is strong and there is no
need for multi-screen output, the cost of external graphics cards can be saved.

The number of channels depends on the CPU cache speed (multiple split screen 480P 15FPS).

H.264 Video decoding CPU types recommended:

Single screen, 36 channels, CPU i5-8500 and above.
Single screen, 72 channels, CPU i7-8700 and above.
Dual screen, 100 channels, CPU i7-9700K and above.
Dual screen, 144 channels, CUP i7-9900K and above.

H.265 Video decoding CPU types recommended:

Single screen, 18 channels, CPU i5-8500 and above.
Single screen, 36 channels, CPU i7-8700 and above.
Dual screen, 50 channels, CPU i7-9700K and above.
Dual screen, 72 channels, CUP i7-9900K and above.

View #01

View Manager System Requirements

Processor: Intel i7 Quad core 3.0 Ghz and above.

Memore: 8GB DDR4 and above (Recommended: 16GB and above).

Operating System: Windows 10 64Bit (Recommended: Professional Edition Version 1909 and above).
Graphics Card: GTX1650 same level and above (Recommedend: 4GB and above).

It is recommended to use dedicated graphic cards.

It is necessary to connect a physical monitor or install a virtual EDID emulator, otherwise Direct3D will not
work normally, resulting in black screens in real-time and playback videos.

Please do not connect Virtual EDID simulator and external output simultaneously.



Abbreviation Table

[ ] PTZ : Pan, tilt, and zoom camera
DVR : Digital video recorder
NVR : Network video recorder
HDD : Hard disk drive
FPS : Frame rate per second
OSD : On-screen display

Function Keys of the View Manager
Press F2 to see the bitrate and frame rate (FPS) information, which can be used to determine the smoothness of the
video. When the bandwidth is very low, a user chooses a proper stream according to the bandwidth information.

Press F2 to see the device name and time combination display mode. There are 6 display modes as follows:

Hide Device Name Display Device Name Display Device Name and Time
(HMS)

View #01 5 View #01 View #01

Display Device Name, Date (YMD) | Display Time (HMS)
and Time (HMS)

View #01 View#01
i3 o 2 /10102211




The device streaming has 2 display modes available.
The following information can be displayed:
1. Resolution, Number of Frames (FPS), Streaming Size (bitrate), channel number
2. Resolution, Number of Frames (FPS), Streaming Size (bitrate), channel number [QXX,CXX,4p/5p]

The Q, C, P, i, j numerical description is as follows:

Q (Queue Value)

Image processing buffer reference value, theoretically Q10 is the best.

® The lower queue reduces the delay, but it will be affected by network packets and
the video data will not be received completely.

® The higher queue will lead to the delay that will cause uneven picture.

Cc1 CPU processing thread “C1~C4”. If the image needs higher CPU processing, for example:
60/120/4K fisheye camera.

| Intel GPU Decode

N Nvidia GPU Decode

4P H.264 P-frame

5P H.265 P-frame

4i H.264 i-frame

5i H.265 i-frame

i JPEG

GPU Decode is described as follows:

® CPU Decode(C) : The Intel CPU system automatically determines how many threads the device requires

(C1~c4)

® Intel GPU Decode(l) : Supports Intel HD530 series and above.
® Nvidia GPU Decode(N) : Supports Nvidia GTX 1030 series and above.

In the early days when monitoring computers have to display multiple channels, but the CPU performance is
insufficient, GPU decoding functions are used to greatly reduce the burden on the CPU and provide more analytic

video monitoring through the graphics card. But now, the CPU performance is sufficient to cope with it and additional
graphics card GPU is no longer required to aid the CPU.

List of Display Resolution is as follows:

CIF 320%240
VGA 640x480
480p 720x480
720p 1280x720
FHD 1920x1080
WFHD 2560x1440
QFHD 3840x2160




Chapter 1 View Manager User Log in

Please click on the desktop B iconto log in to the View Manager. For information security reasons, when user logs in
to the View Manager for the first time, a warning window will appear and remind the user to set strong password to

log in to ensure the system security. (Please refer to the User Account Management chapter to create a user account
and password.)

View Manager User Login

n\ﬁew Login Name 1. admin ~
— Login Type Normal Mode v
Username ‘admin |
Password ‘ |
Host Mame userdnsdomain > |389
LDAP Base Distinguished Mame userbasedomain
Username Path userDMPath
Save Profile 0K Cancel
Set password and strengthen account security: admin >

The password must include 3 criteria out of the followings

[1)at least 8 characters{must],
[2)letters and digits,

[Blupper and lower cases, and
[d)special character [}, 5, #, ).

When login the system, the User Login dialogue box shows up. Please choose the “Normal Mode” to login the
system. For advanced usage, there are also LDAP and Active Directory (AD) modes for login into the system.

Normal Mode 57

Normal Mode
AD Server Login
LDAP Login

Before Login Profile

To create a user login profile, please click Save Profile button after entering Login Type and Username. This is to
simply the login process. However, the username and password need to be pre-created by a system administrator via
User Manager. Please see User Management chapter for further details.  Click OK button to log into the system.

Note: The default login type is “Normal Mode”. For AD/LDAP server related information, please refer to Chapter 8.



View Manager User Login
Login Name supports storing multiple account memory settings, up to 128 groups can be set.

View Manager User Login

~

Login Type 2
3

4

Usemame b
6:

Password, 7
8:

Host Name g
10:

"
LDAP Base Distinguished Name 12:
13

Usemame Path 14
150
16:

17
18:
19

Save Profile 20
21

View Manager User Logout
When the view manager logs out, only this account or the admin account with the highest authority can close the
program.

View Manager User Logout

| Login Name 1: admin v |
Login Type Normal Mode i
|Usemame ‘ |
Password | ‘
Host Name userdnsdomain 389
LDAP Base Distinguished Name userbasedomain
Username Path userDNPath
Save Profile Lock Cancel

Note: If the existing user password is blank, please change it to comply with the information security policy.

Chapter 1.1 How to Add a Device
View Manager supports IPScan protocol. IPScan protocol is quite easy for adding our NAV, NVR/DVR, and IP cameras.

Chapter 1.2 IPScan
Right mouse click on IP Scan Collection, select Refresh and search for the supported DVR/NVR or IP camera within the
LAN.



Phease select the fype of device to scan

Search Settings

caleT)

For IP Scan feature, there are menu systems when mouse right click on the device. The features are described below:

Delete: Delete all devices from IP Scan.

Check Repeat IP and Delete Device : Delete IP duplicate LAN devices.

Check Timeover and Delete Device : Delete IP has not connected to a LAN device for a long time.

IP Scan: The IPScan scan the devices on a local area network (LAN).

Device Information: IPScan detailed information (total number of scanned network devices and time
of last scan).

=0 &0H.& QD@

For the device feature on IPScan tree diagram, there are menu systems when mouse right click on the device. The
features are described below:

Delete: Delete a device from IP Scan.

Add Device to Private: Add a device to a specified group.

Property: The property of a device.

Launch Browser: Open the device with a browser via port 80.

Reboot Device: Remotely reboot a device

Device Information: Display the detailed device information including device name, firmware, IP
address, MAC, model, and etc.



View Manager

IPScan Device
Device name: A w4
Version:11.0.28
IP Address: 192,168.5.154:80
Model: DVR/MVR-H264[332]
NAY Record: MAY TFR#113,
Status:Last scanned time: 2022/01/26 15:39:12
Status:
setup video..,
View setup...

The device information is described as follows:

Device: The device name.

Version: The device firmware version.
IP Address: The device IP.

Model: The device type.

Feature: The device model.

The status is described as follows:

Last scanned time: The last scan time of the device.

Check connection: The device has not been detected on the Internet for more than a day (ex:Device lost).
Check Recording: The device has not been added to any NAV host for recording.

View setup: The device has not been added to any view group.

Setup Device: The device (has an account and password set) but has not been connected to obtain
information (ex: IP Cam profile, DVR/NVR max channel...).

® Setup password: The connection account password of the device has not been set.

Chapter 1.2.1 Device Status Icon

View Manager can display the device connection status. Device status icons are useful for system installers to identify
and to diagnose the issues of remote devices.
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The statuses of devices are described below. These can help installers to troubleshoot the settings of an installation

site.

Device Status Icon | Device Status
NAV: IPScan OK Camera: IPScan OK
NAV: IPScan NG, Internet Connection: NG Camera: IPScan NG, Internet Connection: NG

NAV: IPScan OK, Internet Connection: OK, Authentication: OK

Camera:

IPScan OK, Internet Connection: OK, Authentication: OK

NAV: IPScan OK, NCC Connection OK

Camera:

IPScan OK, NCC Connection OK

NAV: IPScan OK, View Manager: OK

Camera:

IPScan OK, View Manager: OK

NAV: IPScan OK, NCC Connection OK, View Manager: OK

Camera:

IPScan OK, NCC Connection OK, View Manager: OK

NVR/ DVR: IPScan OK

PTZ: IPScan OK

NVR/ DVR: IPScan NG, Internet Connection: NG

PTZ: IPScan NG, Authentication: NG

NVR/ DVR: IPScan OK, Internet Connection: OK, Authentication:
OK

NVR/ DVR: IPScan OK, NCC Connection OK

NVR/ DVR: IPScan OK, View Manager: OK

| ddensE SN

Chapter 1.2.2 Device Connection Message

Check connection:
If NAV Control Center or View Manager has not found the device

displayed after the device name

Check Recording:

on the Internet for more than a day, a message will be

The device has not been added to any NAV host for recording, if you want to record, please set.

View setup:

This device has not been added to any of the camera view screen, please set it for live image preview.

Setup Video:

The device account and password has been set up. But has not been connected to obtain device information, such as
camera streaming mode, DVR/NVR number

Setup password:

The device has no account and password connection.

1




Chapter 1.3 Device Filter

To create a camera display screen, drag the camera and DVR/NVR to the camera view. If you want to quickly browse
the camera screen, move the mouse to the scanned IP camera and the camera information along with the snapshot
will be displayed.

To manage hundreds or thousands of cameras, you can use the device filter to quickly search for the device. Enter the
keyword of the device to be searched, and click to select the searched camera in the quick box. Then, drag the
camera to camera view to quickly create and manage the camera.

Click on B to search for the device. To end search, click on B to clear the search keyword.

Note: IP Scan can only be used in a local area network.

Chapter 1.4 Batch Camera Username and Password

To set the camera in one quick set up, please enter the name of the device in the "Device Filter". Click on ™ icon to
select the camera and set the camera's username and password.

® @ View #01

= 2023/08/15 08:57:50 TV-1P1514P1

Please confirm the device’s connection state and enter a valid username and password. Then, click on OK.
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Chapter 1.4 Add a NVR to the View Manager

Add the NVR to IP Scan Collection, and the scanned devices can be quickly added.

Right mouse click on the menu Property to set the NVR related settings including IP address, username and password.

Name : Camera name
Device Type : Camera location
IP/DNS (Required Field) : IP address of the camera
HTTP Port (Required Field) : The HTTP port number of thecamera, DVR or NVR.
Onvif Port (Optional Field): Standard ONVIF protocol third-partv device.
Camera Video Port . RTSP URL for a camera if you want to use RTSP URL for video connection.
Subnet Mask: Device’s subnet mask.
Gateway: Gateway address of the device.
Username : The username for the camera.
Password (Required Field) : The password for the camera.
Main Stream: Main stream resolution.
Sub Stream: Sub stream resolution.
Synchronize Time with PC : Time and date can be synchronized to NVR through the View Manager server.
(Excluding time zone and other calendar formats.)
Please input the correct user name and password then press “Connect”

to check connection

Property

[ Connect ‘

(‘oK )(canceL)

Chapter 1.4.1 Video Settings of Device IPCAM Property

This page describes how to set the video parameters.

Profile: Main Stream, Sub Stream, JPEG compression codec settings.

Codec: H.265, H.264, JPEG compression mode.

Resolution: Screen resolution switch.

Video Source: DVR or NVR image source.

Protocol: RTP/UDP/TCP/HTTP Network protocol settings.

Frame Rate: Frame rate of the device image.

Bit Rate: Device bit rate.

Quality: Device video quality.

GOP Length: Video stream is the arranged succession of pictures between | frame and | frame.

13



P ro perty Press "Apply” to change video settings

Property

I
Image Settings i
: ) —

®E

Chapter 1.4.2 Image Settings of Device IPCAM Property
This page describes how to set the image parameters.

Brightness: Camera image brightness.

Contrast: Camera image contrast.

Saturation: Camera image saturation.

Sharpness: Camera image sharpness.

White Balance Mode : Camera color temperature and white balance (Ch: Chromacity of blue and green, Cr:
Chromacity of red and green).

BLC Mode: Increase light exposure for low bright area.

WDR Mode: When exposed to strong light sources and low-brightness areas simultaneously.

IR Cut: When there is sufficient visible light (for example: daytime), the infrared filter will block infrared
rays from entering the image sensor, and the camera will only receive visible light, and its image will show
true colors. When the visible light is insufficient (for example: at night), the infrared filter will be disabled,
allowing infrared rays to enter the image sensor, so that the camera can make full use of all the light and
improve the low-light performance. In practical applications, when the infrared filter is disabled, the
camera will automatically switch to black and white mode.

Property Press “Apply” to change image

Property

Video Settings

' i b}
| Connect |
| AR

14



Chapter 1.5 Add a Remote NVR to View Manager

For adding a remote NVR via Internet, right-mouse-click on Private Collection for select Add Group for a NVR

Pleaze input the correct user name and password then press "Connect”
to check connection

Add Channel

]
£

%
:

e Collections

¥ 3 NVR5000

Add Channel
i
?

Or search IPCAM/NVR from IPScan and add to the Private group.
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Please input the correct user name and password then press "Connect”
to check connection

Property

DR IWR +1254
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Manually select the NVR-H264 or AHD/DHD device.
If forgot what device type the IP device belongs to, please click "Detect" and the device type will automatically correct.

Mame

DVR/NVR-H264
IP Camera

AHD/DHD Series
NAV Live Streaming

Enter IP/DNS address, HTTP port, ONVIF port, video port, username, and password.

Please input the correct user name and password then press "Connect”
to check connection

Property

g
i
F3
¥

I Syncheonize Tame with PC =

oK ) ((CANCEL )

Click on Connect button for testing the video. Once this setup is finished, you can start to setup the view, playback the
video, or perform remote video backup.

Please input the correct user name and password then press "Connect”
to check connection

Property

b

AT L
iiilliiiil

155.255.255.0

w

((ok ) (cAnceL )

After completing the setting, drag the mouse to add it to the screen group, and you can start to watch real-time

17



images, remote playback, and backup and other functions.

Chapter 1.5.1 Quick Add a Device Group IP Camera / NVR
You can customize and select a different IP camera or NVR. And quickly set the connection account password at the
same time.

=0 mL QD se@
X

H 4U Silver IP61.216.97.159

SEEEN
)

MITR CAM20,1P:192.168.254.130

u
T Ch

<]

i

£ DESKTOP-# 4, 1P:192.1

I

DESKTOP-1F L IP:192.16

5, IP:192.161
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Chapter 1.5.2 Modify custom groups connection information IPCAM/NVR
Select the group, right-click on "Modify ".

Viewer Manager

n Collections

=M Private Collections

= WL L-SD
W] #0071 IPR7A24/8-1VS
[
W]
o B D A
5-EB0h
- W03 Server View
W TestlPcam
HCH NVRS {

Modify the IP/DNS address, HTTP port, ONVIF port, video port, username and password. Then click the Connect
button to connect to the IPCAM/NVR video screen. When the settings are completed, you can start to use the
functions including live view, remote playback, and backup.

Please input the correct user name and password then press "Connect”
to check connection

192.168.3.18
HTTP Port (ex. 80)
fPart (Optional)

Channel Location

Username

Fl @ sfe

E £ ] B
E
I
5
]
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Chapter 1.6 Window View
Under View Manager, right mouse click and select Add View, then type in the Add View:

® View Name : Enter the view name.
(] Windows : Select the camera split screen view.

To flexibly set the camera group, please use the mouse cursor to drag the grid for defining the split screen.

Hew View

‘-‘-l'\-“l‘ oe!if_y‘_view

A e CE—
T

Chapter 1.6.1 Local Host Viewer Collections Right-Click Menu

(] Add View: Add group view on split screen.

New View

(0 (o)

20



Schedule: View live image customized schedule.

New View

= P Collections
HlHP e Collections

View Mana

Wiew station

o Mame: Local Host Viewer Collections
IP dddress: 192.168.110.20
Group counts: 5

21



Chapter 1.6.2 View Group Right-Click Menu

(] Modify: Modify group name and split screen.
Delete: Delete a group.
[ ] Device Information: Group name, group number, number of divisions, number of connections.

X D > see@

Chapter 1.6.3 Select On Screen Camera
Quickly find the added devices in the group and highlight them to get attention and serves as a reminder.

Chapter 2 View Manager Live Image
Chapter 2.1 Configure Live View Group

Click Private Collections E to drag a device from the left pane to the right pane. You can also check multiple devices

and drag them to the right.




Chapter 2.2 Dynamic Channel Editing

If you want to change the layout of the camera channels, you can drag a camera and drop it to another video channel.
This operation swaps the position of the two cameras dynamically in the software. If you need to change the position
of a specific camera after the installation is completed, you will not need to re-assign all the IP settings.

Chapter 2.3 PTZ Control (For PTZ models)
Select a PTZ camera and click PTZ Control . Features include presets recall, PTZ controls, auto focus, and zoom in

and out among others. These features can be operated via the network.
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Chapter 2.3.1 On-screen PTZ Control

In full screen mode, click on - on-screen control icon that can enable PTZ control by using a mouse. Use mouse

scroll wheel for PTZ zoom in and zoom out.

Chapter 2.3.2 On-screen Panoramic Camera Control

In full screen mode, click on - on-screen control icon to enable panoramic camera control by using a mouse. Use
mouse scroll wheel for camera zoom in and zoom out.

My Office in UK

Drag the window at the panoramic view to adjust the ROl window. There are three mount types available - ceiling
mount, desk mount, and wall mount.
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Chapter 2.3.3 PTZ Control Panel Description

Function

Description

Direction Button

Rotate the PTZ to 8 different directions including up and down, left and right,
upper right and lower right, upper left and lower left.

Moving Speed

Select to adjust the speed of PTZ rotation (up to 7x).

Device Type

Select supported camera device type, ePTZ, PTZ, auto focus, Fish Eye.

Preset Recall

Up to 4 preset points can be recall instantly.

PTZ Preset Point

Up to 128 preset points can be programmed.

Zoom+/-

Adjust digital zoom in/out.

PTZ Auto Pan

Enable Auto Pan, Disable Auto Pan

Auto Focus Manual Focus +/-, Auto Focus AF
Auto Iris Manual Iris Far/Near, Auto Iris

Preset Point Setting

Set auto pan preset positions.

Chapter 2.3.4 Panoramic Control Panel Description

Icon Function Description
Location Location: Ceiling Mount, Table Mount, Wall Mount
L |

. R Mode Full-screen panoramic view

3R10 Mode Three ROI views and one panoramic view

IE‘ 4R Mode Four ROl views

IEI 2R1P Mode One panoramic view and two ROl views

IE‘ 2P mode Two 180 degree views

8R10 Mode One panoramic view and eight ROI views

“ Preset Point Setting

Provide up to 128 preset points storage.
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Chapter 2.3.5 Wall Mount Installation
The wall mount mode is different in some split screens and angles, please refer to the following.

Icon Function Description
IEI 2R1P Mode Onel80 degree view and two ROI views
E 1WP Mode One wall mount 180 degree view

Chapter 2.4 Camera Shortcut Keys

® Live: Discontinue an image or remove a channel.

® Instant Playback (5mins): Playback the video archive 5 minutes ago.

®  Backup: Single channel backup image data.

®  PTZ Panel: PTZ camera mode.

®  Streaming Mode: Streaming switch.

®  Full Screen Mode: View Manager channel full screen mode.

®  Reconnect: Reconnect the device.

® Speaker: If the device supports audio, select the channel and right-click on the screen. When the speaker is
turned on, you can listen to the audio. To change the channel volume, click the volume control.

®  Pause: Video pause.

Station Name: Remote device host name.

Station IP: Remote device IP.

Channel number of station: Which device is the connected device in the Station list.
Current view position: The current selected screen number

Index of view: The screen group number currently being viewed
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Streaming Mode

IP/DNS Station

Direct NVR /camera streaming mode ~
Dual Streaming Mode for the Channel e
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Chapter 2.4.1 Video Processing

For some scene requires special effect, in device single screen, please mouse right-click and the menu will appear. Click
on “Video is in processing” to individually adjust Emboss #1, Emboss #2, Blur #1, Blur #2, Sharp #1, Sharp #2 and
Negative Film.

Image Effect:
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Chapter 2.5 Sequence Display
Click on SEQ button. The SEQ button allows to sequentially display for the setup views.

View #03

The Sequence dialogue box can add a view into the sequence table. Click the up and down arrow for switching the
sequence. Set the sequence time in seconds for the dwell.

Sequence

Add group

Chapter 2.6 Spot Monitor
Many PCs have a secondary monitor output. Click on the ™ icon and create another NCC View Manager view. A
user is able to set up the second monitor for monitoring purpose.

Note: System settings and channel group configuration can only be set on the main monitor. (® Main Monitor, =
Spot Monitor).

29



Chapter 2.7 Instant Snapshot
On System settings, set the snapshot directory. And then, click the "snapshot" icon, to capture the group's full image
and each channel image on the live screen.

My View#1

) (canceL )

Note: After setting the destination directory, a SNAP folder will be automatically generated, and all subsequent
screenshots will be displayed there.

Chapter 3 Playback and Backup
The camera recordings of our NVRs can be set up in a View based on the function of the view. A user is able to perform
camera view playback and backup. The speed bar also supports fast forward and rewind functions.

Chapter 3.1 Playback

Chapter 3.1.1 Synchronous Playback
Click Playback to play synchronous videos in a group. Supported camera recordings include different NVR, AHD
camera, and Navigator. Click the date and drag the time bar for video playback.

Note: The NVR supports up to 8 connected video playback.

Chapter 3.1.1.1 Multi-channel Synchronous Playback Interface Description
Multi-channel synchronous playback Ul

Date Synchronize Slow Fast Play Pause Stop Fast Slow Speed Start/ End Backup|| Audio Time Bar
Playback Rewind Rewind Forward Forward Time

L] g g 08 : 26 : 00 2 0 151900
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Chapter 3.1.2 Asynchronous Playback
For asynchronous playback, select a camera from left device tree and drag it to the playback view group. Click Single
Playback icon and select date and time. Select cameras and drag their individual time bar to play videos at

different time.

Function

Multi-channel synchronous playback

Single-channel asynchronous playback

In the playback screen, live image mode can be enabled. This will enable user to immediately switch to live view when
there is a live event.

During playback, mouse right click on Live to refresh a specific camera. Click on Refresh at the window top to refresh
all camera images.

Chapter 3.1.3 Backup
On the playback page, click the backup icon to download recorded video and perform recording backup.

o i

e Wit e gty e Crarme o e e 1o e
Backup Wizard | G cy e e procees




The selected month, date and time.

Bac k u p Wiza l'd Change the date if needed. Click OK button to proceed

Channel

Type

File Setting

@ @ (E,) rCﬂNr_:eL-]

Confirm the time of backup.

Backup Wizard Please select the backup type. Click OK button to proceed.

Channel

Time

File Setting

Destination Directory: Set the backup destination folder.

High Quality Mode: NVR/AHD back up main stream or sub stream.

Mode: Multi-channel Mplayer NAV file format, Single channel AVI or MPG file format.
File Size: Customize splits AVI/MP4 file download.

File format: AVI/MP4 file format conversion.

Bac kU p Wiza rd Specify the output path of the backup file(s).

Channel
Time

Type

File Size 250MB

File Format AVI

© @@
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Chapter 4 Remote Event Backup
To perform remote playback on the screen, click Remote Playback icon @ and log in automatically to the remote

device. You can remotely playback and backup at any time.

To manually log in to the remote device, please click on Server Login icon and fill up the fields. Press Save and
Connect to remotely playback and backup.

B2 server Login X

Bookmark = i

NAV Streaming Server ~

NAV Streaming Server

Server Type

Server Name

Server IP/DNS

Server Port

Usermame

Password

High Quality Type

Bookmark: The bookmark of the server.
Server Type: Select a server type.

Server Name: Name of the server.

Server IP/DNS: The IP address of the server.
Server Port: The port number of the server.
Username: The username of the server.
Password: The password of the server.
High Quality Type:

The following image indicates the taskbar of Remote Playback and Backup.

Icon | Function Description

Split Screen EEEEENE) - 4 -9 16 * 25 * 36 Split screen selection
Stop Stop playback

@ Play Start playback

Pause Pause playback
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Slow Rewind Slow rewind speed: -(1/2X) * -(1/4X) ~ -(1/8X)
Fast Rewind Fast rewind: -1X ~ -2X ~ -4X ~ -8X ~ -16X * -32X
@ Fast Forward Fast forward: 1X ~ 2X ~ 4X ~ 8X ~ 16X * 32X
Slow Forward Slow forward: (1/2X) ~ (1/4X) ~ (1/8X)
Playback System Setting Playback System Setting
Backup Download Backup channel or download AVI, MPG file.
@ Snapshot Channel image snapshot (1 group full screen, 1 channel screen)
@ Snapshot Path Set snapshot storage path
@ Event Log Record of various alarm events, (motion detection, POS detection, face detection,
license plate detection, etc...)

Chapter 4.1 Remote Device Download and Backup
Step 1.Click on the date on the calendar.
Step 2.Specify starting time and endingtime.
Step 3.Click Search button to search the video clips.

To perform remote video backup, click Backup and select specific channels. Specify date, time, and destination
directory. Finally, select Start Backup or Convert AVI for multiple channel video backup.

Main Grouping ~

2021/05/11 Calendar
E May [E [E2021F

Bofsr] | T [ | |

Chapter 4.1.1 Remote Playback Settings
Playback setting will display the following:
(1) NAV Iframe Only: When performing remote playback, this setting force NAV to show one frame per second for
reducing CPU load.
(2) Iframe Only: When foreground remote playback, whether to set the channel to display one frame per second,
to reduce CPU loading.
® All channels set iframe: When foreground remote playback, all channels in the foreground play back one
frame per second.
® Channels not selected are set to iframe: When foreground remote playback, the selected channel in the
foreground play back normally, and the remaining channels play back one frame per second.
(3) Default Windows Division: Remember the preset main group split screen when remote playback.
(4) Language: Remote playback display language.
(5) POS Character Setting: Remote playback POS character display settings.
(6) Smart anti-aliasing: Smart channel image edge smoothing.
® Anti-aliasing mode (High CPU Load): Utilize CPU resources to soften image edges.
@ Disable anti-aliasing: Disable image edge smoothing.
(7) Display hardware graphics acceleration (default): CPU hardware accelerated video decoding (Default)
®GPU decode and display, display high priority: Intel or NVIDIA graphics card GPU hardware accelerated
34



display and decoding. Image displays first priority, image quality and bandwidth second priority.
®GPU decode and display, decode high priority: Intel or NVIDIA graphics card GPU hardware accelerated
display and decoding. The video channel will be displayed after decoding.
(8) User defined POS setting: Customize image POS font or color settings °
®Line Size: Maximum number of POS line.
® Keep Time: Maximum duration of POS keeps time.

Setting X
NAV Iframe Only
[J1frame only
All channels set iframe
[ criginal video resolution in full screen mode
Default Windows Division 16 w
Language English e
POS Text Font Settings
Smart anti-aliasing ~
Display hardware graphics acceleration (default) ~
[Juser defined POS setting
Line Size: 16
Keep Time: 30 Seconds
G

Note: For reducing the CPU load during playback, it is recommended to tick on "NAV Iframe Only" box.
For Video compression picture types, please refer to Wikipedia

Chapter 4.1.2 Remote Multiple Channel Backup

The software supports multi-channel playback, backup download, and AVI format conversion. To perform remote
video backup, click Backup and select channels. Specify date, time, and destination directory. Finally, select Start

Backup or Convert AVI for multiple channel video backup. You can also backup the image to a USB flash drive for
multi-channel image backup.

Channel

2020N0RT Calendar
[ Asgost [=] [= 2020 [=]

Seloot Al | Seled None

Cam D01

Cam 002

Cam 003

Cam 004
HN0& B0
Cam DO&

Cam 007

Caam OOH

Cam 009

Cam 010

Cam 011

Note: USB backup feature is only limited to NVR.
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Chapter 4.1.3 Copy MPlayer
Copy MPlayer program.

I Copy MFlayer a4-bit

Start Backup

Chapter 4.1.4 Backup Image Conversion Format
Backup Image Conversion Format: AVI, MP4.
Image conversion split size: 250MB, 500MB, 1GB.

Start Convert

Chapter 4.1.5 Backup and Snapshot
For IP-based devices, you may want to capture still images in videos. Press Snapshot , and the image will be
exported to a JPEG file format.

Chapter 4.1.6 Remote NVR Event Search and Backup
To view remote NVR alarm events and perform video playback and file download, click "Remote Playback" icon @
and click "Select Mode" in the backup manager to view a recording of events, POS cash register information, license

plate recognition, and face recognition.

ck Time:

Alarm
[0 Smart Event pS BTM

Chapter 4.1.6.1 Event Playback
When Smart Event is checked, all alarm (digital input) events will be automatically played until the end of the alarm
events.

% Baenot

1R NS B Rl
A 3 .




Recording Time Bar Color Coding:

08:41:00 < I THNT T NN 1T as i T Th 153859

(] White: No recording

Purple: Continuous recording

®  Yellow to Green: Event recording. The color depends on the frequency of event. The frequency range is
from 1~10. The color changed to green as the event became more frequent.

Chapter 4.1.6.2 Event Backup
To back up an alarm recording, check the Smart Event box MBELERIEEEIE and press the Event Listicon [&. This list
all events for backup purpose.

o]

Destination Directory: Set the backup destination folder.

Preview Seconds: The event recording of pre-alarm.

Post-event Review Seconds: The event recording of post-alarm.

File Size: 250MB, 500MB, 750MB, 1GB for each video backup. Note: NAV recorder only.

File Format: AVl or MP4 file conversion. Note: NAV recorder only.

Image Size: The size of the recording resolution, 320%240, 640*480, 704*480, 1920*1080 Note: NAV
recorder only.

Backup Status: The progress percentage for backup.

Select playback version: MPlayer application in Windows 64-bit or 32-bit.

Start Convert: The button is for starting the process of AVl or MP4 backup conversion. Note: NAV recorder
only.

(] Start Backup: The button is for starting the process of proprietary recording backup.

Stop: Stop the backup process.

(] Exit: Exit the program.
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Chapter 5 View Manager System Settings
B Advanced parameter setting

w

9.

View #01

(0 )

Iframe Only: When system resources are insufficient, the live view channel will display one frame per second to
reduce CPU load.

® All channels are set to iframe: All channels display one frame per second to reduce CPU load.

®Channels not selected are set to iframe: The selected channel displays normally, and the remaining

channels displays one frame per second.

Original video resolution in full screen mode: The size of the device original image (if not checked, the system
will automatically adjust the image to the best suitable display area).
Auto run spot monitor: Automatically activate the spot monitor every time the View Manager is launched.
Double the size of image tooltips: The size of the tree diagram detailed device information is doubled.
Smart Anti-aliasing: Smart channel image edge smoothing.

® Anti-aliasing mode (High CPU Load): Utilize CPU resources to soften image edges.

® Disable anti-aliasing: Disable image edge smoothing.
GPU Mode: CPU hardware accelerated video decoding (Default)

® GPU decode and display, display high priority: Intel or NVIDIA graphics card GPU hardware accelerated
display and decoding. Image displays first priority, image quality and bandwidth second priority.

® GPU decode and display, decode high priority: Intel or NVIDIA graphics card GPU hardware accelerated
display and decoding. The video channel will be displayed after decoding.
Connection Type: IPCAM/NVR/DVR device connection mode and NAV server image relay mode. (Note: NAV
recorder only)

. Streaming Mode: The default streaming mode of the device, when the device is dragged to the View Manager, this

streaming mode will be used to create the camera view screen. If the network bandwidth is very low or the CPU
computing power is limited, the SD Streaming (720 x 480) standard can be used. if the network bandwidth is
good, please use Dual Streaming mode. If Streaming Mode is set at "Low Bitrate Mode", it will display one frame
per second, which can be used to decode more than 144 frames to reduce CPU computing requirements and use
lower bandwidth.

® Dual Streaming Mode: Dual Streaming Mode (Multiple split screen SD, Full screen HD) °

® HD Streaming: Main stream HD mode.

® SD Streaming: Sub stream SD mode.

® SD Streaming at Low Bitrate Mode: Substreaming low bandwidth mode.

® HD Streaming at Low Bitrate Mode: Mainstreaming low bandwidth mode.

® Dual Streaming at Low Bitrate Mode: Dual-streaming low bandwidth mode .

Note: Streaming at Low Bitrate Mode supports connected to NAV recorder only.

Language: View Manager display language.

10. Snapshot Path: Snapshot storage path.
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Chapter 6 User Management
The Admin user account has authority management, which can manage various system usage and camera monitoring,
playback, setting and other privileges for the user account.

When you log in to the User Manager for the first time, a security warning will pop up. Please create a new password.

Local Device Manager

Remote Playback Manager

Uninstall View Manager 3.1

Login Name 1 agmin
User Manager Legn e Hormal sde
Usemame o]
ew Manager 3.1
Parywoed
Hotl Name

Wiew Manager User's Manual EN 3.
LDAP Bars Dusnguished Name

View Manager User's Manual JP 3.1 a

Save Frois = Cancal

gator User Man

Uisew type : Lradmin -
o, Username Arratatien Coeraton Devke  Schedue
1 e The dcennst can b accmmd N
-]y v

Luadimin

Ol usernarme

Ol pavepwerd 1

Mo usernoeme ¢

Tiew parsmeerd ¢

vesify password

— Ddeie |1 8
Accourd seasilty | Sycwit Bimachine || Sy with remole Save Exit

To strengthen password security, the following four criteria must be met to create a password.

Set password and strengthen account security: admin

The password must include 3 criteria cut of the followings

(1)at least & characters(must),
(2)letters and digits,

(3)upper and lower cases, and
(4)special character (1, §, #, 38).

Chapter 6.1 Add a User

In the future, the user administrator must login with the admin account to have the authority to manage user accounts
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in different groups.

From second group and below, please select a group and create a user account, which supports up to 64 user groups.

Each group can assign individual accounts for operations and camera access privilege. Choose one of the user types
and click Add to create an account.

Moy Delete

Mo Operaton Devce Sthedue
1 % can be socessed X
] Bttt can be sccessed
3 The account can be sccesserd () Allowerd Lt () Derved sz
4 The account can be acemsund
_ B [N Private Colectons.

Password ;

Wenify paswerd :

The passwvord must nckade 3 aiteria out of the
fokowngs

{11t bt 8 chusectorsmnt),
[Zheters and dgis,

Aczount seaity Swme with this mechine Syme with remote Save

Chapter 6.2 Edit an Existing User
Please select user type and a user, and click Password to change the password of the user.

File
User type : ‘2:manager v Modify Delete
No. Username Annotation
1 Daniel The account can be accessed
Mark The account can be accessed
3 Test01l The account can be accessed
4 JackLi

The account can be accessed

2:manager
0Old username : Mark
New username : __Mark
New password ; |
e —
Conce

Accour
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Delete a User:

To delete a user, select user type and a user. Then, click Delete and OK.

User Authorization

User Manager 64 bits

Do you want to delete this user ?

Test0l

Cancel

User type : Z:manager ~ Modify Delete
MNa. Username Annotation

1 Daniel The account can be accessed

2 Mark The account can be accessed

3 The account can

Y

Add Account terminated Password

Accour

You can specify each user access privileges to View Manager function. To authorize a user to have access in the
function, click Operation. Then, check on the functions to grant the user the access rights.

User tyoe ; Zmanager
. Usarrame

1 Dariel

3 Tesal

4

Viem Marager Videds Dadap

View Miarager P2 Contrel

Vitm Marager Sequence

Vot Paage MakFy Bbemasncns
Vit Mg Srapebt

Ve Maruager, Clote Windiw
viem Hrae dirs

TS AIL

Cefadt Select Al Cleer O

ATt BT yme with s machine:
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Chapter 6.3 Operation Access Management
For managing access rights for Operations to a user, there are Operations can be checked. For example, if a person
cannot assign the PTZ access right. Uncheck the PTZ related operators for the user.

Operation  Device  Schedule

Option

View Manager Login

View Manager System Setting
iew Manager Remote Playback
View Manager Synchronous Playback
[ view Manager Video Backup

View Manager PTZ Control

View Manager Sequence

[] view Manager Modify Permissions
|:| View Manager Snapshot

[ view Manager, Close Window

|:| iew Manager, Minimize Window

Default Select Al Clear Cll

Function Permission Icons

Description

View Manager login

Click to login the View Manager permissions

View Manager System Setting

Click to have access to the View Manager System Setting

View Manager Remote Playback

Click to able to Remote Playback on View Manager

View Manager Video Backup

Click to View Manager Video Backup

i [ [ @[]

View Manager PTZ Control

Click to able to control the PTZ camera

w
m
)

View Manager Sequence

Click to have access to the View Manager Sequence setting

View Manager Modify Permissions

Click to modify View Manager permissions

View Manager Snapshot

Click to able to Snapshot on View Manager.

View Manager, Close Windows

Click to close View Manager window

L1 [ <[B)]

View Manager, Minimize Windows

Click to minimize View Manager window
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Additional Description:
Note: Light gray represents the function is restricted.

The User Manager has to open the device to modify.

Cperation DEWEE  Schedie

View Manager Edit Connected

Device
&

() Adned Lt (D) Do Lint

EME Prevate Collecsons
- )
& g rovksoon
b [ serve Rec
5 [N Server view
EAMEg Testzponn

View Manager Modify 1. The layout is locked when dragged to the right (to prevent

Permissions the layout being changed).

2. The channel cannot be switched. (Assuming CH 1 switch with
CH2).

3. The view device connection cannot be disconnected.

4. The channel settings cannot be set, except for audio output.

5. Cannot add, modify and delete the view group arrangement.
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Chapter 6.4 Device Management

Click one of the users in User Management, and the Device tab will be shown on the right side. Check the devices you
need for the said permissions to be accessed. After setting is finished, click the Save and Exit buttons.

- [ ]

Note: Please close all the View Manager software and restart the application settings.

Chapter 6.5 Schedule

The administrator can set the schedule through the User Manager to limit the time frame usage of user groups. For
example, morning and night shift guard.

Tra bormre e e azemer

o scconrt can b acomend
T miionr o e s

a1 Deete Aot et Pyt

Chapter 6.5.1 Account Terminated

Assume the account user is in the process of handover, or have to restrict usage of the group of account temporarily or
permanently, the account terminates function can be used to restrict login.

T rrrrrrrrrrrrrrrny
W The ncimurt o 2e scoeie

B () The acxmur s been termn

- e - fumd
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Chapter 6.6 Account Security

Information security account login advanced settings.

|
| e type s 2imarager
|
o Usemame Arrmlaton
1 Dl The account can be sccessed
2 sk T pe—
3 Test1 The accent can be accessed
4 mcidi The acccunt has been terminated
e Driete | Arceunt temnated | Passwerd

Settings of account security

The password strength.
(O tgreee the password strength.

() Chedk the password strength, and ifitis too ke,

(£ Check the passwond strength, and Fitis 190 kw, warn and force 1 1o reset the
yasswnd,

The user account gets suspended.

[ Enable the valdation of the suspended user accounts.

A Eruabe the wakdation for the kogin schedue of users.

Incorrect password.
o] Enabile the chedk for the error number of wrong passwords entered.

The masimum times of incorect 5 =

The lncking time is euterdied, when a wiong passwerd s entered.  [Smn

The password & expired,
] Enaabie the password ched fior et having changed for a lang time.

The passierd has evpired. Imonth

I

® Ignore the password strength: Completely ignore the password strength.
® Check the password strength, and if it is too low: If the password strength is too weak, a warning is issued,

but user can still log in.

® Check the password strength, and if it is too low, warn and force it to reset the password: If the password
strength is too weak, a warning will be issued, and the user will be forced to reset the password.

® Enable the validation of the suspended user accounts: Enable or not the user account freeze verification.

® Enable the validation of the login schedule of users: Enable or not user login schedule validation.

® Enable the check for the error number of wrong password entered: Enable or not the checking for the

number of times the wrong password was entered.

® Enable the password check for not having changed for a long time: Enable or not checking the password

not changed for a long period of time.

Chapter 7 Local Device Manager

The Local Device Manager is the tool that shows the status of the devices that are currently connected to the system.

Chapter 7.1 Local Device Status Report

To query Local device status, please click Local Device Manager icon. Enter the username and password. And then,
press Local device in the Device Manager tab. Check the DHD/NVR in the device tree and press Reload button. This
can scan the DHD/NVR and provide a Local device S.M.A.R.T report, which shows all the DHD/NVR information
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including device name, location, IP address, device type, firmware version, channel no., current record time,
connection status, device reboot time and access time.

B Oroce Managernent fepent - »
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Chapter 7.2 HDD Status Report
Press HDD in the Device Manager tab and check the NVR in the device tree. This can scan the NVR and provide a HDD
S.M.A.RT report, which shows all the HDDs installed for all NVRs.

Bl Deace Management Regon . Z

Local dewce HOO

EI 5005 Ps0A624 300 Al | Mo Devica Hame Locaton » Acoess e

E ‘ =005 FSOMMRR1E L
2 216 17

E3=p s007mnm00 B camos WATR7NS 172012

H=p soacamoz la camos 192.168.3.160:80 20170708 LR14

g {g camos 192068, 5.060:80  ITATE [TAkIT

] CAM 06 192,158, 3. 560180 WITHTN0E L2020

EA=g =owcamos 7 camor 152368, 3. 150:80 WITT06 171542

Elmp soncamos B camos 152. 453, 3. 150:80 WITATI0E 17 15044

F=p so12cu06

H=g =oi3camor

=g =ticamos T

I 015 CAM 05 Mo Frmawaie Temparabae  Power On Hows Made Fasdy Device Mode! Sl

= q 13 0LO1ADY : -1 prora] Whestem Digital AV-GP (AF) WOC WO 0B -E3FH TWD-4
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= s0z1cam 15
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o
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Firmware: Firmware of the HDD

Temperature: Temperature of the HDD

Power on Hours: The length of time between failures of the HDD
Model Family: Manufacturer of the HDD

Device Model: Model of the HDD

Device ID: ID of the HDD

Capacity: Maximum capacity of the HDD

S.M.A.R.T..S.M.A.R.T. status of the HDD

S.M.A.RT. report is the potential indicators of imminent electromechanical failure. It does not mean that the HDD is
broken. See appendix for detail.
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Chapter 8 System Configurations
B click on System Settings to enter the view manager image decoding settings. The procedure is as follows

My View#2

System

Smart ant-slasing
Désplay hardhware graphics acoeleraion (default)

3

1. | frame Only/Playback | frame only: When system resources are insufficient, the live video or playback channel
show one frame per second to reduce CPU load.

® All channels are set to | frame: All channels show one frame per second to reduce CPU load.
® Channels not selected are set to iframe: The selected channel shows the normal number of frames, and
the remaining channels show one frame per second.

2. Original video resolution in full screen mode: Device original image size (if not checked, the system will
automatically adjust the image according to the most suitable display area).

3. Auto run spot monitor : The spot monitor automatically runs every time the View Manager is open.
4, Double the size of image tooltips: The tree diagram detailed device information is enlarged by 2 times
5.  Smart Anti-aliasing (High CPU Load): Smart channel image edge smoothing (default).

® Anti-aliasing mode (High CPU Load): Utilize CPU resources to soften image edges
@ Disable anti-aliasing: Disable image edge smoothing.

6. GPU Mode : CPU hardware accelerated video decoding (Default)

®GPU decode and display, (display high priority): Intel or NVIDIA graphics card GPU hardware accelerated
display and decoding. Image displays first priority, image quality and bandwidth second priority.

®GPU decode and display, (decode high priority): Intel or NVIDIA graphics card GPU hardware accelerated
display and decoding. The video channel will be displayed after decoding.

7. Select Connection Status: Device streaming mode / NAV host to streaming mode (relay mode), support NAV host
only.

8. Select Streaming Mode: The device default streaming mode is when it is dragged to the camera View Manager, the
streaming mode will be used to create the camera view screen. If the bandwidth is not good or the CPU computing
power is limited, the SD Streaming (720 x 480) standard resolution can be used. If the bandwidth is good, please
use Dual Streaming mode. If it is in "low bandwidth mode", it will display one frame per second, which can be used
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for more than 144 video decoding for low CPU computing requirements and lower bandwidth.

9. Language: View Manager display language
10. Snapshot Path: Snapshot storage path
11. Playback Time(Hour): Playback software maximum limit time (hours)

Chapter 8.1 Import and Export
Select the "System Settings" icon and click "Local Server Backup" button to import and to export the local

configuration file for future use.

System

As shown in the figure below, ViewManager camera view screen and group settings, user account permissions
manager.

Export )
R
Import |

Close

Note: View Manager free version only supports group view screen and channel arrangement and user account import
and export.

Chapter 8.2 Back up Import Location
The local host back up import location is as follows:

®  User Account: View Manager user accounts authorization manager backup.
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® View Manager: The content of the View Manager data backup is the View group and the

connection
information of the IP Cam/NVR/DVR/NAV.

Chapter 9 Find Device
IPScan utility can scan through all IP address in the LAN to locate devices.

Press IPScan and select a device in IPScan to manually add devices of IP Fast Dome, IP camera, video server, or DVR.

Note: IPScan can only work under a LAN environment and does not support an Internet environment.
“Set as Default” and “Time Adjust” are not supported on DVR, NVR, AHD and DHD.

Chapter 10 Troubleshooting
Chapter 10.1 Hard Disk Supported

Chapter 10.2 Choosing between SMR and CMR in Hard Drives

Many people ask what is the right hard drive for the intended use. Because different recording methods have different
performance. SMR is used for cold data storage and CMR is used for repeated reading and writing data. Both
technologies have their own characteristics for reasonable and right application.

In our guide, it is usually recommended to use CMR hard disks. When the recording host often reads and writes or

important data transmission is important, CMR hard disks are a good choice. It is recommended to choose the Pro

series of the same model, which can read and write for a long time. To maintain life and warranty, the following are
WD and Seagate series hard drives.

For more detailed hard drive model brands, please consult the original manufacturer's technology.
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Brand Model # Format | Application RAID  Supported
Quantity
WD Purple Surveillance Al CMR DVR&NVR monitoring power saving or small | 8 Bay
video recording
WD Red Pro NAS CMR NAS RAID area recording 16 Bay
WD Ultrastar DC HC530 CMR Mixed use of mid-level databases and NAS 16 Bay
WD Ultrastar DC HC550 CMR For advanced database and multiple channel | 24 Bay
recording
WD Gold Enterprise CMR For advanced frequent writing & recalling, | 24 Bay
JBOD and multiple channel recording
Brand Model # Format | Application RAID  Supported
Quantity
Seagate SkyHawk Al CMR DVR&NVR monitoring power saving or small | 8 Bay
video recording
Seagate IronWolf Pro NAS CMR NAS RAID area recording 16 Bay
Seagate Enteprise Exos 7E8 PMR For advanced database and multiple channel | 24 Bay
recording
Seagate Enteprise Exos X16 PMR For advanced frequent writing & recalling, | 24 Bay
JBOD and multiple channel recording

Note: Technically speaking, SMR also uses a vertical magnetization method, so in order to segregate, the original PMR
is renamed CMR.

Note: With different hard disk grades or types, the hard disk will have a certain period of time decline when writing

and reading, and then it will return to normal writing speed. Usually, it is recommended to use the database
enterprise-grade hard disk to process a large number of videos or access data
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