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Chapterl Introduction

Thank you for purchasing the TRENDnet TE100-MP1U/TE100-MP2U/TEW-MP2UW
USB Multi-Function Print Server (in the following referred to as “Server”). This Server
is designed to connect your All-In-One/Multifunction Peripheral, Printers, USB Mass
Storages (Hard Drives, Flash Drives, and Memory Card Readers), and scanners, to
your network, allowing all network users access to these shared USB devices
resources.

1.1 About 3 Models Described in this Manual

This manual provides introductory information as well as detailed instructions on how
to set up and manage TE100-MP1U/TE100-MP2U/TEW-MP2UW in various network
environments. The following table shows the differences among the 3 models. All 3
models have a 10/100 Mbps LAN port. However, TEL00-MP1U has only one USB port,
while both TE100-MP2U and TEW-MP2U have two USB ports. Compared with
TE100-MP2U, TEW-MP2U has an additional wireless module (802.11b/g). Except for
the wireless configuration, most configuration and operations are the same for
TE100-MP1U and TEW-MP2U. Similarly, almost all of the configuration and operations
are the same for TEL00-MP1U and TEW-MP2U except that only one USB device can be
connected to TE100-MP1U while at most two USB devices can be connected to
TE100-MP2U. Unless explicitly specified, all instructions in the manual apply to
TE100-MP2U and TEW-MP2U.

Model LAN | Wireless | USB Port(s)
TE100-MP1U Yes No 1
TE100-MP2U Yes No 2
TEWMP2U Yes Yes 2

To fully benefit from this document, you should be familiar with basic networking
principles. The instructions described in this manual are based on the settings in a new
Server. To reload the Factory Parameters, you can reset this Server back to Factory
Default, which will restore most of the settings. For details, please refer to the chapter
“Restore Factory Defaults”.

1.2 Customer Support

Should you require any technical assistance, please contact your product reseller. Or
you can visit our website at http://www.trendnet.com for latest product information.
This document is subject to changes without prior notice.




Chapter2 Product Overview

2.1 Package Contents

Verify that nothing is missing from the package by using the checking list below.
Please contact your dealer if anything is missing or damaged. All packing materials are
recyclable. Please confirm the items in the package below:

TE100-MP2U or TE100-MP2U or TEW-MP2U
Multi-Language Quick Installation Guide
Utility & User’s Guide CD-ROM

External Power Adapter (12VDC, 1A)

2.2 Product CD

This CD provides easy-to-use Control Center software and the User’s Guide.

2.2.1 Start-up Procedures

If your computer is configured to auto start CDs, this CD will start automatically when
inserted. You can also navigate to the CD and start the autorun.exe file from within the
Windows file manager.

2.3 Physical Description

PONRE

Power Adaptor Connector: 12VDC, 1A adaptor

Init Button: restore the parameters to the default values

Ethernet Connector: a twisted pair category 5 cable

Wireless Antenna (only for TEW-MP2U): IEEE 802.11 b/g Wireless

Compliant with non-detachable fixed antenna

oo

USB Host Ports: USB 1.1/2.0 low, full, and Hi-Speed compliant
Indicators

Power Indicator is lit while power is applied. If it is not lit, or if it blinks,
there is a problem with this Server or power adapter.

Link Status (only for TEL00-MP2U and TEW-MP2U) is lit while network is
applied. If it is not lit, it indicates that this server does not connect to the
network.

Status Indicator (only for TE100-MP1U and TE100-MP2U) blinks to
indicate network activity.

LAN Indicator (TEW-MP2U only) blinks to indicate wired network activity.
If it is lit, it indicates the wired network is applied. If it is not lit, it
indicates that the server does not connect to the wired network.

WLAN Indicator (TEW-MP2U only) blinks to indicate wireless network
activity. If it is lit, it indicates the wireless network is applied. If it is not
lit, it indicates that the server does not connect to the wireless network.
USB1 Indicator is lit while a USB device connects to USB1 Port of this
Server. Ifitis not lit, or if it blinks, there is a problem with the USB device
or this Server.



=  USB2 Indicator is lit while a USB device connects to USB2 Port of this
Server. Ifitis not lit, or if it blinks, there is a problem with the USB device
or this Server.

Note: There is only one USB LED indicator for TE100-MP1U.

2.4 Installation Procedures

2.4.1 Installation and Integration

Please refer to the table below to select the appropriate installation method. The
Control Center Utility can be found in the CD-ROM or download from TRENDnet’s
Website.

= Note:

1. A computer using LRP Printing and a computer using NetUSB Printing can not
print documents to the same printer simultaneously.

2. Linux, Unix and Mac OS only for LPR printing. It does not support NetUSB

Printing.
Functi | OS Method Description
on
Print Windows Standard Installation of LPR, Raw TCP
Server Windows Add (JetDirect), Local Port Using
Printer Wizard SMB, and IPP
Control Center | Installation of LPR, Raw TCP,
Tool Local Port Using SMB
Apple MAC OS x | Printer Setup LPR, Raw TCP (JetDirect)
Tool SMB, IPP
Unix/Linux Edit Using vi or other editors to
/etc/printcap edit the printcap file
File
RedHat Linux Using X-Windows Interface
Printer System | to operate
Manager
File Windows None Don’t need installation
Server
Apple MAC OS X | None
Unix/Linux Samba Use smbclient in Samba
Scan Windows XP, | The Control Installation of NetUSB driver
Server | 2000, 2003 | Center
Server

2.4.2 Configuration and Management

This Server can be configured and managed from its internal web pages or from the
MFP Control Center. These web pages or PC tools offer you a management tool
suitable for all supported network environments.



2.5

Features and Benefits

This Server provides the following features and benefits:

1.

Reliability: The Server provides high performance and reliability combined
with low power consumption.

Flexibility: The Server supports print/File/Scan sharing in all major
computer systems and environments.

Easy to Install: The Server installs, operates, and is managed in a reliable
and easy fashion.

Security: You can assign administrator name and password to restrict login.

Monitoring: The Server’s web pages and user software allow you to
continuously monitor the status of connected USB devices.

Future Proof: The firmware stored in the Server’s Flash memory can be
upgraded over the network. This allows you to quickly update and enhance its
operational features when new Server software becomes available.



Chapter3 Basic Installation

3.1

1.

3.2

Connecting the Hardware

Make sure that your USB devices are switched off and that the Server’s Power
Adapter is disconnected.

. Connect the USB devices to the USB ports with the USB cables.

. Connect the Server to the network with a twisted-pair category 5 cable,

10BaseT or 100BaseTX.

. Turn on the USB devices and make sure it is ready for use.

Connect the Power Adapter to the Server. The power indicator will light up and
USB1 and USB2 indicators will flash in turn. (For TEL00-MP1U, only USB1
indicator will flash.) When the Link indicator lights up, the Server is correctly
connected to the network. When USB1 and USB2 indicators do not flash, the
Server starts to work normally.

Wireless connection

This section only applies to TEW-MP2U.

3.2.1
|

3.2.2
1.

Preliminary

Before you can access wireless network, wireless parameters should be set
correctly. You have to setup the first wireless parameter set through LAN
(wired) connection.

Wireless access can be set as 1. Infrastructure (station) mode, which need an
access point to route network messages, or 2. Ad-hoc mode, which connect
nearby wireless PC/devices with the same SSID (Service Set ID).

Wireless access can be secured by WEP64, WEP128, or WPA-PSK/TKIP.

In infrastructure mode, if network administrator wants to change any security
related parameters, TEW-MP2U should be changed first, and then access
point. If parameters mismatch causes wireless access is not allowed, you
have to modify those parameters through LAN connection.

In infrastructure mode, the maximal transfer rate is 54 Mbps depending on
access point’s capability. In ad-hoc mode, only 802.11b (the maximal
transfer rate is 11 Mbps) is allowed by specification.

Set Wireless Configuration Using MFP Server Control Center

Install MFP Server Control Center. MFP Server Control Center is available in the
included Product’s CD-ROM.

2. Start MFP Server Control Center and Auto-Searching MFP Server window will

appear.



Programs Accessories 3
F-Prat Antivirus »
|_“‘" Docurnents P& Internet Explorer

i rﬂ TREMCnet r Control Center £+ Image Burner
-‘ Settings 3
TRENDnet TYP-SP1E P [ mFP server Control Center
f) Search 3 IPYiew Pro 3
Setup Wizard » ¥
e -

If the wireless parameters are not correct or not set yet, you have to use
LAN to access MFP Server Control Center.

3. If the tool finds MFP Servers in your local area network, then you have to select

a MFP Server from the server list.

¥ TRENDnet MFP Server Control Center |:||E|[z|
System  Tools Help

- N -
P B W B R 2o
Refresh =]
Server Ligt

g 1B/ -M P20 - 192.168.1.100

4. Double click the highlighted server (or click the “Configure MFP Server” button)

and type the server’s administrator (default: admin) and password (default:
admin).

Login to TEW-MP21L]

=0 Administrator ; | adrmin |

Pazzword : | s |

I Login l [ Cancel ]

After you login successfully, from the Server menu, select wireless. The set
Wireless dialog appears.

In order to join an existing wireless network, you have to set the correct

network type (infrastructure or ad-hoc), SSID, and the correct security method
with the correct key information.

If the wireless network is secured by WEP 64 or WEP128, authentication method,
key index, and WEP key must be set correctly.

10



| SHP || Email || b aintenance |
| General Configuration || TCRARP | wireless | Supparted Protocaols || Ilzer Accounts |
Set Wirelezz Configuration
Fegion or Domain | 5A b |
T
Station Mame 00-11-E5-00-00-BF
Metwork. Type | Infrastructure A |
551D | TRENDnet_lab
Securty System WEF w
YWEP Settingz
Authentication Shared F.ey w
Key Size | £4 Bit [Hex - 10 charz] A |
Key 1 @ 1234567890 |
Key 2 O | |
Key 3 O | |
Keyd O | |
l Rezet l [ Apply ] [ Cloze

8. If the wireless network is secured by WPA-PSK/TKIP, the shared key must be set
correctly.

11



@E TREMDnet MEP Server Control Center

SHMP Emnail b sintenance
General Configuration TCRARP | wireless | Supparted Protocaols Ilzer Accounts

Set Wirelezz Configuration

-‘g‘}—l Fegion or Domain |L|S.i". v|

T bl
Station M arne 00-11-E5-00-00-BF
Metwork. Type | Infrastructure A |
5510 | TRENDnet_lab
Channel Ma lm
Securty System WPA-PSE

WPA-PSE. Settingz

F.ey Farmat | Pazzphrasze (3763 charz] |

PreShared Key | 1234567530

E ncryption

Mate : WPA-PSE iz not available with ad-hoc networks.

Rezet l [ Apply ] [ Cloze

9. Click Apply to save your settings. And the server will reboot.
10. You have now finished the procedure of setting the wireless parameters.

™= In infrastructure mode, TEW-MP2U searches all channels to join the matched wireless

service set. In ad-hoc mode, TEW-MP2U searches all channels to join the matched wireless
ad-hoc service set too, however, if none are found, TEW-MP2U creates that service set in the
assigned channel.

™ In ad-hoc mode, WPA-PSK/TKIP is not allowed.

3.2.3 Set Wireless Configuration Using Server’s Web Pages

1. You can see the IP address of MFP Server in the server list. Open IE Browser and
type server’s IP address or click the Home Icon of MFP Server Control Center.

¥& TRENDnet MFP Server Control Center |Z||E|rz|

Help
B |

Configure
Server

System  Tools

Server List |Homepage

e TE"/-MP2L - 192 168.1.100

12



2 TRENDnet MFP Server - Microsoft Internet Explorer

File Edit ‘“iew Favarites Tools  Help

Qe - @ - ¥ & @ P Jrr

Address |$ http:/f192.168.1, 100

™ If the wireless parameters are not correct or not set yet, you have to use LAN to access
Web Pages.

= If the TCP/IP parameters of TEW-MP2U are not correct, you have to use MFP Server
Control Center to set the TCP/IP parameters first.
2. Go to the web page and click CONFIG icon.

TRE“D nET Wireless Multi-Function USB 2.0 Print Server

TEW-MP2U

Home

Status

e — » Click on STATUS to show your system status.
Configurations

‘Euntac:t Us « Click on CONFIGURATIONS to configure your device settings.

e Click on CONTACT US to view TRENDnet's support info.

Copyrght © 2007 TRENDRet. All Hights Reserved.

3. Login your administrator (default: admin) and password (default: admin).

Administrator |admin |

Password | ' TT111] |

I T

4. Click Wireless icon.

13



Wireless Multi-E ion USB 2.0 Print S
@ TREnDnET ireless Multi-Function ;E:u.n?];“ge;:

Home Wireless Configuration

Status

Configurations Region or Domain || USA

= Station Name | 00-11-E5-00-00-BF
Conhigurations

. TCPAP Network Type || Infrastructure v

= Wireless SSID |

= Supported Protocols cn?n"ﬂ No

= User Accounts
=1

= Ernail
RestartServer ST A
— | submit | meset |

Contact Us

Copyright & 2007 THENDnet. All Hights Beserved:

5. In order to join an existing wireless network, you have to set the correct
network type (infrastructure or ad-hoc), SSID, and the correct security method

with the correct key information.
6. If the wireless network is secured by WEP64 or WEP128, key index and WEP key

must be set correctly.
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Wireless Multi-Function-USE 2.0 Print Server
TEW-MP2U

TRENDNET

Home

Wireless Configuration

Status

Station Name | 00-11-E5-00-0D-BF

Network Type || Infrastructure v

SSID | TRENDnet_lab

Channel No

Configurations

. General
Configurations

= TCPIP

= Wireless

Supporied-Protocols

= User Accounts
SHMPE
= Email

Restart Server WEP

= Maintenance

Authentication Shared Key v

Contact Us Key Size | 54 Bit (Hex - 10 chars)

Key 1 @ 1234567890

Key 2 0|

Key 3 0|

Copyrght & 2007 THENDREE Al Hights Heserved:

7. If the wireless network is secured by WPA-PSK/TKIP, the shared key must be set
correctly.

Wireless-Multi-Function USE 2.0 Print Server
TEW-MBP2U

@ TRENDNET

Home Wireless Configuration

Status

Configurations

. General
Configurations

“TEPIP

= Wireless
Supporied-Protocols
User Accounts

“SHMP

= Ermail
Restart-Server

Maintenance

Contact Us

‘Region or Domain |

Station Name

00-11-E5-00-0D-BF

Network Type

nfrastruciure

SSID

| TREMDnet lab

Channel No

WPA-PSK v

WPA-PSK Settirls

Key Format

| Pagsphrase (8763 chars) V.|

FPre-Shared Key |

1234567830

Encryption

Mote: WRA-PSK is not available with ad-hoc networks.

15
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8. Click Submit to save your settings. And the server will reboot.
9. You have now finished the procedure of setting the wireless parameters.

= Ininfrastructure mode, TEW-MP2U searches all channels to join the matched wireless
service set. In ad-hoc mode, TEW-MP2U searches all channels to join the matched
wireless ad-hoc service set too, however, if none are found, TEW-MP2U creates that
service set in the assigned channel.

™ In ad-hoc mode, WPA-PSK/TKIP is not allowed.

After properly configuring the wireless parameters, you can remove the network
cable and reboot the TEW-MP2U. TEW-MP2U will then connect to your wireless network.
TEW-MP2U will detect if a network cable is plugged-in or not. If a network cable is
plugged-in, TEW-MP2U will always connect to the network through the network cable.
Otherwise it will always connect to the network through wireless module. Once
TEW-MP2U connects to the network, either by network cable or by wireless module,
all operations of print / scan / file server are exactly the same.

3.3 Assigning an IP Address to the Server

3.3.1 Preliminary

m If you have a DHCP server on your network, your Server will receive an IP
address automatically. The IP address will then appear on the Control Center
or on the page of configuration report that you printed earlier. If your DHCP
server does not give an IP address to the Server, the Server will use the
Default IP address: 192.168.1.100.

m If you are not working in a DHCP network, you need to manually set the
Server’s IP address.

3.3.2 Ethernet Address

You do not need to know the Ethernet address of your Server for assigning an IP
address to it. The Control Center can automatically search Servers and list their
Ethernet addresses. Besides, you can find Ethernet address that is located on the
backside label of the Server.

3.3.3 IP Address

Unless you are assigning an IP address using DHCP, you must obtain an unused IP
address from your network administrator.

3.3.4 Methods for Setting the IP Address

You can set the IP address of your Server using one of the following methods,
depending on your network operating environment:

m Automatic IP Address Assignment

m Manual IP Address Assignment

16



3.3.5 Server Names and Server Name Rules

The default server name of the Server is “TE100-MP1U” or “TE100-MP2U” or
“TEW-MP2U”. If you put two or more Servers in your local area network, to avoid using
the same server names you have to change the server names by using the Control
Center or the Server’s web pages. If your server name is longer than 15 characters,
the Server uses only the first 15 characters.

3.3.6 Setting the IP Address Using DHCP

Follow the instructions below to get an IP address using DHCP:

1. Edit or create a scope in the DHCP manager of the DHCP daemon. The entries
included in this scope should contain the following parameters:
« range of IP addresses
«  subnet mask
« default router IP address
« DNS server IP address
- lease duration

2. Activate the scope. The Server automatically gets the DHCP parameters. If you
are using DNS, you may include at least one DNS server IP address in the DHCP

scope or manually set the DNS server IP address using Server’s web pages or
the Control Center.

3.3.7 Setting the IP Address Using the Control Center

11. Install the Control Center. The Control Center is available on the Product CD.

12. Start the Control Center and Auto-searching Server window will appear.

r“ Programs Fﬁ TREMDnet fﬁ MFP Server Control Cenker ¢+ Image Burner
i I Accessories g TVP-SP3 [ mFP server Control Center
£y Documents H ) F-Prot Antivirus » ¥
Internet Explorer
g-’ Settings 3 é |
[F) TREMDnet TYP-SPIE b

w

f-..:' Seatch 4 ¥

Pl

13. If the tool finds multiple Servers in your local area network, then you have to
select one Server from the Server List.

17



## TRENDnet MFP Server Control Center
System  Tools Help

PO B %W Q% 2

Refresh Goto Configure
Server List Homepage — Server

P21 - 192.168.1.100

Metwork, Scanner

14. Double click the highlight list and enter the Server’s administrator (default:
admin) and password (default: admin).

Login to TEW-MP2U x|

T2 Administrator : | adrnin |

q:a;.!l,_
mx,1 |

Paszword ;

I Login } [ Cancel ]

15. After you have logged in successfully, select TCP/IP from the Server’'s menu.
The Set IP Address dialog appears.

& TRENDnet MFP Server Control Center

SHIP Email M aintenance
General Configuration | TCRAP | Wireless Suppaorted Pratocols |Jser Accounts

Set TCPAF Configuration

@ Current IP ;- 192.168.1.100
" 11

-l

(%) Automatically get IP by DHCP

[] Manual DNS |

) Static IP

IP Address

Subnet Mask

Default [ateway

DMS Server
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16. Click the button corresponding to your choice of IP setting method (static or
dynamic using DHCP). When assigning a static IP address you also have to
define Subnet Mask and Default Gateway. If you choose Automatically get
IP by DHCP, you can use desired DNS by clicking the Manual DNS button
and manually assigning a DNS.

17. Click Apply to save your settings. And the Server will reboot.

18. You have now finished the procedure of setting the IP address.

3.3.8 Setting the IP Address Using the Server’s Web Pages

1. If you don’t know the current IP of you Server, you have to do the Stepl—~Step4
of Set the IP Address Using the Control Center.

2. You can see the IP address of you Server in the Server List. Open IE Browser
and enter the Server’s IP address or click the Home Icon of the Control Center.

¥ TRENDnet MFP Server Control Center Q@E|

System  Tools Help

Refresh Goto _onfigure
Server Lis) Homepage | Server

e T P2L - 192.168.1.100

3. Go to the web page and click CONFIG icon.
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@ TRE“DnET Wireless Multi-Function USE 2.0 Print Server

TEW-MP2U

Home

Status Administrator [admin |

Configurations Password |..... |

. General —_—
Configuratons [ togn ] cancel

—TCPIPE

= Wireless

»-Supported Protocols

= User Accounts

= SHMP

= Email

Restart Server

= Maintenance

Contact Us

Copyright &-2007 TRENDnet-All Rights Reserved:

Enter administrator (default: admin) and password (default: admin).

Click TCP/ZI1P icon.

@ TRE"DnET Wireless Multi-Function USB 2.0 Print Server

TEW-MP2U

Home TCPIP
Status

Configurations @ Automatically get IP by DHCP
General [ Manual DME |

* Configurations
= O static IP

= Wireless IP Address 192.168.1.100

=—Supported Profocols
Subnet Mask 255.255.255.0

= User Accounts

= SHMP Default Gateway I:I

=—Hestart Server

= Maintenance

Contact Us It A O R

Gopyrght O 2007 THENDEE Al ights Reserved:

Click the button corresponding to your choice of IP setting methods (static or
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dynamic using DHCP). When assigning a static IP address you also have to
define Subnet Mask and Default Gateway.

7. Click Submit to save your settings. And the Server will reboot. You have now
finished the procedure of setting the IP address.

3.4 Name of USB Device

3.4.1 Printer Names

1. The system will set the printer model names as the default printer names.
The system only allows a 12-character long USB device name. For
example, the printer model name is “LaserJet 3030 PCL 6” and then the
default printer name will be set as “LaserJet 303”.

2. If system cannot get the printer model (For example, you use some
parallel printers and use Parallel-to-USB cables to connect the printers),
the default printer names are set as: USB1_Printer and USB2_Printer
with respect to USB1 port and USB2 port.

3.4.2 Storage Names

The local drives of the two storages in USB1 port and USB2 port are named as
USBx_DyPz, where USBx represents the USBx port, Dy represents the y-th Disk (in
particular to card reader plugging in multiple cards) and Pz represents the z-th
partition.
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Chapter4 Print Server in Windows

4.1 Overview of Installation Methods

This chapter describes how to add network printers.

Table List for Installing Network Printer

Windows Printing Method

Platform Protocols

Windows 98, ME, | SMB/CIFS Printing | Standard Windows Add Printer

2000,XP and Wizard

2003 The Control Center’s Add Printer
IPP Printing Standard Windows Add Printer

Wizard
Windows 2000, LPR Printing Standard Windows Add Printer
XP and 2003 Wizard

The Control Center’s Add Printer

Raw TCP/JetDirect | Standard Windows Add Printer
Printing Wizard
The Control Center’s Add Printer

Steps for Installing Network Printer

(7 S>> e N
Step 1 Step 2 Step 3
Set up Local Connect Your Printer to Turn on Your
Windows Printer the Server and Connect Printer and the
Driver the Server to Network Server
Step 6 Step 5 Step 4
Turn on “Online Use Add Network Printer by Configure Your
Printer” in Installed - Windows Standard Server
Windows Printer Method
Driver

- Control Center

< >

4.2 Connecting the Server
To configure your Server correctly, you should know which type of network topology
that your Server is connecting to.
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4.2.1 The Server and Windows PC on Same LAN

Print Server LAN Hub / Swtich
= ~
PC
P el
—=
‘ | ===,
— e

USB 2.0 Printer
Laptop

4.2.2 The Server and Windows PC on Different LANs

Example: Wired Windows PC across Internet

LAN Hub / Swtich ._:‘:

Internet

Router ’

LAN Hub / Swtich %

Print Server

USB 2.0 Printer Laptop

4.3 Setting up Local Windows Printer Driver

You are advised to install your Windows printer driver in advance. For most printers,
you can install the printer drivers with the following procedure:
1. Click Start, click Control Panel, click Printers and Other Hardware, and
then click Printers and Faxes.
2. Double click Add Printer to start the Add Printer Wizard, and then click Next.
3. Click Local printer, clear the Automatically detect and install my
Plug-n-Play printer check box to avoid having to wait for the completion of
another printer search, and then click Next. If you leave this option selected,
Windows will attempt to find the printer itself and figure out what kind it is. If
Windows does not find the printer, the wizard will continue as described in this
task.
4. Select a Windows driver for your printer. Click Next.
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4.4

Choose whether you want to share the printer with other network users. Do
you want to print a test page? Select the appropriate radio button and click
Next and Finish.

Adding Network Printers in Windows

Follow the instructions below to use the standard Windows Add Printer Wizard and the
Control Center for adding a network printer in Windows 98 SE, ME, 2000, XP and

2003.
X Note:
1. Before adding a network printer, you are advised to install the local Windows
printer driver in advance.
2. Before using network printer, you have to turn on “Use Printer Online” in
installed network printer driver and then you can use the printer.
3. A computer using LPR or IPP printing and a computer using NetUSB printing
can not print documents to the same printer simultaneously
4. To find the Port name/Queue name, refer to “Supported Protocol Status” on
page 73.
4.4.1 Using Standard Windows Methods for LPR Printing Protocol

Windows Platform: Windows 2000, XP and 2003

1.
2.

Open Printers and Faxes

Right-click the printer for which you want to change settings, and then click
Properties/ports

Clear Enable bidirectional support and click Add port, and then click
Standard TCP/IP Port from the dropdown and click New port.

The "Add Standard TCP/IP Printer Port Wizard" will pop up and click Next.
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Add Standard TCP/IP Printer Port Wizard X

Welcome to the Add Standard
TCP/IP Printer Port Wizard

“'ou uze this wizard to add a port for a network, printer.
Before continuing be zure that:

1. The device is turned on.
2. The network, is connected and configured.

To contifwe, click Mest,

| Mext » |[ Cancel ]

5. In the Printer Name or IP Address box, enter the Server Name of the Server
or IP address of the Server. In the Port Name box, enter your desired names
or USB1 LPR or USB2_ LPR for printer connected to USB1 port and USB2 port,
respectively.

Add Standard TCPSIP Printer Port Wizard

Add Port
For which device do pau want ko add a port?

Enter the Printer Mame or IP addrezs, and a port name for the desired device.

Printer Mame or IP Address:

Part Marme: IP_132168.1.100

[ ¢ Back ” Meut = ][ Cancel ]

X Ifyour Server is running on a different LAN than your Windows PC such as
Internet PC, you must enter Server’s IP address in Printer Name or IP
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Address box.
6. Click Next.

Add Standard TCPSIP Printer Port Wizard

Additional Port Information Required
The device could not be identified.

The detected device iz of unknown type, Be sure that:
1. The device iz properly configured.
2. The addrezs on the previous page is correct,

Either correct the address and perform anaother search on the netwoark by returning to the
previous wizard page or zelect the device type if you are sure the address iz cormect.

Device Type

(%) Standard | N A

() Custom

< Back ” Meut > I[ Cancel

7. Click Custom/settings.

Add Standard TCPSIP Printer Port Wizard

Additional Port Information Required
The device could not be identified. N

The detected device iz of unknown type, Be sure that:
1. The device iz properly configured.
2. The addrezs on the previous page is correct,

Either correct the address and perform anather search on the netwark by returning to the
previous wizard page or select the device type if you are sure the address iz cormect.

Device Type
) Standard

@ Custom | Settings.. |

[ ¢ Back ][ Meut > l[ Cancel ]

8. Click Settings and confirm that the settings are as below. The queue names are
USB1_LQ, USB2_LQ for USB1 port 1 and USB2 port, respectively. Click OK.
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Configure Standard TCP/IP Port Monitor @E]

Port Settings

Port Mame: IF_152168.1.100

Printer Mame or IP Address: 192.168.1.100

Protocol

(O Baw ®LFR

Faw Settings

LPR Settingz
Lueue Name: JSB1_LA

[[]LPR Byte Counting Enabled

[15MMP Status Enabled

(] ] [ Cancel

9. Click Finish

Add Standard TCPSIP Printer Port Wizard

Completing the Add Standard
TCP/IP Printer Port Wizard

“'ou have zelected a port with the following characternstics.

SMMF: Mo

Protocol; LPR, USB1_LO
Dewvice: 192.168.1.100
Part Mame: IP_192168.1.100
Adapter Type:

To complete this wizard, clck Finizh.

< Back ]| Finizh |[ Cancel
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4.4.2 Using the Control Center for LPR Printing

Windows Platform: Windows 2000, XP and 2003

1. Start the Control Center, right-click on your Server and select Set Printer.

¥ TRENDnet MFP Server Control Center, |Z||E|[z|

Swstem  Tools  Help

-.\I -\ = % v ; )
PR O %% 2 e
Refrezh Auto-Connect Connect M etwork,

Server Ligt Frinter Scanner

= == TEW-MP2U - 1321681100

Conneck

i @ Mebwork Scanner
Set Auto-Connect Prinker i

" gt
| m Sek Auto-Connect Prinker

2. Select USB1 Port or USB2 Port to add the printer in Set printer in box, choose
to use Server Name or IP address to represent the Server in Select IP
address or Host Name in printer port box, and select the network printing
protocol of Printing with LPR (Line Printer Remote).

@8 TRENDnet MFP Server Control Center - TEW-MP2U [ |[1[[X]

Set Printer |

E"' B Set printer in - | USBE1 Part »

Select IP Addrezs or Host Mame in printer port

(%) Host Mame () IP address

Pote: IF wour gerver iz tunning on the different LAM, pou must chooge [P Address,

Select the network, printing protocol
(%) Print with LPR [Line Printer Femate]
Frinter Part | USB1_LPR |

Queus Mame |L|SEH_LG |

(3 Printt with B.aw TCPAletDirect Made (Port - 3100]
Frinter Part | LISE1_Rah |

{3 Print with Metwark, Path [SME]
Printer Port |'x'\T Ew-MP2UNdaskjst 2420 |

Apply ] I Cloze l
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X If your Server is running on a different LAN than your Windows PC such as
Internet PC, you must choose IP address in Select IP address or Host Name
in printer port box.

3. Click Apply.
4. Select the desired printer driver and click Set Port to Printer.

5.

3 ||
Frinter Port : USB1_LPR

Queue Mame : USE1_LO &dd Mew Printer

Frinter M ame Part Marme
¢ HP Dificejet 5E00 zeries IP_192.168.1.100
¢ HP Officejet BRO0 series fax JSBOM
{2 hp deskjet 3420 series USB1_LFR

¢ Dell Phata Prirter 71

TRENDnet MFP Server (X

Success in sekking pork ko printer |

If you cannot find any printer driver in Printer List, please install your printer
driver first or click Add New Printer to install the printer driver.

4.4.3 Using Standard Windows Method for Raw TCP Printing

Windows Platform: Windows 2000, XP and 2003

1.
2.

No

Open Printers and Faxes

Right-click the printer for which you want to change settings, and then click
Properties

Clear Enable bidirectional support and click Add port, and then click
Standard TCP/IP Port from the dropdown and click New port.

The "Add Standard TCP/IP Printer Port Wizard" will pop up and click Next.
In the Printer Name or IP Address box, enter the Server Name of the Server
or IP address of the Server. In the Port Name box, enter USB1_RAW or
USB2_ RAW for printer connected to USB1 port and USB2 port, respectively.
X If your Server is running on a different LAN than your Windows PC such
Internet PC, you must enter the Server’s IP address in Printer Name or IP
Address box.

Click Next.

Click Custom/settings.

The click Settings and confirm that the settings are as below. The default Port
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Number values are 9100, 9101 for USB port 1 and USB port 2, respectively.
Refer to the Server’s web pages or the Control Center, you can get exact values.
Click OK.

Configure Standard TCP/IP Port Monitor

Part Settings |

Port Mame:

Printer Mame or P Address; | 192.168.1.100 |

Protocol

() Raw O LPR

Flaw Settings
Part Murmber: | 100 |

LPR Settings

LPR Byte Counting Enabled

[] 5MHMP Status Enabled

] 4 ][ Cancel ]

9. Click Finish.
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Add Standard TCP/IP Printer Port Wizard X

Completing the Add Standard
TCP/IP Printer Port Wizard

You have selected a port with the following characternztics.

SHMP: Mo
Protocal: Rahs, Port 3100
Device: 192.168.1.100

Port Mame: ISE1_Rbow
Adapter Type:

To complete this wizard, click Finigh,

¢ Back “ Finish |[ Cancel

4.4.4 Using the Control Center for Raw TCP/JetDirect Printing

Windows Platform: Windows 2000, XP and 2003

1. Start the Control Center, right-click on your Server and select Set Printer.

2. Select USB1 Port or USB2 Port to add the printer in Set printer in box, choose
to use or IP address to represent the Server in Select IP Address or Host

Name in printer port box, and select the network printing protocol of Print
with Raw TCP Mode.
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@2 TRENDnet MFP Server Control Center - TEW-MP2U [ |[1[[X]

Set Printer |

E\” g Set printer in JSE1 Part L

Select IP Address ar Host Mame in printer part

#) Host Mame (1 IP address

Mote:|f your zerver iz running on the different LAMN, vou muzt chooze IP Address,

Select the netwark, printing protocol
{3 Print with LPR [Line Printer Femate]
Printer Poit | USB1_LPR \

Queus Mame |L|SB'I_LE! ‘

(#) Printt with B.aw TCPAletDirect Mode [Port: 3100]
Frinter Port |L|SB'I_F|.-’-'«W ‘

{3 Print with Metwork, Path [SKE)
Printer Port |m Ew-MP2UNdaskjst 2420 \

Apply ] I Cloze l

= If your Server is running on a different LAN than your Windows PC such as
Internet PC, you must choose IP address in Select IP Address or Host
Name in printer port box.

3. Click Apply.

4. Select the desired printer driver and click Set Port to Printer.

Printer Port : USET_Rahw

Part Mumber : 3100 Add Mew Printer

Frinter M ame Paort Mame
¢ HP Oificejet 5R00 senies IP_132.168.1.100
¢ HP Officejet BEO0 series fax JSBOOM

@ hp deskjet 342()

Success in sekking pork ko prinker |
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5.

If you cannot find any printer driver in Printer List, please install your printer
driver first or click Add New Printer to install the printer driver.

4.4.5 Using Standard Windows Methods for SMB/CIFS Printing

= Before using SMB/CIFS printing, you have to login the SMB/CIF Print/File

server in advance and then you may use it; otherwise you have to disable
SMB/CIFS Print/File Server Authentication.

= If you use SMB on Windows 98 SE/ME with Server Authentication, you must

login to your Windows 98 SE/ME using the same user name as in the Server’s
User Account.

Windows Platform: Windows 98SE, ME, 2000, XP and 2003

1.

2.

Open Printers and Faxes

Right-click the printer for which you want to change settings, and then click
Properties.

Click the Ports tab.

Clear Enable bidirectional support and click add port, and click Local Port,
and then click New Port... in the Printer Ports box.

Printer Ports

Available port bvpes:

| adabe POF Part.
Local Pork

Standard TCPJIP Port

[ Mew Part Type... ] |_New PDrtI%J[ Cancel ]
L

In the Port Name box, enter the path to the printer with the following
format: "\\ Server’s Server Name\printer name” or "\\ Server’s IP
address\printer name” (Please refer to the Server’s web pages or the Control
Center to know exact path). For example: if you set the server name as
“TE100-MP2U” and the printer name (USB1 port) as PhotoSmart2, then the
network path is expressed as: \\ TE100-MP2U\Photosmart 2

Port Mame

Enter a port name:
WTEW-MP2U N deskjet 3420
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X If your Server is running on a different LAN than your windows PC such as
Internet PC, you must enter IP address in Port Name box.

6. Click OK, and then select a Windows driver for your printer. If you already have
the printer’s driver installed, you will be asked whether to keep it or to replace
it. Click Next.

7. Choose whether you want to share the printer with other network users. Do you
want to print a test page? Select the appropriate radio button and click Next
and Finish.

4.4.6 Using the Control Center for SMB/CIFS Printing

X Before using SMB/CIFS printing, you have to login the SMB/CIF Print/File
server in advance and then you may use it; otherwise you have to disable
SMB/CIFS Print/File Server authentication.

= If you use SMB on Windows 98 SE/ME with Server Authentication, you must
login to your Windows 98 SE/ME using the same user name as in the Server’s
User Account.

Windows Platform: Windows 98, ME, 2000, XP and 2003

1. Start the Control Center, right-click on your Server and select Set Printer.

2. Select USB1 Port or USB2 Port to add the printer in Set printer in box, choose
to use Server Name or IP address to represent the Server in Select IP

Address or Host Name in printer port box, and select the network printing
protocol of Printing with Network Path (SMB).
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@8 TRENDnet MFP Server Control Center - TEW-MP2U [ |[1[[X]

Set Printer |

E = B Set printer in - | USBE1 Part »

Select IP Addrezs or Host Mame in printer port

(%) Host Mame () IP address

Pote: IF wour gerver iz tunning on the different LAM, pou must chooge [P Address,

Select the network, printing protocol
3 Print with LPR [Line Printer Femate]
Frinter Part | USB1_LPR |

Queus Mame |L|SEH_LG |

(3 Printt with B.aw TCPAletDirect Made (Port - 3100]
Frinter Part | LISE1_Rah |

(%) Print with Metwark, Path [SME]
Printer Port |'x'\T Ew-MP2UNdaskjst 2420 |

Apply ] I Cloze l

= If your Server is running on a different LAN than your Windows PC such as
Internet PC, you must choose IP address in Select IP address or Host
Name in printer port box.

3. Click Apply.

4. Select the desired printer driver and click Set Port to Printer.

TRENDnet MEP Serwver Control Center - Printer Setup

Printer Port : WWTEW-MP2UN\deskjet 3420

Add Mew Printer

Frinter M arne Port Marme
i HP Officejet 5E00 series IP_192168.1.100
¢ HP Officejet 5E00 series fax ISBOO
i hp deskjst 3420 series W T EW P20

CBLREELE TRENDnet MFP Server  [X]

Success in setking port to prinker |

Refresh ][ Set Port to Printer ][ Cloze
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5. If you cannot find any printer driver in Printer List, please install your printer
driver first or click Add New Printer to install the printer driver.

4.4.7 Using Standard Windows Method for IPP Printing
Windows Platform: Windows 98 SE, ME, 2000, XP and 2003

1. Click Start, click Control Panel, click Printers and Other Hardware, and then
click Printers and Faxes.

Add Printer Wizard

Local or Metwork Printer
The wizard needs to know which type of printer to set up.

Select the option that describes the printer pou want o use:

(") Local printer attached ta this computer

(®)i8, nebwork, printer, or a printer attached to another computer

& To zet up a network, printer that iz not attached to a print server,
\!}) uze the “'Local printer'’ option.

[ < Back ” Mext = ][ Cancel ]

2. Double click Add Printer to start the Add Printer Wizard, and then click Next.

3. In this window, select A network printer, or a printer attached to
another computer and click Next.

4. Click the Next button. On the next window, select Connect to a printer on the
Internet or on a home or office network. In the URL: field, enter the following
to connect to the Server: http://Server’s Server Name /printer name or
http:/Server’s IP address /printer name
For example, http://KC302/Photosmart 2

X If your Server is running on a different LAN than your windows PC such as
Internet PC, you must enter IP address in URL: Field.
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Add Printer Wizard

Specify a Printer
If wou daon't know the name or address of the printer, you can search for a printer
that meets your needs.

What printer do wou want to connect to?

() Browse for a printer

() Connect to thiz printer [or to browse for a printer, select this option and click Next];

M ame: ‘ |

Ewxample: Yhzerversprinter

(%) Connect ta a printer an the [nternet or on a home or affice netwarl:

URL: ‘ hittp: 4192 168.1.100/deskjst 3420 |

Ewxample: http://zerver printers/myprinter. printer

[ ¢ Back ” Mewt » ][ Cancel

5. Click Next and then continue Windows Add Printer Wizard.
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Chapter5 Print Server in Unix/Linux
This chapter describes how to add network printers to Unix/Linux PC.

5.1 Configuring Host File

If using IP administration system like DNS, manually registering the Server Name and
IP address may be not required. Otherwise, you have to edit hosts file and contact
your network administrator.

1. Log in to Linux machine by “root”.
# login root

2. Register the Server’s Server Name and IP address into /etc/hosts file.
To edit host file, use an editor, e.g. “vi”.
Example: The IP address is “192.168.1.100”, Server Name is “MP2U”
192.168.1.1 dns # DNS Server
192.168.1.2 mail # Mail Server
192.168.1.100 MP2U # Server

3. Switch on the Server. Verify the network connection by using the ping
command.
# ping MP2U
If there is no response or error occurs, there may be problems with IP address
configuration, host file editing or network status. Please contact your network
administrator.

5.2 Printing by LPD/LPR

This section explains how to print using LPD protocol of TCP/IP.
For further information on “lpr” and “lIp” commands, refer to your workstation manual.

LPD Protocol: LPD (Line Printer Daemon) is a protocol that enables you to execute
printing to a printer on the network.

Remote-Printer Queue: The Server has two remote printer queues: USB1_LQ and
USB2_LQ with respect to USB port 1 and UB port2.
To print files using a printer driver, use “Ip” or “lpr”.

5.3 Using the Server on BSD UNIX/Linux

1. Log in to the BSD Unix machine through “root”.
# login root

2. Register the Server into /etc/printcap file.
Example: To register the printer of USB1 port by the printer name “Printerl”.
Printerl:\ ---(A)
Hlp=:rm=MP2U:rp=USB1_LQ:\ ---(B)
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:sd=/var/spool/lpd/Printer1:\ ---(C)
:If=/var/spool/lpd/Printer1/Printerl_errs: ---(D)
where
(A) Describes the printer name.
(B) Ip: Device file name to connect printer. No name designation required on the
network.
rm: Server Name for the remote printer. Enter the Server Name registered to
/etc/hosts file.
rp: Remote printer name. Please input the remote printer queue name.
(C) sd: Spool directory name. It must be the absolute path.
(D) If: Error log file name. It must be the absolute path.

3. Create the spool directory and error log file registered to /etc/printcap file.
Example: To create the spool directory “Printerl” and error log file
“Printerl_errs”.

# mkdir /var/spool/lpd/Printerl Create the spool directory

# touch /var/spool/lpd/Printerl/Printerl_errs Create the error log file

# chown -R daemon /var/spool/lpd/Printerl Change the owner to daemon

# chgrp -R daemon /var/spool/lpd/Printerl Change the group to daemon
4. Start Printing.

A. Use the "Ip" command.

-# Ip -d Printerl <Print file name=>
-# Ip -d Printer2 <Print file name>

B. Use the “lpr’ command.
-# Ipr -P Printerl <print file name>
-# lpr -P Printer2 <Print file name>
5.4 Using the Server on RedHat Linux (Fedora Core)
In the RedHat (Fedora Core) x-window user interface, follow these steps:

1. To start the application, select Main Menu button (on the Panel)->
Applications->System Settings -> Printing.
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% Accessories » % Add/Remove Applications

@ Games » @ Authentication
@ Graphics » 8 Date & Time
& Internet »| Display

@ Office » 2 Keyboard
Preferences > %Q Language
m Programming » @ Login Screen

Efgj Sound & Video » @ Network

Q-!. System Settings  * W
32 System Tools twork Configuration

% File Browser O Root Password
@ Help ﬂg Security Level
% Network Servers @ Soundcard Detection Paths, Undo| |

LY IEAIEN Actions ‘ l{i‘] Users and Groups

2. Click on the New button in the Printer configuration window.

__Printer configuration -robyn

Action Test Help
<

=) S &

New Edit Delete Default Apply

Queue name ¥ |Shared |Default | Description

3. Click on the Forward button in the Add a new print queue window.

Add a new print queue

Add a new print queue

On the following screens, you will be asked to provide basic
information for adding a new print queue. You will be able to
edit the more advanced options afterwards.

Mothing will be done to your settings until you hit "Finish" on
the last screen.

& Help 8 Cancel <# Back > Forward
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4. Fill in your desired printer name and description (optional) in Queue name
window and then click on the Forward button.

Add a new print gqueue

Queue name

Please enter a name for this queue. Choose a short
name that begins with a letter and centains no spaces.

Name: |PSC1300 |
About

If you like, you can enter a description of the printer
to help you identify it more easily.

Short description: i | |

m Help #® Cancel ﬁa Back b' Eorward

5. In Queue type window, you will now be asked to specify which Printer Queue
type you are using, select the one option form Networked Unix (LPD),
Networked CUPS (IPP), Networked Windows (SMB) and Networked
JetDirect options. Click on the Forward button.

i . Add a new print queue |= B %

Queue type [JEEELUIEE

Networked CUPS (IPP)
Select a queue type: (NN TG AILIFE(E2) ﬂ
MNetworked Windows (SMB)
i Networked Novell (NCP)
Metworked JetDirect
&3 Help 38 Cancel < Back > Forward

6. Fill in parameters for Queue type window:
A. Networked Unix (LPD): Fillin the Server’s IP address and queue name
and then click the Forward button. Example: If your Server’s IP address is
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192.168.1.100 and it connects to HP PSC 1300 MFP via USB1 port. You can
enter IP address in the Server box as 192.168.1.100 and Queue name in

Queue box as USB1 LQ.

VR I e R - -

Select a queue type: | Networked UNIX (LPD) z
Semver: Queue:
192.168.1.100 |UsBLLQ)
m Help 28 Cancel ‘vﬂ Back P Eorward

B. Networked JetDirect: Fill in the Server’s IP address and protocol’s TCP
port and then click the Forward button. Example: If your Server’s IP
address is 192.168.1.100 and it connects HP PSC 1300 MFP via USB1 port.
You can enter IP address in the Server box as 192.168.1.100 and TCP Port

in Port box as 9100.

Add a new print queue E]@E]
Queue type
Select a queue type: | Networked JetDirect b
Printer: Port:
102.168.1.100 9100
m Help 38 Cancel ‘-’iﬂ Back b‘ Forward




C. Networked Windows (SMB):
i. Click on the Specify button to specify SMB server Authentication.

. R e T - -

Select a queue type: | Networked Windows (SMB) ¥

|Comment Specify...

Hel #® Cancel <@ Back > Eorward
& Help

P A

ii. Fill in the Workgroup, Server Name, User name and Password in
Authentication window and then click on the OK button.

1%

[z] Authentication |
Workgroup: WORKGROUP

Server: lTEW—M P2U
Share: ‘ share

User name: \ admin

Fkkkk

Password:

& Cancel & oK

iii. Click on the Forward button.

Add a new print queue

Select a queue type: ‘ Networked Windows (SMB) ~ |

Share |Comment
~ TEW-MP2U

share (Specified)

&3 Help # Cancel <@ Back P> Forward
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D. Networked CUPS (IPP): Fill in the Server’s IP address and printer name

then click the Forward button. Example: If your Server’s IP address is
192.168.1.100 and its printer name is psc 1300 ser. You can enter IP

address in Server box as 192.168.1.100 and printer name in Path box as
psc 1300 ser.

Add a new print gueue E]@E]
Queue type
Select a queue type: | Networked CUPS (IPP) z
Server. Path:
102.168.1.100 | /psc 1300 sei
& Help ® Cancel <@ Back > Eorward

7. Select your printer driver. Click on the Forward button. Windows will display
the Finish, and create the new print queue folder.

Add a new print queue E]@@
Printer model
Select the printer manufacturer and model. Depending
on how the remote queue is configured, you may need Motes...
to select the generic PostScript option here.

HP -
Fal 1£Us 7
PSC 1210
PSC 1300 :
PSC 2110 w

m Help #® Cancel ﬁﬂ Back b‘ Forward
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8. Click Finish button.

Printer configuration - robyn
Action Test Help

P

G [ = @& &

MNew Edit Delete Default Apply

Queue name v ‘Shaned ‘Defaljt ‘ Description

T
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Chapter6 File Server

This chapter describes the file server function of the Server which allows USB storage
devices to be shared across a network by using SMB: NetBIOS over TCP/IP and FTP
protocol.

6.1 Preliminary

1. This product supports a file format of FAT12/16/32 and NTFS. However, the
“write” operation on NTFS is only supported in NetUSB mode. Please refer to
the Storage Access Mode.

2. TRENDnNet is not responsible for the loss or corruption of data in memory
devices, including hard disk; TRENDnet is not responsible for the leak,
manipulation, loss, or corruption of data in memory devices connected to the
Server after unauthorized access.

3. In order to use the USB Mass Storage device connected to the Server, the SMB
protocol or FTP protocol must be set up.

4. This product does not support to magnet optical drive devices such as CD/DVD.
5. This product allows shared two USB storage devices over the network in
Windows through the USB ports.
6. This product does not support the USB devices through USB hub.
6.2 Storage Names
The local drives of the two storages in USB1 port and USB2 port are named as

USBx_DxPx, where USBx represents the USBx port, Dx represents the the x-th Disk
and Px represents the x-th partition.

6.3 Connecting USB Mass Storage to the Server

=

Print Server LAN Hub / Swich ‘/ '

External USB 2.0 Laptop
Storage Drive
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6.4 Supported Codepages
- What is codepage?
Used by the system to encode and interpret string characters. Codepage formats
are not the same for each language. Some languages, such as Japanese have
multibyte characters, while others, such as English and German, need only one byte
to represent each character.
- Filename Encoding of FAT File System
This is known as an 8.3 file name, a short file name using codepage encoding. The
FAT file system also supports file names that can be up to 255 characters long. This
is known as a long file name using Unicode (UTF-16) encoding.
- When do you need to configure codepage?
The Server supports Windows codepages. If users want to communicate files using
FTP client tool or SMB on Windows 98/Me/2000 with the Server, they have to set
their Server codepage to be same as the codepage that their Windows PC is using.
1. FTP
2. SMB on Windows 98/ME/2000
- Configuring the Server’s Codepages
Users can use the following methods to set the Server’s codepage.
A. Using Control Center

1. Start Control Center and Auto-searching Server window will appear.

2. If the tool finds the Servers in your local area network, then you have to select
one Server from the Server List.

3. Double click the highlight list and enter the Server’s administrator (default:
admin) and password (default: admin).

4. After you have logged in successfully, setting General Configuration dialog
appears.
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@E TREMDnet MFP Server Control Center

SHMP Email M aintenance
General Configuration | TCRAP Wireless Supported Protocolz |Jzer Accounts

Server Information

-;—‘_I)g Metwark, PCz use the following information to identify the server

Server Marme TE"-.-'-.-"-P--1F'E|_| | 15 letters [max]
Wiarkgraup |WDHKGHDUP | 15 letters [max]
Description [optional) |TF|ENDnet USBE MFP Server | 48 letters [rmax]

File Server Codepage [ Built-in codepages use MS Windows seres codepages. |

ﬁ (=1 Western European () Japanese () Greek

{3 Central European ) Korean ) Arabic

(3 Traditional Chineze ) Cynillic: 3 Thai

) Simplified Chinese

Mate : Thiz zetting will apply ta the follmwing operations : [1]FTP [2] SME on win9g/k e/ 2000

Select your codepage form File Server Codepage box and click Apply.

Using Server’s Web Pages
. Go to the web page, click CONFIG
. Login your administrator (default: admin) and password (default: admin).

. After you have logged in successfully, setting General Configuration dialog
appears.
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File Server Codepage

3 wWestern European
) central Euraopean
O Traditional Chinese
O simplified Chinese
) Japanese

O Korean

O Cyrillic

O Greek

) Arahic

O Thai

* Built-in codepages use M2 Windows series codepages.
* This setting will apply to the following operations :

1. FTP (File Transfer Protacol)

2. 5MB on Windows98MES2000

4. Select your codepage form File Server Codepage box and click Apply.

6.5 Adding Your USB Mass Storages to Network with Security

You can use the following protocols to share your USB Mass Storages with user level
security in network:

m SMB/CIFS: NetBIOS over TCP/IP
m FTP

The protocols are shown in Supported Protocols box of the Control Center or the
Server’s web pages.

6.5.1 Setting up File Server Using the Control Center

1. Start the Control Center and Auto-searching Server window will appear.

2. If the tool finds multiple Servers in your local area network, then you have to
select one Server from the Server List.

3. Double click the highlight list and enter the Server’s administrator (default:
admin) and password (default: admin).

4. After you have logged in successfully, click Supported Protocols.
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ﬂ TREMDnet MFP Server Control Center

SMHMP

General Configuration

Ermail

TCPAFP Wirelezs

.,:ﬁ Supported Protocols
J" ]
|
===[+] Enatle LFR Frinting
Enable IPP Frinting

Enable Raw TCPAletDirect Printing
- TCP Part 1 ;| 9100

[to USET : Officejet 5E]
- TCP Part 2; | 9101
[to USEZ: none)

Enable SMB/CIFS Print/File Server
- [] Enable Intemet Access

- [[] Enable Server Authentication

Enable UPRP [Univerzal Plug and Play)]

b aintenance

Supparted Protocaols |zer Accounts

Enable FTP Server
- FTP Part: |21
- Set b aximum Seszion Mumber |5
- Enable Passive Mode
- Enable Server Authentication
- [ Allow &nonymous Login

M Storage Access Mode
{*) Server Mode
() MetlJSE Mode

Cloge

5. Set up File Server Configuration:

A. Set SMB/CIFS Print/File Server

Enable SMB/CIFS Print/File Server: select the item, if you want to

support SMB/CIFS print/File server.

Enable Internet Access: clear the item, if you do not allow that users

can access your SMB/CIFS server via Internet. If you select the item,
you allow Internet users can access your storage using the SMB/CIFS

protocol.

Enable Server Authentication:

select the item, if you want to share

your storage with user level security which requires user name and
password to login. If you clear the item, your storage will be shared

without security.

B. Set FTP Server:

Maximum Session Number:

50

Enable FTP Server: select the item, if you want to support FTP server.

FTP port: enter the desired FTP port. The default value is 21.

select the item and fill in desired



6.5.2

number.
Enable Passive Mode: select the item, if you want to allow that your
FTP server can accept passive mode command.

Enable Server Authentication: select the item, if you want to share
your storage with user level security which requires user name and
password to login. If you clear the item, your storage will be shared
without security.

Allow Anonymous Login: select the item, if you want to allow the
user “anonymous” to login your FTP server with read-only permission
and the Server will not check the password. If you clear the item, your
FTP server will not support anonymous login function.

Storage Access Mode: To use FTP and SMB/CIFS to access storage, please
set the storage access mode to the server mode. For the NetUSB mode,
please refer to chapter 9.

Setting up File Server Using Web Pages

1. Go to the web page, click CONFIG

2. Login your administrator (default: admin) and password (default: admin).

3. After you have logged in successfully, click Supported Protocols.

Set Supported Protocols

Enable LPE Printing
Enable IPP Printing
Enable Eaw TCP/JetDirect Printing
- TCP Port (2100 (to TTSE1 b
- TCF FPort 9101 to USE2 a
[¥] Enable SWB/CTFS Print/File Server

- (1 Enable Internet Access
- [ Enable Server Authentication

[“]Enable FTP Server

-FTF Fort |21

- [¥] Set Mamimum Session Mumber |5

- 1 Enable Passive Mode

- ¥ Enable Server Authentication

- O Allowr Anenymonus Login

[“]Enable SATTE Server

- SATTE FPort |B56E

Enable TTPnF (Umiversal Plug and Flay)
rage Access Blode

Zerver hode O MetTUSE Mode

[ Subrnit H Reset ]
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4. Set up File Server Configuration:

A. Set SMB/CIFS Print/File Server

Enable SMB/CIFS Print/File Server: select the item, if you want to
support SMB/CIFS print/File server.

Enable Internet Access: clear the item, if you do not allow that users
can access your SMB/CIFS server via Internet. If you select the item,
you allow Internet users can access your storage using the SMB/CIFS
protocol.

Enable Server Authentication: select the item, if you want to share
your storage or printer with user level security which requires user
name and password to login. If you clear the item, your storage will be
shared without security.

B. Set FTP Server:

Enable FTP Server: select the item, if you want to support FTP server.
FTP port: enter the desired FTP port. The default value is 21.

Maximum Session Number: select the item and fill in desired
number.

Enable Passive Mode: select the item, if you want to allow that your
FTP server can accept passive mode command.

Enable Server Authentication: select the item, if you want to share
your storage with user level security which requires user name and
password to login. If you clear the item, your storage will be shared
without security.

Allow Anonymous Login: select the item, if you want to allow the
user “anonymous” to login your FTP server with read-only permission
and the Server will not check the password. If you clear the item, your
FTP server will not support anonymous login function.

C. Storage Access Mode: To use FTP and SMB/CIFS to access storage, please
set the storage access mode to the server mode. For the NetUSB mode,
please refer to chapter 9.

6.5.3 Using Shared Storages by SMB/CIFS Method for Windows

1.

Connect a USB storage device to this product.

2. Select My Network Places
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3. Click Display the Computers of Workgroup
4. Double click Microsoft Windows Network icon.

5. Double click the Workgroup that the Server belongs to. The default
Workgroup name is “WORKGROUP”. You can refer to Control Center or the
Server’s web pages to get it. You will see that the Server is displayed as its
server name.

6. If you cannot find Workgroup name of the Server in Microsoft Windows
Network, you can select Search for Computer... in My Network Places and
enter the Server Name of the Server to find it.

7. Double click this Server Name icon.

8. If you clear Enable SMB/CIFS Print/File Server Authentication in
Supported Protocols, you login to the SMB server without requiring
authentication; otherwise you have to enter user name and password to login
to the Server. You can add user name and password in User Account box by
the Control Center or the Server’s Web page.

™= Note:

If you use SMB on Windows 98 SE/ME, you must login to your Windows 98
SE/ME using the same user name as in the Server’s User Account.

9. The shared folders will be listed as USB1_DyPz, and USB2_DyPz where Dy
represents the y-th disk and Pz represents the z-th partition with respect to
USB1 port and USB2 port.

10. Perform Open, Paste, Remove or Copy the files to the shared folders.

Note: Another way to use shared storages by SMB/CIFS method : In Control Center,
click the “Network Storage” button, as the following figure.

ﬂ TREMDnet MEP Server Control Center
Swstem  Tools Help

PR W %% 2|

Refrezh Connect M etwork,
Server Lizt Storage

= s TEW-MPZ2L - 1321681100
3 MFP -HP - Officejet 5E00 series

6.5.4 Using Shared Storage by FTP Methods for Windows
A. Use Microsoft IE to the shared USB Mass Storages
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4.

Open Microsoft IE

In Web Address List, enter command: “ftp://Server’s Server Name* or

“ftp://Server’s IP address”. If you have changed the default FTP port : 21 to
the new value, you have to add the new port number in the tail of command as
“ftp://Server’s Server Name: ftp port” or “ftp://Server’s IP address: ftp port”.

If you set Enable Server Authentication in FTP server protocol settings
you have to enter user name and password to login to the Server; if you set
Allow Anonymous Login, you can use the user name “anonymous” to login
with Read-only permission. If you clear Server authentication, you do not
need username or password to login to the Server. You can add user name and
password in User Account box by the Control Center or the Server’s Web
pages.

The shared folders will be listed in IE.
Perform Paste, Remove or Copy the files to the shared folders.

Use Microsoft Dos’s FTP client

Enter Dos command as “ftp”

Enter “open server’s Server Name” or “open server’s IP address”. If you have
changed the default FTP port : 21 to the new value, you have to add the new
port number in the tail of command as “open server’s Server Name ftp port”
or “open server’s IP address ftp port” .

If you set Enable Server Authentication in FTP server protocol settings
you have to enter user name and password to login to the Server; if you set
Allow Anonymous Login, you can use the user name “anonymous” to login
with Read-only permission. If you clear Server authentication, you do not

need username or password to login to the Server. You can add user name and
password in User Account box the Control Center or the Server’s Web pages.

Perform FTP commands to use this FTP server.
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Chapter?7 The NetUSB Technology

7.1 Introduction

The goal of TEL00-MP1U/TE100-MP2U/TEW-MP2U USB MFP Server is to provide the
print/scan/file server in a single product. For printers and scanners, there is no
industrial standard. In order to support many different models of printers and
scanners from various vendors, one way is putting so many printer/scanner drivers
into a single product. Obviously this is very hard and not practical. We have developed
a new technology, called “NetUSB”, to solve this problem. With the NetUSB technology,
it is not necessary to implement printer/scanner drivers in TE100-MP1U /
TE100-MP2U/TEW-MP2U. Actually, TE100-MP1U/TE100-MP2U/TEW-MP2U relies on
printer/scanner drivers that are installed on PCs. By the way, in the field of traditional
network print server, the common protocols used are, for example, SMB/CIFS, LPR,
raw TCP, and IPP. However, in order to reduce cost, many printer vendors produce
so-called GDI or host-based printers. For technical reasons, these kinds of printers
can not work with the traditional network printer protocols. The NetUSB technology
can also deal with the problem. The basic concept and the usage of NetUSB will be
introduced in this chapter.

In summary, TEL100-MP1U/TE100-MP2U/TEW-MP2U has a totally different technology,
“NetUSB”, to deal with printers and scanners (MFPs).

A. For printers, some special kinds of printers, such as GDI printers or host-based
printers, can not work well with traditional print server technology as described in
the previous chapters. Users should use the NetUSB technology to deal with these
kinds of printers.

B. For MFPs or scanners, the NetUSB technology is able to support almost all models
from all MFP/scanner vendors..

C. For USB mass storage, such as USB hard drives and flash drives and card readers
on some kinds of MFPs, users can also use the NetUSB technology to access them
in single-user mode. By this way, NTFS file system is supported for read/write. To
use the NetUSB technology to access storage, please set the storage access mode
to NetUSB mode. Please refer to chapter 8 for how to set the storage access
mode.

Note: The default storage access mode is server mode.

7.2 Connect & Disconnect

“NetUSB” allows you to use USB printers or USB MFPs as if they were connected

directly to your PC although they are actually connected to the TE100-MP1U

/TE100-MP2U/TEW-MP2U USB MFP Server. The “connect” operation is a software

operation that simulates an actual USB device plug-in. That is to say, when you do a

“connect” operation in the Control Center, PC can then detect a USB device’s plug-in,

although actually you do not plug in any USB device. Similarly, the “disconnect”
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operation is a software operation that simulates the disconnection of the USB device.
Once the connect operation is successful, the operations to use that USB device are
just the same as if the USB device is directly connected to the PC.

If a USB device is “connected” by a PC, we say that PC has the ownership of the USB
device. Only one PC can get the ownership of a USB device at the same time.

For printers, users can mix print jobs with traditional printing protocols, such as LPR or
SMB or IPP, and with the NetUSB printing, as long as the printer is in “disconnect”
state (that is, no PC get the ownership of that printer.) when a print job with traditional
protocols occurs. For USB storage, if the storage access mode is in NetUSB mode,
users can only use NetUSB technology to access storage. On the other hand, if the
storage access mode is in server mode, users can only use FTP or SMB to access
storage.

7.3 How to Use

7.3.1 Remote Installation

Here we will describe how to use the NetUSB technology to do “remote installation” for
a USB device. Before using the NetUSB technology, you must first make sure that your
PC can access USB MFP Server via TCP/IP. The simplest way to do this is using “Control
Center” to search for the USB MFP Server on the network and change its IP address to
be the same subnet as your PC. If the MFP Server and your PC are not in the same
TCP/IP subnet, Control Center will show the MFP Server in green, as the following
figure. You must change the IP address (or using DHCP) of the MFP Server so that the
MFP Server and your PC are in the same subnet. Control Center will show these MFP
Servers in blue, meaning you can safely access these MFP Servers by the NetUSB
technology.

ﬁ TREMDnet MFP Server Control Center g@@

Systemn  Tools  Help

Refrezh Goto Ennfiﬁure
Semver Lizt Homepage — Server

s TEW-MP2U - 1921680100 [ Model : TEW-MP2U ]

The steps to do remote installation for USB devices, like MFPs:

A. Turn on the TE100-MP1U/TE100-MP2U/TEW-MP2U and the USB device.

B. Connect the USB device to TEFL00-MP1U/TE100-MP2U/TEW-MP2U. The LED of the
USB port will light-on.

C. Run the Control Center. In the “USB MFP Server List” window, you can see the
server names and IP addresses all of the TE100-MP1U/TE100-MP2U/TEW-MP2U
Servers (in blue) on the network, as the following figure.
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¥ TRENDnet MFP Server Control Center |Z||E|[z|
Systemn  Tools  Help

P @ E’% gﬁ' % % D s

Refrezh Auto-Connect Connect Metwark,
Server List Frinter Scanner

= s TEW-MP2U - 1921681.100
MFF - HF - Officejet 5500 seres

g0 bazz Storage - - 1JSB2.0 card Reader

Click the server. Then all USB devices attached on the server will be shown.

¥& TRENDnet MFP Server Control Center |Z||E|[z|
System  Tools Help

_,-"":\I ':\ a;‘, m' m Z ;...:El i&f;'

Refresh Gato Configure Metwork,
Server List Homepage — Server Storage

S TE /- P2L - 192 168.1.100
i1 MFF -HPF - Officejet 5600 series
e Mazz Storage - - USB2.0 card Reader

Please follow the user manual of the USB device to do the driver installation. For
example, you may put the driver CD of the USB device in the CDROM to install the
driver.

When you are asked to plug in the USB device into PC’s USB port, either before
running the driver setup program or during the execution of the driver setup
program (This depends on the USB device. Please check the user manual from
the vendor.), click the desired USB device in the Control Center and then click the
“Connect” button to do the connect operation and get the ownership of the USB
device, as the following figure. The computer name of the device owner will be
shown at the end of the device.

¥ TRENDnet MFP Server Control Center |Z||E|[z|
Systemn  Tools  Help

P @ E’% ﬁﬁ' % %% D =

Refrezh Auto-Connect Dizconnect Metwark,
Server List Frinter Scanner

s TEW-MP2U -132.1651.100
MFF - HP - Officejet 5600 seres [ Manually Connected by SUPPORT |

e Mazz Storage - - USEZ2.0 card Reader
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G. PC will automatically detect the plug-in of the USB device. On the right side of
Windows Task Bar, you can see the information of the new device. Continue to
follow the user manual of the USB device to do the rest jobs of installation, until
the driver installation finished.

After the installation, you can see the newly created devices on the PC. If the USB
device is a MFP, you can see a new printer and a new scanner from the “Control Panel”.

7.3.2 NetUSB Printing

After the driver is installed as described in the previous section, you can see a newly
created printer in the Control Panel’s “Printers and Faxes”. Follow the steps below to
do a NetUSB printing.

A. In the Control Center, click the MFP Server that has the desired printer (or MFP)
attached.

B. Click the desired printer (or MFP).

C. Click the “Auto Connect Printer” button and choose “Set Auto-Connect Printer”.

¥ TRENDnet MFP Server Control Center E|@|E|
Systern Tools  Help

Refrezh Auto-Connect Connect M etwork,
Server Ligt Printer Scanher

= o« TEW-MP2U -192.162.1.11 + Set Auto-Caonneck Printer
MFF - HF - Officejet

g0 Maszz Storage - - USBE O card Reader

Set Auto-Connect Printer

The following figure will appear.
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#& Add to Auto-Connect Printer List

< Installed Printer List »

Printer Mame
HFP |:|fﬁ|::EeiEet BEOOD =

[ {2 HP Officejet 5600 series fax

I Apply l [ Cancel ]

Choose the desired printer. The desired printer must be the Windows printer (this
is a logical printer) that matches the printer attached on the MFP Server (this is a
physical printer). Then click the “Apply” button.

Then, the printer will be marked as an “Auto-Connected Printer” in red. If you
choose “Auto-Connected Printer List” in the “Tools” menu, you can see a newly
created item that describes the association between the Windows printer and the
physical printer on the server.

#i2 TRENDnet MFP Server Control Center : E'E'
System  Tools Help

L'h'!

Refrezh Auto-Connect Connect Metwark,
Server List Frirter Scanner

E s TEW-MP2U - 132.1681.100

S MFF - HP - Officejet 5600 senes | [Aute-Connected Printer

g0 bazz Storage - - JSB2.0 card Reader

¥& Auto-Connect Printer, List

Server IP & Printer Mame Wwindows Printer M ame
192.168.1.100 - HP Officeet 5600 senes HF Officejet 5600 senes

Delete ] [ Close ]
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Then try to issue a print job to the desired printer. You will see the Control Center
will automatically do a connect operation. Then, the print job will be issued to that
printer. This is so-called “Auto Connect Print” operation.

Of course you can issue print jobs using manual “connect” and “disconnect” rather
than “Auto Connect Print”. To do this, click on the printer, then click the “Connect”
button. The name of the computer that has the ownership of the printer will be
shown after the printer in the Control Center. Now you can issue print jobs to this
printer. After all print jobs are finished, click the “Disconnect” button.

Even you already properly setup an auto-connected printer, the Control Center
must be running while a print job is issued. This means you’d better run the
Control Center every time after you login Windows. In order to skip this manual
operation, you can make the Control Center be run automatically after you login
Windows. To do this, choose the “Configuration” item in the “Tools” menu. The
following window will appear. Click on the check box and then on the “OK” button.
This feature is enabled by default.

#8 Control Center - Configure @

Bazic

automnatically execute when logging on windows

Digplay

[] showe zerver information

| ok || cancl

If you would like to break the association between the Windows printer and the
physical printer, just click on the association and click the “Delete” button in the
“Auto-Connected Printer List”.

7.3.3 NetUSB Scanning

After the driver is installed as described in 7.3.1, you can see a newly created scanner
in the Control Panel’s “Scanners and Cameras”. Follow the steps below to do a NetUSB
scanning.

A.

COow

In the Control Center, click the MFP Server that has the desired scanner (or MFP)
attached.

Click the desired scanner (or MFP).

Click the “Connect” button to manually connect the scanner (or MFP).
Right-click the scanner icon in the Control Panel’'s “Scanners and Cameras”, and
choose “Get picture using Scanner Wizard”, as the following figure.
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A=

= Scanners and Cameras

3
'11'

File Edit ‘Wiew Favoribes Tools  Help

eBack - \_/l lﬁ /:__\J Search (7 Folders v

Address r—:} Scanners and Cameras

Imaging Tasks

F Officejet S60g

Scan
8 Getpictures Gelk picture using Scanner Wizard

View device properties
Delete

Rename

Other Places L3 Properties

[}- Contral Panel
E} My Documents
=y Shared Docurments

E. Then the “Scanner Wizard” will run. Set the options as your need. Then submit the
scan job.

= Scanner, and Camera Wizard

Choosze Scanming Preferences

Chooge your scanning preferences, and then click Preview to see how your preferences affect
the picture.

Picture type: |i_ __________________________ B

E () Grayscale picture

% () Black and white picture or test

jx () Custom
Cuztom gettings

Paper zource:

Flatbed v|

Preview

[ < Back ” Mext = ][ Cancel ]

F. After the scanning finished, click the “Disconnect” button in the Control Center to
release the ownership of the scanner (or MFP).

The steps described above require manual “connect” and “disconnect” operations
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before and after the scanning, respectively. We will introduce “auto-connect scanning”
in the following section.

7.3.4 NetUSB Scanning using Network Scan

For NetUSB scanning, we recommend you use Network Scan as the following steps.

A. In the Control Center, click the MFP Server that has the desired MFP attached.
B. Click the desired MFP.

¥ TRENDnet MFP Server Control Center |Z||E|[z|
Systemn  Tools  Help

pe _:\ E‘ﬁ gﬁ' “ "z P | s

Refrezh Auto-Connect Connect Metwark,
Server List Frinter Scanner

s TEW-MP2U -132.1651.100

0 MFP - HP - Officejet 5600 series
e Mazz Storage - - USEZ2.0 card Reader

Auto-Connected Printer

C. Click the “Network Scanner” button. Then you can see that the Control Center will
automatically do a “connect” operation. The following window will appear.

ﬁ Welcome to the Auto-Connect Scanner, E]

2 Select a device

HF Officejet BE00 series TwialM
Wa-HP Officejet BE00 sernes

Cancel

D. Choose one of TWAIN or WIA item. Click “OK”. The following window will appear.
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ﬁ Welcome to the Auto-Connect Scanner

—» HP Officejet 5600 series TWAIN 0of0
%) Picture Name and Destination 2
Select a name and deztination for pour pictures.,

1. Tupe a name for this group of pictures

Ficture

2. Select a file format :

JPG [JPEG Image] w

3. Choosze a place to save this group of pictures

ngshT echMy DocumentziMy Pictures's

| Picture Information

Mao. 0 Page.
Location ;

Ficture :

Width * Height
Dimensions :

R esolution :

Bit Depth

File Size :

[ Scan ] [ Cloze ] AP H & H

E. Follow the usual steps to do scanning.
F. After the scanning, close the “Auto-Connect Scanner” window.

7.3.5 Accessing USB Storage using NetUSB Technology
Before you use NetUSB technology to access USB storage, please make sure the
storage access mode is in NetUSB mode.

A. In the Control Center, click the MFP Server that has the desired USB storage
device attached.
B. Click the desired USB storage device.
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m

¥ TRENDnet MFP Server Control Center |Z||E|[z|
Systemn  Tools  Help

P Hh B B | 2 % 2 [=

Refrezh Connect M etwork,
Server List Storage

= = TEW-MP2U - 1927681100
iz MFP -HP - Officejet 5600 series  JEIEE R T=Tee=le NSl

Click the “Connect” button to manually connect the USB storage device.

Now your PC will have a new disk. For example, if you connect a flash drive, your
PC will have a new “removable disk”. You can see the storage icon in the system
tray, as the following figure.

1bﬁ@iﬁ1ﬂm

Just use the new disk as a general disk.
After you finish the disk operations, click the storage icon in the system tray and
choose “Safely remove USB Mass Storage Device”.

L w2 P> Lizapw

In the Control Center, click the “Disconnect” button to disconnect the USB storage
device.

Please note that by this way, FAT32 and NTFS file system can be fully supported.

7.4 Limitations

There are some limitations to use the NetUSB technology.

A. Only supports Windows 2000/XP/2003. Windows 98/ME is not supported.

B. Only one PC can get the ownership of the same USB device at the same time.
Moreover, once a USB device is “connected” by a PC so that the PC “owns”
that USB device, other PCs can not “access” this USB device by any means.
For example, if a printer is connected by a PC using the NetUSB technology,
no other PCs can print to this printer by LPR or SMB or IPP protocols, until the
printer is disconnected.

C. For USB storage, although NTFS can be supported by the NetUSB technology,
it can not be shared among network users.
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Chapter8 The Control Center

This chapter describes how to use the Control Center.

8.1 Installing Control Center

1. Insert the included CD into the personal computer. The Autorun screen as in the
following should appear.

Click Install Utility button.

Click Next, if you see any Next button in installation windows.

4. Click Finish.

® N

User's Guide

Install Utility

Bonus
' Product Registration

Exit

Copyright © 2007 TRENDnat. All Rights Reserved.

8.2 Using the Control Center

8.2.1 Using Tools of Control Center

You can use the following tools to help you use the server:

2 TRENDnet MFP Server Control Center
Swstem  Tools Help

¢ v = :
P OB B &% 2 =
Refrezh [Foto Configure Auto-Connect Connect  Dizconnect Metwark,  Febwork
Server List Homepage — Semver Frinter Scanner  Shoraoe

m Refresh Server List: renew to auto search the existing servers on the network.
m Goto Homepage: go to the web pages of the highlighted MFP Server.
m Configure Server: configure the highlighted MFP Server.
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Note 1: You can also right-click the mouse button on the highlighted MFP Server to get
the “Configure Server”, “Goto Homepage”, “Set Printer”, and “Network Storage”
functions.

Note2: You can also double-click on the highlighted server to get the “Configure
Server” function.

8.2.2 Displaying Server Status

You can start the Control Center and click on a server to see its status which includes
Server Information, TCP/IP status, and Supported Protocols.

8.2.3 Setting up Server Configuration

Click the “Configure Server” button to setup the highlighted MFP Server. Then type the
administrator ID and password to login.

m General Configuration

¢ Server Information: You have to set some information for using SMB
protocol:
M Server Name: the name to represent the Server for using SMB/CIFS
protocol
M Workgroup: the name of the SMB/CIFS workgroup that the Server
belongs to.
M Description: optionally set to describe the Server

+ File Server Codepage: If users want to communicate files using FTP
client tool or SMB on Windows 98 SE/Me/2000 with the Server, they have
to set their Server codepage to be same as the codepage that their
Windows PC is using. Generally, the criteria of choosing codepage are
based on your Windows codepage. For example, if your Windows
codepage is Traditional Chinese, you have to select Traditional Chinese
(Big5) in the Server. Please refer to the chapter “File Server”.

m TCP/IP: You have to set the Server’s TCP/IP configuration to connect TCP/IP
network. Please see the chapter of Basic Installation for more details.

m Supported Protocols: The Server supports the following TCP/IP protocols:

¢« TCP/IP

M Enable LPR (Line Printer Remote) Printing: select or clear Enable LPR
Printing support. It is enabled in Factory Default.

M Enable IPP Printing: select or clear Enable IPP Printing support. Itis
enabled in Factory Default.

M Enable Raw TCP Printing: select or clear Enable Raw TCP Printing
support. It is enabled in Factory Default and users may set the
protocol’s TCP ports as following boxes:

- TCP Port 1: set TCP port for the printer of USB1 port (default: 9100)
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TCP Port 2: set TCP port for the printer of USB2 port (default: 9101)

M Enable SMB/CIFS Print/File Server: select or clear Enable

SMB/CIFS Print/File Server support. It is enabled in Factory
Default.

Enable Internet Access: select or clear Enable Internet Access
support. If you clear the item, you do not allow that users can
access your SMB/CIFS server via Internet. If you select the item,
you allow Internet users can access your storage using the
SMB/CIFS protocol.

Enable Server Authentication: select or clear Enable Server
Authentication support. Select the item, if you want to share your
storage or printer with user level security which requires user name
and password to login. If you clear the item, your storage will be
shared without security.

M Enable FTP Server: select or clear Enable FTP Server support. It is

enabled in Factory Default and users may set some parameters as
follows:

FTP Port: Enter an integer number to set FTP server’s TCP port
(default: 21)

Set Maximum Session Number: select or clear Set Maximum
Session Number support. You can limit the FTP session number by
selecting the support and enter an integer to set the allowable
maximum session number. If you clear this field it means that FTP
server will have no limitation in session number.

Set Passive Mode: select or clear Set Passive Mode support that
FTP server can accept passive mode.

Enable Server Authentication: select or clear Enable Server
Authentication support. If you select the support, you need to
enter user name and password to login to the Server. If you clear
the support, you do not need user name and password to enter the
Server.

Allow Anonymous Login: select the item, if you want to allow the
user “anonymous” to login to your FTP server with Read-Only
permission and FTP server will not check the password. If you clear
the item, your FTP server will not support anonymous login
function.

M Enable UPnP (Universal Plug and Play): select or clear Enable UPNnP

support. It is enabled in Factory Default.
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ﬁ TREMDnet MEP Server Control Center

SHMP Ermnail b sintenance
General Configuration TCRARP Wireless Supported Pratocals Ilzer Accounts

=

P-.ﬂ Supported Protocolz

l_‘*i" Enable LPR Printing Enable FTP Server
Enable IPP Printing - FTP Port: [
Enable Raw TCPAletDirect Printing - Set Maximum Seszion Mumber |5
- TCP Port 1: {3100 - Enable Pazsive Mode
[te USET : Dfficejet 56) ; Enable Server &uthentication
- TCP Port 2: (3107 - [ &llows Bsnonymous Login
[to USEZ : nane]
M Storage Access Mode
Enable SMB/CIFS Print/File Server (%) Server Mode
- [] Enable Intermet &ccess () MetlJSE Mode

- [[] Enable Server Authentication

Enable UPnP [Univerzal Plug and Play]

¢ Storage Access Mode

1.

Server Mode: In this mode, you can access the USB storage via FTP or
SMB/CIFS protocols. FAT16/32 file format is fully supported in this
mode. For NTFS, however, only the “read” operation is supported. This
is the default mode.

NetUSB Mode: In this mode, you can access the USB storage using
NetUSB technology. FAT16/32 and NTFS file formats are supported,
but only one user is allowed to access the storage at the same time.
Please refer to chapter 9 for the details about NetUSB technology.

Mode FAT16/32 NTFS Concurrency
Server Writable Read Only | Multiuser
NetUSB Writable Writable Single User

User Accounts: You can change administrator name and password or add a
user account for SMB/CIFS Print/File server and FTP File server. If you forgot
administrator name and password, you must perform Restore Factory Default
action by plugging in the power adaptor while pressing the Init button. Please
refer to the chapter “Restore Factory Defaults”. Administrator owns the
Read-Write Permission for File servers.

¢+ Set Administrator
M New Administrator: enter your desired administrator name.
M New Password: enter your desired password.
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M Retype Password: confirm your previous password typing.

+ User Accounts list

M User name: add a new user account for accessing the storage

attached to the Server.
Password: set a password for added user.

Servers.

N X

Permission: select Read-Only or Read-Write permission to access File

Add: click Add button, after entering the user name, corresponding

password, and Permission selection. The account will take effect once

shown in the blank below.
Delete: delete the existing user account.

&

ﬁi TREMDnet MEP Server Contral Center

SHKP
General Configuration

E mail

TCRAP Wireless

= Set Adminiztrator
':T E.

Mew Adminiztrator 15 letters [max)
Mew Paszword

Retype Pazsword

Uzer docount List [ Mote : Allovwes up to 25 uger accounts. |

Ilzer Hame FPazzword
Permizzion Read Only  »
# UserMame Pazzword Permizzion

b aintenance
Supported Protocols

|Jzer Accounts

Set

Add

Reload

Cloge

AL EE

SNMP: You can set community and some parameters for SNMP server.

Furthermore, you can enable SNMP v3 for more security.

¢+ Set SNMP Configuration

M Authentic Community: set Community name of SNMP server.
M Trap Community: set Trap Community name for SNMP server to send trap

packets.

M Trap Address: enter an IP address to send the Trap packet.
M SysContact: enter some letters for variable of SysContact that represents

the name of system contact.

M SysName: enter some letters for variable of SysName that represents the

name of system.
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M SysLocation: enter some letters for variable of SysLocation that represents
the location of system.

M EnableAuthenTrap: enter 1 or 2 for the variable of EnableAuthenTrap that
represents to enable (1) or disable (2) to send Trap packets receiving the
wrong Community name.

¢+ SNMP V3

M Enable SNMP V3: select or clear Enable SnmpV3 support

M User Security name: set user security name of SNMP v3

M Auth Password: set authentication password of SNMP v3.

M Privacy Password: set privacy password of SNMP v3.

ﬁi TREMDnet MFP Server Control Center

General Configuration TCRAP Wireless Supparted Protocaols IJzer Accounts
SHMP Ernail Maintenance

Set SHMP Configuration

Authertic Community | 15 letters [max] [Pazsword)
Trap Community 15 letters [max]

Trap Address [IP) 0.0.0.0 IF Address

Sy=Contact B0 letters [max]

SysM ame B0 letters [max]
Syzlocation 120 letters [max)
EnabledwthenTrap 2 1: Enable, 2: Dizable

[ ] Enable SMMP+3

IJzer Security Mame 3 - 15 letters
Auth Pagzword 8- 15 letters
Privacy Pazsward 2 - 15 letters

Email: If you want to receive some alerting mail from the Server, you have to
enable SMTP Protocol, and set Email configuration. You can set new SMTP port
number (default: 25).

¢+ Set Email Configuration
M SMTP Protocol: select or clear Enable SMTP support
M SMTP Server Name: enter your SMTP server’s Server Name or IP
address.
M SMTP Port Number: set new SMTP server’s TCP port number (default:
25).
M Subject: enter the subject of the e-mail.
M From Address: enter the sender’s e-mail address.
M To Address: enter an e-mail address to send that mail to a person.
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Cc: stands for carbon copy; enter an e-mail address to send that mail
to a second person.

SMTP Server requires authentication: login to remote SMTP server
which requires authentication.

Account Name: enter account name for remote SMTP server.
Password: enter account’s password for remote SMTP server.

NN N ©

ﬂ TRENDnet MFP Server Control Center

General Configuration TCRAP Wireless Supported Protocolz |Jzer Accounts
SHMP Ernail Maintenance

Set Email Configuration

SMTP Pratocal []Enakle Check to enable SMTP
SMTP Server Mame IP Address or Server Mame
SMTP Port Mumber | 25 1 - 65535 inteqger

Subject Errar meszage 78 letters [max]

From Address 78 letters [max)

To  Addess 78 letters [max]

Cc 78 letters [max]

[] SMTP Server requires authentication

Account Mame | 15 letters [max]
Pazzword 15 letters [max]
Rezet ] [ Apply l [ Cloze

Maintenance: If you want to restart the Server, restore the Server to factory
defaults, download new firmware file from product’s public website and
upgrade new firmware, you can use the Maintenance tool.

*
*

Restart Server: click this button, the Server will restart.

Factory Default: click this button, the Server will restore factory default
values.

Download New Firmware: click this button to download new firmware
or user software from this product’s public website.

Upgrade Firmware: click Open to find the firmware file to be upgraded.
Click Upgrade to upload the firmware into the Server.
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ﬁ TREMDnet MEP Server Control Center

FoX

General Configuration TCRAP
SHMP

Wireless

E mail

E G} Restart Server |

; Facton Default |

pgrade Systern Firmware

Mew Firmware File ;

File Size : [ bytes

Supported Protocols |Jzer Accounts
b aintenance

Cloge

8.3 Quitting the Control Center

The Control Center doesn’t really quit if you click the “X” box (close box) at the top
right corner of the window. Instead, it just minimizes itself to the system tray. There
are two ways to really close the Control Center. The first way is choosing “Exit” item in
the “File” menu in the Control Center. The second way is right-clicking the icon of the
Control Center in the system tray and choosing the “Exit” item.
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Chapter9 The Server’s Web Pages

9.1 Introduction

The Server runs the daemon of http server, httpd on TCP port: 80. Users may use the
web pages to see the Server’s system status and configure the Server.

9.2 Using the Server’s Web Pages

9.2.1 Displaying Server Status

You can see the status of Host Information, TCP/IP, Support Protocol and USB devices.
Under Supported Protocol Status, you can also find the port name or information of
the LRP, IPP Printing, Raw TCP/JetDirect Prining /SMB/CIFS Printing information.

9 TREnDnET Wireless Multi-Function USB 2.0 Print Server

TEW-MP2U

Home

Firmware Version: 2.241
Status Machine Model: TEU-MPZU

Configurations

Contact Us

Server Neme: TEW-MPZU

Workgroup Name: WOREGROUP

Description: TRENDnet USB MFP Server
File Serwer Codepage: Western European

IP Address : 192.168.1.100 (dhcp)
Subnet Mask : 255.255.255.0
Gateway : 192.168.1.1

DNS Server : 192.168.1.1

DHCP Server : 192.168.1.1

Lease Time : 604300 second

TCP/IP:

LPE Printing: enabled
- IP Address: 192.165.1.100
- Queus Name (USELl): USEL_LOQ
- Queue Name (U3EZ): USBZ_LO

IPP Printing: enabled
- URL(USEL): http://192.165.1.100/deskiet 3420
- URLI{U3EZ): none

FRaw TCP/Jethirect Printing: enabled
- TCP Port(U3EL): 9100
- TCP Port(U3EZ): 9101

SME/CIFS Print/File Serwver: enabled
- Network Printer PFath(USELl): “ATEW-MPENdeskjet 3420
- Network Printer Path(USBZ): nohe
- Network Folder Path: )\ TEW-MPZU
- Internet Access: disabled
- Server Authentication: disabled

FTP File Server: enabled
- Passive Mode: on
= FEE-BoTt: 2L
- Maximum session nuwber: 5
- Server Authentication: enahled

Copyright © 2007 TRENDnet. Al Rights Reserved.
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9.2.2 Setting up Server Configuration

To set up the Server configuration, the system will request user to enter administrator
(default: admin) and password (default: admin) to login.

General Configuration

¢ Server Information: You have to set some information for networking
using SMB protocol:

|

|

|

Server Name: the name to represent the Server for using SMB
protocol

Workgroup: the name of the SMB workgroup that the Server belongs
to.

Description: optionally set to describe the Server

+ File Server Codepage: if users want to communicate files using FTP
client tool or SMB on Windows 98 SE/Me/2000 with the Server, they have
to set their Server codepage to be same as the codepage that their
Windows PC is using. Generally, the criteria of choosing codepage are
based on your Windows codepage. For example, if your Windows
codepage is Traditional Chinese, you have to select Traditional Chinese
(Big5) in the Server. Please refer to the chapter “File Server”.

TCP/1P: You have to set the Server’s TCP/IP configuration to connect TCP/IP
network. Please see Chapter 3 Basic Installation for more details.

Supported Protocols: The Server supports the following TCP/IP protocols:

¢ TCP/IP

M Enable LPR (Line Printer Remote) Printing: select or clear Enable LPR
Printing support. It is enabled in Factory Default.

M Enable IPP Printing: select or clear Enable IPP Printing support. Itis
enabled in Factory Default.

M Enable Raw TCP Printing: select or clear Enable Raw TCP Printing
support. It is enabled in Factory Default and users may set the
protocol’s TCP ports as following boxes:

- TCP Port 1: set TCP port for the printer of USB1 port (default: 9100)
- TCP Port 2: set TCP port for the printer of USB2 port (default: 9101)
M Enable SMB/CIFS Print/File Server: select or clear Enable

SMBZ/CIFS Print/File Server support. It is enabled in Factory
Default.

- Enable Internet Access: select or clear Enable Internet Access
support. If you clear the item, you do not allow that users can
access your SMB/CIFS server via Internet. If you select the item,
you allow Internet users can access your storage using the
SMB/CIFS protocol.

- Enable Server Authentication: select or clear Enable Server
Authentication support. Select the item, if you want to share your
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storage or printer with user level security which requires user name
and password to login. If you clear the item, your storage will be
shared without security.

M Enable FTP Server: select or clear Enable FTP Server support. It is

enabled in Factory Default and users may set some parameters as
follows:

FTP Port: enter an integer number to set FTP server’s TCP port
(default: 21)

Set Maximum Session Number: select or clear Set Maximum
Session Number support. You can limit the FTP session number by
selecting the support and enter an integer to set the allowable
maximum session number. If you clear the support, it means that
FTP server will have not any limitation in session number.

Set Passive Mode: select or clear Set Passive Mode support that
FTP server can accept passive mode.

Enable Server Authentication: select or clear Enable Server
Authentication support. If you select the support, you need to
enter user name and password to login to the Server. If you clear
the support, you do not need user name and password to enter the
Server.

Allow Anonymous Login: select the item, if you want to allow the
user “anonymous” to login to your FTP server with Read-Only
permission and FTP server will not check the password. If you clear
the item, your FTP server will not support anonymous login
function.

M Enable UPnP (Universal Plug and Play): select or clear Enable UPnP

support. It is enabled in Factory Default.
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Supported Protocols

TCPIIP

LPR Printing

Enahle

IPP Printing

Enable

Raw TCP/
JetDirect Printing

Enable Raw TCPiJetDirect Printing
-TCP Paort| 3100 ito USB1 y
-TCP Port| 9107 fto USB2 )

SMB/CIFS PrintFile
Senrver

Enable
- [ Enable Internet Access
- [ Enakle Server Authentication

FTP Server

Enahle
-FTP Paort 21
- Set Maximum Session Mumber |5
- Enahle Fassive Mode

= Enahle Server Authentication
-0 Allow Anonymous Login

UPnP (Universal
Plug and Play)

Enahle

Storage Access Mode

® Serverode (O MetUSHE Mode

¢ Storage Access Mode

1. Server Mode: In this mode, you can access the USB storage via FTP or
SMB/CIFS protocols. Only FAT16/32 file format is supported in this

mode. This is the default mode.

2. NetUSB Mode: In this mode, you can access the USB storage using
NetUSB technology. In this mode, FAT16/32 and NTFS file formats are
supported, but only one user is allowed to access the storage at the
same time. Please refer to chapter 9 for the details about NetUSB

technology.

User Accounts: You can change administrator name and password or add a
user account for SMB/CIFS Print/File server and FTP File server. If you forgot
password, you must perform Restore Factory Default
action by plugging in the power adaptor while pressing the Init button. Please
refer to the chapter “Restore Factory Defaults”. Administrator owns the

administrator name and

Read-Write Permission for File servers.

¢+ Set Administrator

M New Administrator: enter your desired administrator name.
M New Password: enter your desired password.
M Retype Password: confirm your previous password typing.

¢ User Accounts list
M User name: add a new user account for accessing the storage

attached to the Server.
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N

Password: set a password for added user.

Permission: select Read-Only or Read-Write permission to access File
servers.

Add: click Add button, after entering the user name, corresponding
password, and Permission selection. The account will take effect once
shown in the blank below.

Delete: delete the existing user account.

@ TRE“D“ET Wireless Nulti-FunctionUSB 2.0 Print Server

Home

Status

Configurations

. General
Configurations

PP

= Wireless
—Supported-Protocols
= User Accounts
+ SHMP
= Email
»Restart Server
= Maintenance

TEW-MBZ2U

User Account

New Administrator | 14 lefters max

New Password | |

Retype Password | |

User Name: - -
|

Password:

Permission: | Read Only

e T haa

User Name Password Permission

Copyright & 2007 TRENDnet. All Rights Aeserved.

m  SNMP: You can set community and some parameters for SNMP server.
Furthermore, you can enable SNMP v3 for more security.

*

Set SNMP Configuration

N N N NN NN

Authentic Community: set Community name of SNMP server.

Trap Community: set Trap Community name for SNMP server to send
trap packets.

Trap Address: enter an IP address to send the Trap packet.
SysContact: enter some letters for variable of SysContact that
represents the name of system contact.

SysName: enter some letters for variable of SysName that represents
the name of system.

SysLocation: enter some letters for variable of SysLocation that
represents the location of system.

EnableAuthenTrap: enter 1 or 2 for the variable of EnableAuthenTrap
that represents to enable (1) or disable (2) to send Trap packets
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receiving the wrong Community name.

SNMP V3

|
|
|
|

@ TRENDRET

Home
Status

Configurations

. General
Conhgurations

—FCPAP

= Wireless
—Supported Protocols
= User Accounts

= SHMP

= Email

—Hestart Server

= Maimtenance

Contact Us

Restart Server

SNMP

Enable SNMP V3: select or clear Enable SnmpV3 support
User Security name: set user security name of SNMP v3
Auth Password: set authentication password of SNMP v3.
Privacy Password: set privacy password of SNMP v3.

Wireless Multi-Function USB-2.0 Print Server

TEW-MPZ2U

Authentic Community

|15 letters max (Password)

Trap Community

|15 letters max.

Trap Address({IP)

|IF' address

SysContact

|ED letters max.

SysName

|EU letters max,

SysLocation

|1ED letters max.

EnableAuthenTrap

|1Z Enable, 2: Disahle

Enable

User Security Name

| B-15 lefters

Auth Password

| 8-15 letters

Privacy Password

|B-15Ietters
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: click this button, the Server will restart.



TRE“D“ET Wireless Multi-Function USB 2.0 Print Server

TEW-MIP2U

Home Restart Server

Status

; : nected from the network until it has restarted successfully.
Configurations

e | [
Configurations

= TCPAP

= Wireless

= Supported Protocols
= lzer-Accounts

« SHIAE

= Email
“—Restart-Server

= Maintenance

Contact Us

Copyright © 2007 TRENDnet. Al Rights Peserved.

m  Maintenance If you want to restore factory default values of the Server and
upgrade new firmware, you can use the Maintenance tool.

|

|

Factory Default: click this button, the Server will restore factory default
values.

Download New Firmware from Website: click this button to download
new firmware or user software from this product’s public website.
Upgrade Firmware: click Open to find the firmware file to be upgraded.
Click Upgrade to upload the firmware into the Server.
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9 Wireless Multi-Function USE 2.0 Print Server
@ TRENDNET cine Server

Home Maintenance

Status

¥ . Factory Default
Configurations | Factory Default |
._General Upgrade Firmware

Configurations
—TCPAP
= Wireless
= Supported Protocols
= User Accounts
—SHMP

Email

Restart Server

Maintenance

Contact Us

Copyright & 2007 TRENDnet- All Right= Beserved
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Chapterl0O Email Alerting
This Server emails a notification to the user at these events:

1. Adding or Removing a USB device.
2. System Error.

Chapterll SNMP

This Server runs an SNMP daemon supporting SNMP v1, v2c, and v3 protocols (Simple
Network Management Protocol). Users can use SNMP client software such as HP
OpenView to manage the Server. The Server supports all relevant parts of MIB-11 and
a private MIB. You can set these MIB variables from the Server’s web pages or by
using the Control Center.
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Chapterl?2 Troubleshooting

This chapter provides useful information to help you resolve difficulties that you may
experience with your Server. Fault symptoms, possible causes, and remedial actions
are provided within a quick reference table. This Server’s USB ports only support MFPs,
printers, scanners, and mass storage.

12.1 LED Indicators

Indicators | Behavior Description
Power On Power On

Off Power off/System error
Link On Network connected

Off No physical connection to network
Status Blinking Activity on network

Off No activity on network
USB1 On USB device connected

Blinking Connected USB device error

Ooff No physical connection to USB device
UsB2 On USB device connected

Blinking Connected USB device error

Off No physical connection to USB device

12.2 Firewall

If a firewall software has been installed on your PC, it may block the communication
between the PC and the MFP Server so that the MFP Server can not work properly. To
solve this problem, either disable the firewall or configure the firewall to allow the
following TCP and UDP ports:

7303, 7305, 20005, 30201, 30202, 30203
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Chapterl3 Restore Factory Defaults

You may restore the Server’s default parameters by one of the following methods.

13.1 Using the Control Center
1. Start the Control Center.

2. If the tool finds Servers in your local area network, then you have to select a
Server from the Server List.

3. Double click the highlight list and enter the Server’s administrator (default:
admin) and password (default: admin).

4. After you have logged in successfully, from the Server menu, select
Maintenance. The Maintenance dialog appears.

5. Click Factory Default.

13.2 Using the Server’s Web Pages
1. Go to the Server’s web page and click CONFIG
2. Enter administrator (default: admin) and password (default: admin).
3. Click Maintenance.

4. Click Factory Default.

5. Click Yes to confirm

13.3 Using Init Button

Plug in the power adaptor while pressing the Init button until LED indicators of Power,
USB1 and USB2 blink. After that, plug off the power adaptor and then plug in the
power adapter again to restart the Server. Finally, the Server will operate using the
Factory Default values.

13.4 Default Parameters List

Host Information
® Server Name: TE100-MP1U or TE100-MP2U or TEW-MP2U
® \Workgroup: WORKGROUP
® Description (Optional): TE100-MP1U USB MFP Server
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® Code Page of File Server: Western European

TCP/IP

® Automatically get IP by DHCP: Enabled
- Manual DNS: None (Disabled).

® Static IP: Disabled
- IP Address: 192.168.1.100
- Subnet Mask: 255.255.255.0
- Default Gateway: none
- DNS Server: none

Supported Protocols
® LPR Printing: Enabled
® |PP Printing: Enabled
® Raw TCP/JetDirect Printing: Enabled
- TCP Port (USB1): 9100
- TCP Port (USB2): 9101
® SMBJ/CIFS Print/File Server: Enabled
- Internet Access: Disabled
- Server Authentication: Disabled
® FTP Server: Enabled
- FTP Port: 21
- Set Maximum Session Number: 5 (Enabled)
- Passive Mode: Enabled
- Server Authentication: Enabled
- Allow Anonymous Login: Disabled
® UPnP: Enabled

User Accounts
® Administrator: admin
® Password: admin

SNMP
Authentic Community: public
Trap Community: public
Trap Address: 0.0.0.0
SysContact: sales@trendnet.com
SysName: TRENDnet TE100-MP1U (or TE100-MP2U or TEW-MP2U) USB MFP
Server
SysLocation: www.trendnet.com
EnableAuthenTrap: 2 (disable)
SNMPv3: Disabled

- User Security Name: None

- Auth Password: None

- Privacy Password: None
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Email
SMTP Protocol: Disabled
SMTP Server Name: None
SMTP Port Number: 25
Subject: None
From Address: None
To Address: None
Cc: None
SMTP Server requires authentication: Disabled
- Account Name: None
- Password: None
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Chapterl4 Upgrade Firmware

This chapter describes how to upgrade firmware. Please follow one of the following
Procedures:

Procedure A: Using the Control Center

1. Open Control Center. It will automatically search the existing Servers and display their
statuses.

2. Select the Server that you want to upgrade the firmware. Double click the selected
Server and enter Administrator (default: admin) and Password (default: admin).

3. Select the Maintenance button.

4. Click Open to find your new firmware file and click Upload to start upgrading the
firmware.

5. Wait for 20 seconds for system reboot.

ﬂ TREMDnet MEP Server Contraol Center

General Configuration TCPARP WWireless Suppoarted Protocals Ilzer Accounts
SHMP Ermail b airtenance

— i/
@ G}HestartServer |

= Factory Default |

Upgrade Systemn Firmware

Mew Firrnware File : File Size : 0bytes

= Open
0% |

Cloze

Procedure B: Using the Server’s Web Pages

1. Power on the Server. Suppose that the Server is in DHCP mode.
2. Check the Server's IP address.
86



3. First, run Control Center. It will automatically search for Servers on the LAN. Then
Servers’ IP addresses will be shown in Control Center.

4. Run any Web browser, like Microsoft Internet Explorer. Go to “http.//Server’s IP
address “or “http://Server’s Server Name” to access the Server's home page.

5. Click CONFIG at the top of the menu.

6. Login the Server with Administrator (default: admin) and Password (default: admin).

7. Click Maintenance.

8. Click Upgrade Firmware.

@ TRE“D“ET Wireless Multi-Function USB 2.0 Print Server

TEW-MP2U

Home Maintenance

Status

. . Factory Default
Configurations | FactoryDefault |
. General Upgrade Firmware

Configurations
= TCPAP
= Wireless
« Supporied Protocols
= liser Accounts
= SHMP
= Email
«—Restart Server
= Maintenance

Contact Us

Copyright © 2007 TRENDnet. All Rights Heserved.

9. (lick Browse button to choose the file of new firmware.
10. Click Upload button to start firmware upgrade.
11. Wait for 15 seconds for system reboot.

Firmware Upgrade

Procedure C: Using the Init Button and the TFTP Client
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S

Plug in the power adaptor while pressing the Init button until LED indicators of
Power, USB1 and USB2 blink. (For TRENDnet 301, only USB1 LED will blink.)
Please note that after that, the Server will operate using the factory
default values after restarting, i.e., your Server’s configuration will
recover to Factory Default values.

Start the TFTP client Tool: Image Burner

£+ Image Burner

@j MFP Server Control Center

Click Open Image to open your new firmware. Please note that you must
configure your PC’s TCP/IP such that PC and the Server belong to the same LAN,
i.e. PC’s IP is 192.168.1.xxx and subnet mask is 255.255.255.0.

. TRENDnet MEP Server Image Burner Q@@

._:‘J)j Server P Address [Factory Default] @ 192.168.1.100

Mew Fimnware File ; | = Open Image

By
Mate : Pleaze configure pour PC's TCPAP to the zame LAN.
ie [P is 1921687 wex and MetM ask is 255,255, 255.0 j—L Cloze

File Size : [ bytes

i

Click Upload Image.

Wait for Image Uploading to finish and then click Close.

Plug-off the power adapter and then plug-in the power adapter to restart the
Server.
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Chapterl5 The Init Button

The Init button is used for maintenance: Simultaneously press Init button and turn

on (by plugging in the power adaptor) the Server until USB1 and USB2 LED indicators

simultaneously blink. (For TEL00-MP1U, only USB1 LED indicator will blink.) After that,

the Server will do the following tasks:

A. Perform a Factory Default of the MFP Server, which will restore most of the
parameters and settings to factory default values,

B. Perform a TFTP server. You can upgrade new firmware using any TFTP client tool.

Note: After performing the tasks mentioned above, you have to plug off the power
adaptor and then plug in the power adaptor to restart the Server.
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Limited Warranty

TRENDnNet warrants its products against defects in material and workmanship, under normal use and service, for the
following lengths of time from the date of purchase.

TE100-MP1U/TE100-MP2U-5 Years Warranty
TEWO-MP2U — 3 Years Warranty

If a product does not operate as warranted above during the applicable warranty period, TRENDnet shall, at its
option and expense, repair the defective product or part, deliver to customer an equivalent product or part to replace
the defective item, or refund to customer the purchase price paid for the defective product. All products that are
replaced will become the property of TRENDnet. Replacement products may be new or reconditioned.

TRENDn et shall not be responsible for any software, firmware, information, or memory data of customer contained
in, stored on, or integrated with any products returned to TRENDnet pursuant to any warranty.

There are no user serviceable parts inside the product. Do not remove or attempt to service the product by any
unauthorized service center. This warranty is voided if (i) the product has been modified or repaired by any
unauthorized service center, (ii) the product was subject to accident, abuse, or improper use (iii) the product was
subject to conditions more severe than those specified in the manual.

Warranty service may be obtained by contacting TRENDnet office within the applicable warranty period for a Return
Material Authorization (RMA) number, accompanied by a copy of the dated proof of the purchase. Products
returned to TRENDnet must be pre-authorized by TRENDnet with RMA number marked on the outside of the
package, and sent prepaid, insured and packaged appropriately for safe shipment.

WARRANTIES EXCLUSIVE: IF THE TRENDNET PRODUCT DOES NOT OPERATE AS WARRANTED ABOVE,
THE CUSTOMER’S SOLE REMEDY SHALL BE, AT TRENDNET'S OPTION, REPAIR OR REPLACEMENT. THE
FOREGOING WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ALL OTHER
WARRANTIES, EXPRESSED OR IMPLIED, EITHER IN FACT OR BY OPERATION OF LAW, STATUTORY OR
OTHERWISE, INCLUDING WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR
PURPOSE. TRENDNET NEITHER ASSUMES NOR AUTHORIZES ANY OTHER PERSON TO ASSUME FOR IT
ANY OTHER LIABILITY IN CONNECTION WITH THE SALE, INSTALLATION MAINTENANCE OR USE OF
TRENDNET'S PRODUCTS.

TRENDNET SHALL NOT BE LIABLE UNDER THIS WARRANTY IF ITS TESTING AND EXAMINATION DISCLOSE
THAT THE ALLEGED DEFECT IN THE PRODUCT DOES NOT EXIST OR WAS CAUSED BY CUSTOMER'’S OR
ANY THIRD PERSON'S MISUSE, NEGLECT, IMPROPER INSTALLATION OR TESTING, UNAUTHORIZED
ATTEMPTS TO REPAIR OR MODIFY, OR ANY OTHER CAUSE BEYOND THE RANGE OF THE INTENDED USE,
OR BY ACCIDENT, FIRE, LIGHTNING, OR OTHER HAZARD.

LIMITATION OF LIABILITY: TO THE FULL EXTENT ALLOWED BY LAW TRENDNET ALSO EXCLUDES FOR
ITSELF AND ITS SUPPLIERS ANY LIABILITY, WHETHER BASED IN CONTRACT OR TORT (INCLUDING
NEGLIGENCE), FOR INCIDENTAL, CONSEQUENTIAL, INDIRECT, SPECIAL, OR PUNITIVE DAMAGES OF ANY
KIND, OR FOR LOSS OF REVENUE OR PROFITS, LOSS OF BUSINESS, LOSS OF INFORMATION OR DATE,
OR OTHER FINANCIAL LOSS ARISING OUT OF OR IN CONNECTION WITH THE SALE, INSTALLATION,
MAINTENANCE, USE, PERFORMANCE, FAILURE, OR INTERRUPTION OF THE POSSIBILITY OF SUCH
DAMAGES, AND LIMITS ITS LIABILITY TO REPAIR, REPLACEMENT, OR REFUND OF THE PURCHASE PRICE
PAID, AT TRENDNET’S OPTION. THIS DISCLAIMER OF LIABILITY FOR DAMAGES WILL NOT BE AFFECTED IF
ANY REMEDY PROVIDED HEREIN SHALL FAIL OF ITS ESSENTIAL PURPOSE.

Governing Law: This Limited Warranty shall be governed by the laws of the state of California.

AC/DC Power Adapter, Cooling Fan, Power Supply and Cables - carry 1 Year Warranty



TRENDnet Technical Support

US - Canada

Toll Free Telephone: 1(866) 845-3673
24 /7 Tech Support

Eur‘ope [(Germany = France * Italy = Spain = Switzerland = UK)

Toll Free Telephone: +00800 60 76 76 67

English/Espanol - 24 /7
Francais/Deutsch - 11am-8pm, Monday - Friday MET

Worldwide

Telephone: +(31) (0) 20 504 05 35

English/Espanol - 24 /7
Francais/Deutsch - 1 1am-8pm, Maonday - Friday MET

Product Warranty Registration

Please take a moment to register your product online.
Go to TRENDnet's website at http:/ /www.trendnet.com

TRENDNET

20675 Manhattan Place
Torrance, CA 90501
USA
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