Project Name: TEW-654TR

HW version: A1

Firmware: v1.10 Build: 21 
Hardware: A1
Date: Fri, 1 Mar 2013
Problems Resolved:
1. Updated UPnP software version to fix UPnP security vulnerabilities
Enhancements: 
Firmware: v1.10 Build: 20
Hardware: A1

Date: Tue, 22 May 2012
Firmware Version: ver1.10b20 

Firmware Date: Tue, 22 May 2012

Problems Resolved:

2. Added updated security functionality to prevent WPS PIN attack
Firmware: v1.10 Build: 12
Hardware: A1

Date: Mon, 30 May 2011
Firmware Version: ver1.10b12 

Firmware Date: Mon, 30 May 2011

Problems Resolved:

1. changed Radius re-authentication time from 60 seconds to one hour

Firmware: v1.10 Build: 11
Hardware: A1

Date: Wed, 18 May 2011
Firmware Version: ver1.10b11 

Firmware Date: Wed, 18 May 2011

Problems Resolved:

1. support clone mac address in AP client mode

Firmware: v1.10 Build: 10
Hardware: A1

Date: Thu, 27 Jan 2011
Firmware Version: ver1.10b10 

Firmware Date: Thu, 27 Jan 2011

Problems Resolved:

1. Fixed UI: wizard cancel button size display error, in safari browser.

2. Fixed UI: status page, router up time -> Router up time.

3. Fixed UI: change copyright from 2009 to 2011.
Firmware: v1.10 Build: 09
Hardware: A1

Date: Mon, 24 Jan 2011
Firmware Version: ver1.10b09 

Firmware Date: Mon, 24 Jan 2011

Problems Resolved:

1. Remove Russia features.
Firmware: v1.10 Build: 08
Hardware: A1

Date: Fri, 27 Aug 2010
Firmware Version: ver1.10b08 

Firmware Date: Fri, 27 Aug 2010

Problems Resolved:

1. Fixed TSD 1.10b06 bug: Pure PPTP/ L2TP behavior is same as dual access mode, Russia PPTP/L2TP. LAN PC could access to DHCP Server side. 

"DUT may broadcast in the first time passes, second time is unable to broadcast passes"

2. Fixed TSD bug: After building the pure PPTP connection, DUT can only ping to WAN port.

3. Fixed TSD bug: The connection of pure PPTP and Russia PPTP(with Dynamic IP address mode/Static IP) is unstable.

4. Fixed TSD bug: The Back Webpage is empty and no message when apply setting or input invalid password, in AP/AP client/Router mode.
5. Fixed TSD bug:There is an error on Wireless Client Settings page and show nothing on the site survey table when click "Site Survey" button at open side environment.
Enhancements:

Firmware: v1.10 Build: 07
Hardware: A1

Date: Tue, 10 Aug 2010
Firmware Version: ver1.10b07 

Firmware Date: Tue, 10 Aug 2010

Problems Resolved:

1. Fixed TSD 1.10b06 bug: Pure PPTP/ L2TP behavior is same as dual access mode, Russia PPTP/L2TP. LAN PC could access to DHCP Server side. 
2. Fixed TSD 1.10b06 bug: When set DUT to Russia PPPoE, it only read two DNS IP from tunnel side. When query an unknown domain name, DUT won't ask dual access DNS servers and only asks the 1st WAN Phy. DNS Server. --> RussiaPPPoE UI can not save and UI remove the extra DNS field.
Firmware: v1.10 Build: 06

Hardware: A1

Date: Mon, 14 Jun 2010
Firmware Version: ver1.10b06 

Firmware Date: Mon, 14 Jun 2010

Problems Resolved:

1. fix support DHCP option 121, 249 cannot set correct static routing in Russia PPTP mode.

Firmware: v1.10 Build: 05

Hardware: A1

Date: Thu, 10 Jun 2010
Firmware Version: ver1.10b05 

Firmware Date: Thu, 10 Jun 2010

Problems Resolved:

1. fix support DHCP option 33, 121, 249 fail in Russia PPTP mode.

2. fix DNS priority wrong. PPTP DNS should be first.

3. fix when set manual DNS in Russia PPTP mode, status did not show the DNS from PPTP server given.
Firmware: v1.10 Build: 04

Hardware: A1

Date: Tue, 08 Jun 2010
Firmware Version: ver1.10b04 

Firmware Date: Tue, 08 Jun 2010

Problems Resolved:

1. Russia PPTP mode support DHCP option 33, 121, 249. Please test in order.

2. Change DNS priority in Russia PPTP mode. The PPTP DNS is primary, and the DHCP DNS is secondary.

3. fix sometime not have DNS query to secondary DNS when wan at Russia mode.
Firmware: v1.10 Build: 03

Hardware: A1

Date: Wed, 02 Jun 2010
Firmware Version: ver1.10b03 

Firmware Date: Wed, 02 Jun 2010

Problems Resolved:

1. fixed when users enabled “MPPE Enable” (only for MSCHAPv2) on PPTP and Russia PPTP page, DUT still could connect to a PPTP server by the MSCHAP authentication.

2. fixed Russia L2TP did not work

3. fixed Russia PPPoE did not work

4. fixed WPS function did not work

5. fixed users could enter NON-ASCII characters for WEP Keys

6. fixed when setting two radius server setting with different subnet IP address and the
first radius server doesn’t exist, the source IP address forwards to the secondary 
radius server will be the source IP address to the first radius server

Firmware: v1.10 Build: 02

Hardware: A1

Date: Mon, 17 May 2010
Firmware Version: ver1.10b02 

Firmware Date: Mon, 17 May 2010

Problems Resolved:

1. fixed unable to use smac to set lan mac, wan mac, wireless domain and hardware version

2. support smac command (smac –ip x.x.x.x –mpmode 1 –func 9) for restore to default
Firmware: v1.10 Build: 01

Hardware: A1

Date: Fri, 14 May 2010
Firmware Version: ver1.10b01 

Firmware Date: Fri, 14 May 2010

Problems Resolved:

1. support Russia PPPoE, PPTP, and L2TP
Firmware: v1.02 Build: 01

Hardware: A1

Date: Thu, 18 Mar 2010
Firmware Version: ver1.02b01 

Firmware Date: Thu, 18 Mar 2010

Problems Resolved:

1. fixed : add auto refresh device status every 5 seconds in router mode.
2. fixed : check IP range should same subnet as device LAN IP.
Firmware: v1.01 Build: 04

Hardware: A1

Date: Tue, 09 Mar 2010
Firmware Version: ver1.01b04 

Firmware Date: Tue, 09 Mar 2010

Problems Resolved:

1. fixed : IP filter: DUT can’t save setting because always pop message .

2.fixed : WLAN client Default gateway not is DUT IP address when Enable AP mode and enable WISP mode. PS: DUT IP address set 192.168.5.2  DHCP range set 192.168.5.101~199 but client get default gateway is 192.168.10.1.

3.fixed : hardware restroe default button funtion fail.

Firmware: v1.01 Build: 03

Hardware: A1

Date: Feb, 24, 2010
Firmware Version: ver1.01b03 

Firmware Date: Wed, 24 Feb 2010

Problems Resolved:


1. fixed PPTP VPN passthrough didn’t work

Firmware: v1.01 Build: 02

Hardware: A1

Date: Oct, 26, 2009

Firmware Version: ver1.01b02 

Firmware Date: Mon, 26 Oct 2009

Problems Resolved:

1. fixed after upgrading v1.01 Build:01 firmware from v1.00 build:19, DUT will be 

crashed.

Firmware: v1.01 Build: 01

Hardware: A1

Date: Oct, 16, 2009

Firmware Version: ver1.01b01 

Firmware Date: Fri, 16 Oct 2009

Problems Resolved:

1. remove Auto 20/40MHZ from the Channel Width setting on the Enable Access

Point page in the AP client mode.

Firmware: v1.00 Build: 19

Hardware: A1

Date: June, 22, 2009

Firmware Version: ver1.00b19 

Firmware Date: Mon, 22 Jun 2009

KERNEL: 2.6.21, Build:   67, Date: Mon Jun 22 14:32:34 CST 2009

Application: 2.0, Build: 0768, Date: Wed, 4, Feb, 2009

WLAN Version: 2.2.0.0, Build: 0005, Date: Mon, 15 Jun, 2009

CheckSum: 0x06acdb8a
Problems Resolved:

1. modify the words ‘Enable Gaming mode” to “Enable WISP Mode”
and “Bridge Mode” to “NAT and DHCP Server enabled” on the Wireless page

in AP client mode.

2. fixed unable to change Access Control and add a Mac address to the Mac filter

list at same time when the Mac filter list is empty.

Firmware: v1.00 Build: 18

Hardware: A1

Date: June, 04, 2009

Firmware Version: ver1.00b18 

Firmware Date: Thu, 4 Jun 2009

Problems Resolved:

1. fixed using Intel 5100 as registrar to connect the device by WPS, GUI will

display incorrect SSID and wireless security.
Firmware: v1.00 Build: 17

Hardware: A1

Date: June, 02, 2009

Firmware Version: ver1.00b17 

Firmware Date: Tue, 2 Jun 2009

Problems Resolved:

1. fixed the remote management function doesn’t work unless the device reboot manually.

2. change the default remote start ip address to * and support * for the remote management.

3. force the WMM enable when 802.11 mode is b/g/n mixed or 11n only

4. fixed when the lan connection type is dynamic ip in AP mode, change to different network the device won’t get a new IP address automatically.

5. add “Update Firmware”string on the System / Firmware page

Firmware: v1.00 Build: 16

Hardware: A1

Date: May, 19, 2009

Firmware Version: ver1.00b16 

Firmware Date: Tue, 19 May 2009

Problems Resolved:

1. fixed WPA/WPA2 EAP not working

2. fixed PPTP not working

3. fixed the Syslog server not working without rebooting the device in RT mode
Firmware: v1.00 Build: 15

Hardware: A1

Date: May, 08, 2009

Firmware Version: ver1.00b15 

Firmware Date: Fri, 08 May 2009

Problems Resolved:

4. fixed in AP client mode the device will offer IP addresses that are different subnet mask with its Lan IP to PCs.

5. fixed sometimes switching from RT mode to APC mode not working.

6. fixed show incorrect WAN information on the Device Info page.

7. support changing wireless mac address by running smac

Firmware: v1.00 Build: 14

Hardware: A1

Date: May, 05, 2009

Firmware Version: ver1.00b14 

Firmware Date: Tue, 05 May 2009

Problems Resolved:

1. changed the default device name from “TEW-654TR” to “Client-654TR”in AP 

client mode.

2. remove the disconnect warning message on the login page in AP client mode

3. change the default lan connection to Dynamic IP in AP mode. If the device doesn’t

get any IP address from a dhcp server after 15 seconds, the device will be set to Static IP and the dhcp server will be enabled.

    4. add firmware upgrade function on RT mode


5. fixed if users did not clear the IE caches after switching among modes, the wireless page 
became for AP mode after leave the Setup page and back to the wireless page again.

6. fixed in the Account Settings, it accepts blank as new user password; but in the Login, it 
does not accept blank as user name.
    7. fixed there is an error on the Wizard when applying WPA2-PSK in both AP and AP Client mode.
    8. fixed there is an error on firmw.htm page when input incorrect firmware file or characters.
    9. fixed the device reboot twice for firmware upgrading. It first runs 110 seconds countdown on firmw.htm page, then runs another 60 countdown on reboot.htm page.
    10. remove the "Enable Wireless" feature in RT mode

    11. fixed if both AP and AP Client modes are using default setting and connecting to each other, user cannot open or login to AP and leaded to the page for AP Client.
    12. fixed When DUT sets to 802.11n only, AP mode, AP Client has difficulty to connect to it. And after that, AP is disappeared from the entire network.
    13. fixed the Web-based page of AP Client mode is easy to freeze up when trying to connect to AP(TEW-654TR) or losing connection with AP(TEW-654TR).
    14. fixed If SSID of AP mode contains two ampersands, &&, the st_device.htm page for AP mode and scan list for AP Client (TEW-654TR) only show the characters before 2nd ampersand. For WZC scan list, one of the ampersand is missing. However, it displays correctly in "Wireless Network Name:" text box on wireless_client.htm page.
    15. fixed DHCP IP address range does not check if it contains the LAN IP.
    16. fixed there is no logs in router mode.
    17. fixed there is an error on tools_system.htm page when input improper characters in 
Load Settings From Local Hard drive text box.
Firmware: v1.00 Build: 13

Hardware: A1

Date: Apr, 20, 2009

Firmware Version: ver1.00b13 

Firmware Date: Mon, 20 Apr 2009

Problems Resolved:

1. remove 802.11b only, 802.11g only in 802.11 Mode

2. show firmware build number after the firmware version on Device Info and

Firmware upgrade page.

3. fixed when Station enters a incorrect wireless security key and the connected device

is alive, it takes a long time to allow users accessing the GUI

Firmware: v1.00 Build: 12
Hardware: A1

Date: Apr, 13, 2009

Firmware Version: ver1.00b12 

Firmware Date: Mon, 13 Apr 2009

Problems Resolved:

4. fixed unable to save 64 characters for Radius Server’s Shared Secret

5. fixed when entering incorrect wireless security key for WPA/WPA2 in

AP + AP client mode, users are unable to access the device

6. change firmware upgrade time from 120 seconds to 110 seconds

Firmware: v1.00 Build: 11

Hardware: A1

Date: Apr, 10, 2009

Firmware Version: ver1.00b11 

Firmware Date: Fri, 10 Apr 2009

Problems Resolved:

7. fixed show incorrect Connection information on the Status/Device Info page in 

AP client mode

8. fixed when enabling Access Point in AP client mode, the AP client is unable to connect to a device which ssid contains special characters

9. fixed SSID in chklst.txt does not match SSID on GUI after changing SSID on GUI
Firmware: v1.00 Build: 10

Hardware: A1

Date: Apr, 8, 2009

Firmware Version: ver1.00b10 

Firmware Date: Wed, 8 Apr 2009

Problems Resolved:

1. fixed setting incorrect HT_EXTCHA value when the Channel Width is Auto

20/40MHZ and the channel is greater than channel 8

Firmware: v1.00 Build: 09

Hardware: A1

Date: Apr, 3, 2009

Firmware Version: ver1.00b09 

Firmware Date: Fri, 3 Apr 2009

Problems Resolved:

1. fixed unable to show ssid which contains special characters on the Site Survey page.

Firmware: v1.00 Build: 08

Hardware: A1

Date: Apr, 2, 2009

Firmware Version: ver1.00b08 

Firmware Date: Thu, 2 Apr 2009

Problems Resolved:

1. fixed unable to show ssid which contains special characters on the Device Info 

and Wizard info page.

2. fixed while doing throughput test by Chariot, ping to station from AP side will lose

often. 

Firmware: v1.00 Build: 07

Hardware: A1

Date: Apr, 1, 2009

Firmware Version: ver1.00b07 

Firmware Date: Wed, 1 Apr 2009

Problems Resolved:

1. fixed unable to save wan mac address by setting wizard.

Firmware: v1.00 Build: 06

Hardware: A1

Date: Mar, 30, 2009

Firmware Version: ver1.00b06 

Firmware Date: Mon, 30 Mar 2009

Problems Resolved:

1. fixed Access Control: page error when apply setting and can’t display computer name

2. fixed Virtual Server/IP filter/Special AP: rules 21 ~ 25 can’t work

3. fixed IP filter can’t used same as port at TCP/UDP

4. fixed IGMP Snooping not working

5. add Host Name on the WAN/DHCP and wizard page

6. support setting the device name when the lan type is dynamic or static

Firmware: v1.00 Build: 05

Hardware: A1

Date: Mar, 25, 2009

Firmware Version: ver1.00b05 

Firmware Date: Wed, 25 Mar 2009

Problems Resolved:

1. fixed the Wireless Led doesn’t flush when transmitting data

2. fixed WPS not working in the AP Client mode

3. support enable/disable IGMP Snooping on GUI

4. change the default ssid from empty to TRENDNet654 in the AP client mode 

5. support 25 rules for Access Control, IP Filter, Parental Control, Virtual Server,

Special AP.

Firmware: v1.00 Build: 04

Hardware: A1

Date: Mar, 10, 2009

Firmware Version: ver1.00b04 

Firmware Date: Tue, 10 Mar 2009

Problems Resolved:

1. fixed User can't control DUT when DUT not connected with AP. (DUT at client mode)

2. fixed WPS: SSID not to conform to spec. (SSID: Trendnetxxxx (xxxx is the last four digit of the LAN MAC address of the router)

Firmware: v1.00 Build: 03

Hardware: A1

Date: Mar, 9, 2009

Firmware Version: ver1.00b03 

Firmware Date: Mon, 09 Mar 2009

Problems Resolved:

1. support setting Dynamic/Static IP for AP client

2. support changing the login name

3. fixed LAN setting:  Pop “The device IP address will be set to xxx.xxx.xxx.xxx. Do you want to continue?” message when change default gateway setting.

4. fixed WPS: WEP encryption share should to forbid when WPS function enable.

Firmware: v1.00 Build: 02

Hardware: A1

Date: Feb, 27, 2009

Firmware Version: ver1.00b02 

Firmware Date: Fri, 27 Feb 2009

Problems Resolved:

1. Fixed Static DNS IP address failed at WAN connection type setting.

2. Fixed Access control display issue.

3. Fixed Admin: password can't save, link page error.

4. Fixed LAN setting: DHCP server assign wrong DNS IP address.

5. Fixed LAN setting: DHCP server assign wrong default gateway IP address.

6. Fixed Can't connected with router when enable “AP and client at same time”.

7. Fixed WPS: function failed at router mode.

8. Support user to press the “Enter” key to login the device on the login page

Firmware: v1.00 Build: 01

Hardware: A1

Date: Feb, 23, 2009

Firmware Version: ver1.00b01 

Firmware Date: Mon, 23 Feb 2009

Problems Resolved:

Enhancements:

First release

1. AP Mode

Default IP: 192.168.10.1

DHCP Server: Disable

DHCP IP Range: Start=192.168.10.101

End=192.168.10.199

SSID: TRENDnet654

2. AP Client Mode

Default IP: Dynamic IP (if the device doesn’t connect to any AP or RT in 15 seconds, the 

device will set to Static IP 192.168.10.1)

SSID: 

3. RT mode

Default IP: 192.168.10.1

DHCP Server: Enable

DHCP IP Range: Start=192.168.10.101

                 End= 192.168.10.199

SSID: TRENDnet654

