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Chapter 1
Network IP Cameras

What is a network (IP) camera?

Network camera, IP addressable camera, IP Camera, all referring to the same type of
cameras, is a digital camera that can be directly connected to the Internet through a
network cable or Wireless connection. Network cameras send already digitized and
compressed video streams. Network Cameras are the fastest growing trend in the
Surveillance industry. Here are some of the benefits of IP cameras:

e  Existing local network infrastructure could be used for the installation.

e  Comparably less cabling required compared with an analog CCTV installation.

e Network cameras have built-in motion detectors and compression engines,
which enable the DVR Server to use a minimum of its computer resources;
therefore, the same computer can also be used for other tasks.

e There are Network (IP) cameras with very high resolution (1.3 Mega pixels and
more). Analog cameras are incapable of achieving such resolution.

e Network (IP) camera installations are highly scalable and upgradeable. There is
no need to buy and install additional video capture boards for the DVR system
in the event you want to add a camera or increase performance of the system.

e Any analog camera can be converted to a network camera by using a Network
(IP) server.

e There is no geographical limitation for the installation.

e Effective off site recording (either by itself or in addition to onside recording)
eliminates the possibility of destruction of the video medium due to deliberate
actions or an accident (fire, flooding, etc.).

e Some of the network cameras also can be used as a webcam to serve as an
advertising engine for a business.

MPEG4/H.264 IP cameras:

Without compromising image quality, an H.264 encoder can reduce the size of a digital
video file by more than 75% compared with the Motion JPEG format. This means that
much less network bandwidth and storage space are required for a video frame. A
higher video quality can be achieved with less bit rate.

e Better Average Bandwidth and Storage Reduction over MJPEG
e High-quality megapixel video stream at 20fps can be as low as 2 Mbps

e High resolution and bandwidth efficiency

PTZ Cameras

What are PTZ Cameras?

PTZ camera is the camera with the mechanical assembly for Panning, Tilting and
Zooming the camera. There are many types of PTZ cameras available and their cost
varies based on Speed, Zoom capacity, Manufacturer, etc. Network PTZ cameras does
not require any addition wiring or devices, since PTZ commands are being send over
TCP/IP network; therefore, making installation process much simpler and eliminating a
lot of compatibility and configuration issues.

© Copyright 2012 TRENDnet. All Rights Reserved.
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Through the software, 32 cameras can be managed, configured, and adjusted,

without the need to be at the server site.

Right mouse click on any camera to show a list of various options like camera
setup, recording settings, user management, and etc.

Right mouse click on any camera to access archive playback, freeze function,
digital PTZ, screen arrangement, video transfer options and more.

# Securbiew Pro - CAProgram Fies (61| TRENDne\Sec..\Local SecurView Pro Connection bud i oy x|

e Yo Gt Vs Tk - L
EHERFROEGE 2

(GMT -0700)

Ready 2] hee

SecurView Pro

e Use the wizards for easy navigation and step-by-step setup.

£ SecurView Pro - C\Program Fles {(Sec.\Local Securiiew Pro C g oidD

. - |
e e e o
»HERFoRG E E B--@-8

) Conscle Root
B Serven
B SecurView Pro & TESTPC [a
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&l Creste, configure of delete server user and parmesiicns...

PEOTW_Location 1 Aedd, configure ce delete camers device..
Lo TV4PE12P_Location 2 - Configure export of video frames.
o G} hchive .

Manage server watchdog settings.
View or mesdity server recording properties
View or medify serves TCP communication propesties..

discover deo devices snd
Backup server's archive data..
Stast or Stop Server Senvices and Applications

[&] Submit & problem report to the Securifiew Pro technical support team.

15 sarver localhost & ademin..

nect 1o server localby tson unavailable

Successfully connected ta server Securiuew Pro at TEST-PC [adminglccaihost]

: Server Securview Pro at TEST-PC [adminglocathost] time 3/13/2012 4:31:41 PM (GMT -0700)

=1 e
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Chapter 2 5. “Select Start Menu Folder” window appears. Click Next. Changing the location is
optional but not recommended.
6. “Additional Icons” window appears. Click Next. These are shortcuts and are
SecurView Pro Installation recommended, but optional.

Ill

7.”Ready to instal
now be installed.

window appears. Click Next. SecurView Pro Server and options will

Begin the installation process by double clicking the SecurView Pro setup file.
8. To complete the installation of the SecurView Pro setup wizard, click Finish. Leave

1. “Welcome to the SecurView Pro Setup Wizard” window appears. Click Next. y . " .
Run server setup wizard” option checked.

2. Please read and accept the Software License Agreement. Then click Next.

P S S
3. Select the installation destinalation and then click Next. Changing the location is §5) setup - SecurView Pro (| S

optional but not recommended.
Completing the SecurView Pro

4. The “Select Components” window appears. Select the desired options to install, Setup Wizard

choose the desired language and then click Next.

i85 Setup - SecurView Pro [ |t

Select Components
Which components should be installed?

Setup has finished installing SecurView Pro on your computer
The application may be launched by selecting the installed
icons

Click Finish to exit Setup

Select the components you want to install; cdear the components you do not want to
install. Click Next when you are ready to continue

| [Custom instalation v

I I SecurView Pro Server Application 2181 MB -
| SecurView Pro Broadcast Server Application 193.8 MB [
| SecurView Pro Client Application 2558 MB |=

| Local Secur\iew Pro Connection

o Engish 0.1MB Fresh

Russian 0.1 MB 1L
| Finnish 0.1MB
Soanish 01MB T

Curment selection requires at least 268.7 MB of disk space.

<Back | Ned> | [ Cancel
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SecurView Pro Server Setup Wizard

1. The “SecurView Pro Server Setup Wizard” appears. Click Next.

2. When the “Server Properties” window appears, enter your machines unique
Identifying name and server title. It is recommended that you check “Compact the
configuration database” (checking this option will help optimize your configuration
database in the future). Click Next

[ 8 SecurView Pro Server Setup Wizard q]
Server Properties
Specty SecurVwn Pro Server properss
-—-‘

Specfy server unigue dentfier. e and database settnga To acoept defaul settings, leave
values Intact and press Nexg

Server [derthier Server Ttle
TESTFC Secur\lew Pro at TEST-PC
Corfiguration Database

C\Program Fles (B86)\ TRENDnet\SecurView Pro'\Digtal Video Reconder mab

<fack | Net> | Cancel

2. The “Server Administration Settings” window appears. Setup the administrator user
name and password in this window. Leave the default user name as “admin”
(Recommended), enter a unique password in the “Password” field and reenter the
password in the “Password Confirmation” field. You will have the chance to add
additional users at a later time. Click Next

Note: This user name and password is used for broadcast server login.

r I ~ 'R
8 SecurView Pro Server Setup Wizard ——
Server Administrator Settings
Specty SecurView Pro Server adminstrator settings 2
—

Specfy usemame and password for administrator access. To cortnue, press Next

Lsomame arn
Password senen
Password Corfimation e

|-

3. The “Server Network Settings and Port settings” window appears. Click Next. The
default firewall port that SecurView Pro uses is 60554 but you can change that to any
port that you would like as long as it is open on your firewall. Please check with your
network administrator or internet service provider about your firewall settings

Allow TCP connections from remote applications: To enable TCP to accept remote
connections can be disabled or enable at any time from the SecurView Pro server
settings.

TCP Port: 60554 is the default port and it can be changed to your preferences.

© Copyright 2012 TRENDnet. All Rights Reserved.
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[ ™y
S’ SecurView Pro Server Setup Wizard ﬁ
Server Network Settings
Specify SecurView Pro Server network availability

Configure server avaiability for extemal network connections. To continue, press Next.

apphcations|

TCP Port: 60554 (leave empty to use default value of 60554)

\|Allow TCP connections from remote

0 Note that you will be able to change the settings later (e.g. on registration of
Secur\iew Pro) starting this wizard from Start Menu or through SecurView Pro
Client application

<pock | Net> | [ Concn

4. The "Server Execution Mode" window appears. Select Application Mode and then
click Next.

Application Mode.
The following “Startup” option can be selected:

e Manual: That means you will physically have to double click the program to get
it started.

e Automatically with any user logon: The software will open up when any user
logs into Windows on that machine.

e  Automatically with current user logon: The user currently logged into
Windows, will be the user that activates SecurView Pro upon Windows login.

-
8 SecurView Pro Server Setup Wizard
I —=
Server Execution Mode
Spechy SecurView Pro Server execution mode

@ Apphcation Mode

Iif The server wil be running in apphcation mode. the system tray wil contain an icon of the
applcaton
Satp. | Manual M

Service Mode

‘ ¥ Use software watchdog

‘ <Back || Net> | Cance

5. The “Server Execution Control” window appears. Click Start Server Application and

then click Next.
8 SecurView Pro Server Setup Wizard

Server Execution Control
Start and stop an instance of the SecurView Pro Server .
—

R

St Sarver Apphcaion Stat SecurView Pro Server n applcation mode

<ﬁﬁihﬂ>!£¢ﬂ

6. Click Finish to exit the wizard.End of Server Installation.

© Copyright 2012 TRENDnet. All Rights Reserved.
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SecurView Pro Terminology

Panel — Panel, window

Toggle- To alternate between two or more electronic, mechanical, or computer-related
options, usually by the operation of a single switch or keystroke

Toolbar- The toolbar that you see at the top of your screen gives you various options
such as open, save and various screen manipulations, at the click of a button.

¢ HEROESE L O &

OJHEEOEREE B-¢- & -G

SecurView Pro configurations. It is most useful if you are exporting

g Open Configuration- This button on the toolbar allows you to open previous
configurations from one machine to another.

Save Configuration- This button on the toolbar allows you to save any

h i changes that you have just made to your DVR, it will continue to save to the
{1

same file unless you click on File and Save As then you can save to a different

file or even to a floppy.

Structure Pane - This button toggles whether you see or don’t see the
structure pane on the left side of your SecurView Pro window. The structure

11

pane is most useful when you are looking at cameras from multiple locations
and multiple SecurView Pro servers. We will discuss the structure pane later on
in this chapter.
p Structure Filter Pane — This button toggles whether you see or don’t see the
structure pane on the left side of your Luxriot window. The structure pane is
most useful when you are looking at cameras from multiple locations and
multiple Luxriot servers. We will discuss the structure pane later on in this chapter.

Events - This button toggles the events window. The events window gives you
important notifications such as, when you are connecting to a server
successfully. It lets you know if you have input improper user names and
passwords and gives you error codes when needed.

PTZ Control - This button toggles the PTZ control pane. If you do not have a

pan-tilt-zoom camera connected to your system then this button does no
need to be pressed.

Video amplification- This button toggles the video amplification pane. When
this button is pressed a pane will come up from which you will be able to
adjust the brightness, contrast, saturation, sharpness, and hue for any
camera.

Audio- This button toggles Audio pane control. Audio pane enables you to
listen to Audio from different cameras.

Full Screen - This button toggles full screen mode. In full screen, none of the
panes will be seen and the cameras will be expanded to their maximum size
to fill the full screen of your monitor.

Open Archive — This button opens archive viewer window. You will be able
to view archived data of your connected DVR.

Emergency Recording — On activation of emergency recording mode for a
device, the footage is recorded at full frame rate during specific period of
time and then is automatically returned to regular recording settings.
Manage Maps — This button toggles map module window for managing and
viewing cameras on Google or previously added maps.

Save Current Frame as — This button allows you to save currently rendered
video frame into file. Frame from selected screen will be saved only.

© Copyright 2012 TRENDnet. All Rights Reserved.
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_._
I
e

|

Wizards- The wizard’s icon on the toolbar gives you a shortcut to various
server, and camera options and configurations. You can also access these
features through the right click menus in the software.

Views- These buttons on the toolbar allow you to manipulate your views and camera

layouts to your own preference.

ezl

+
oot T

1 -

2

Screen Footer- The screen footer button on the toolbar allows you to display
various information underneath each camera window. It can display current
frame time, image resolution, and average image size per frame and average

frame rate per second. The screen footer is the text below each camera

@

Stream Selection- The stream selection button allows you to pick which
camera you would like to view in the selected camera window. This can also
be done through the right click menus and by dragging the desired camera
from the structure pane to the desired display window, or right click on any

camera window and select stream.

R

—

Show Motion- The show motion toolbar button toggles whether or not you
want the motion outlined on the selected camera screen. Note: Motion
detection must be setup before this feature can be activated

Maximize- When pressed the maximize button puts the selected camera into
a single view, if pressed again it will return to the previous view. This can also
be accomplished by double clicking on the camera of choice.

Structure Pane

The structure pane is the control center. This is where you will setup all of your

cameras as well as your server.

P Swcuturs Pro - C\Program Fae (86N TREND e S \Local Saguriers Pro Connecton tud g
Ele  Miew Jerver WVideo Took Help

Ready

eHEFORE E s 7

nl, -

TREANNET

TRPEMNADNET
-

TRPEMNANNET
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Broadcast Server Connections / )
SecurView Pro Broadcast Server - is a separate product to broadcast video streams to E =
multiple web-browsing platforms (e.g. Internet Explorer, Firefox, and Google Chrome) as ut
well as for iPhone, Android, etc. SecurView Pro Broadcast Server will resample and | Open Web Application
recompress video stream for web or mobile client depending on connection speed and v
viewing capabilities. | Close

Customize...

1. Start Broadcast Server by clicking on the Start or Windows Icon and then click
Program Files> TRENDnet -> SecurView Pro -> DVR Broadcast Server. This will start -

Broadcast Server for Viewing over Web browser and Smartphone devices such as & Q)) [Fa l;a
Android and/or iPhone through browser.

Also you can enter Broadcast domain for access over the Internet.

TRENDnet
IPSetu Use the previously set SecurView Pro software user name and password to login to
? broadcast server.
SecurView Pro PR S — —

\J DVR Broadcast Server - e > 9

__| SecurView Pro on the Web
. SecurView Pro

1 Back

& - @ O

2. The Broadcast Server icon will appear in system tray and through it you will be able
test/configure Broadcast Server operation. To open the Broadcast Server, Right click on
the icon - Open Web Application or enter the IP address of the server followed by port
8080.

For Example: http://192.xxx.xxx.xxx:8080

© Copyright 2012 TRENDnet. All Rights Reserved.
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When logged into the server via the browser on a PC or Mac, you can click on any
cameras to the left in structure pane. The IP cameras will be displayed in main screen as
separate windows that can be resized and moved anywhere within the window.

B e By g - - - R

| — -
Q™ »la @ wmanm . MEd & " S

B 0 em fpete  foeh b

R o s Ry S e AR (e brertecs

S ur Veew Pro Welb Server

SecurView Pro Web Server

- e = @ _TV-IP612P

Image Size: QCIF (176 x 144)

Image Size: CIF (352 x 288)
Image Size: 4CIF (704 x 576)
Image Size: FullHD (1920x1200)

*- @ Console Root
+ g Servers
. |l My DVR Server
@ TRENDnet 192.168.88
& Tv-1p612p
+ 3 Layouts
- [ Default Layout
Floating Randomly
Cascade Windows

Chapter 3
Server Recording Properties

1. Right click on your server

2. Click Tasks.
3. Click Recording Properties.
Structure x
~ormole Root
I Serves
- . 1 - hrrur €=
-4 Video
4 TRENDnet
Y- . Reconnect
3 Layouts Disconnect
Refresh

e P——

&) Manage Server Security

Remgve
Camera Setup Wizard...
Video Frame Export Setup Wizard...
4?) Open Archive
Pro Manage Watchdogs...

JCP Communication Properties...

Automatically discover network video devices...
Backup server’s archive data...

P -_—— —

e Directories

o  Priority- Choose which of your drives records first. Check and then
highlight (by clicking one time) the drive you wish to customize in this
portion

o Quota - Chose the amount of space you would like to designate for storage
on that particular hard drive. NOTE: NEVER, choose 100% for the C Drive.
This may cause your machine to eventually crash due to not available
virtual memory for page. The reasonable quota is 85-90% of the drive
capacity to avoid the effects of fragmentation issues and also to allow the
highly loaded DVR to effectively enforce recording quotas

© Copyright 2012 TRENDnet. All Rights Reserved.
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[ Recording Properties ﬁ
: _ e Duration Quota
oes. | Duration Quata | Siaistics o Storage Duration - Chose the numbers of days you would like to store.
Path Guota Free on Drive Drive Size [ Recording Properties ﬁ
VIG@C\ 8208GB(#1) 59.37GB (68%) 86.40GB
VI%@D\ 14648GB (2) 77,04 GB (52%) 146.48GE | | > Directories | Duration Quota | Statistics
Use controls below to set global recording duration quota up
Selected quota will be enforced on all media devices and storage
drives
4 m L]
= V| Enable global duration quota management I
I Add | Add network path to use as extemal storage
= (such as, for example, NAS) for recording . 10.00000 = ']
Remove network path, added earier, from path Sy 0. do
list used for archive storage
Detail
. . oNotethaththolDVHSaverwulnmmcu'ﬁgmdmmd
Path:  D:\LuxRiot\Archive Files storage duration so that it will force erase of footage older than
—_— specified amount of time.
Quota, GBytes: 146,48 ]
[0k ][ cace |[ ooy |
o Add - Add external storage address for recording such as sharing on a ' - |
8 8 g [ ok I[cmjl_w_J_

remote computer or NAS drive. L

Spvsr’y o wler o louud o s s reowsh 3w b s e o
1 e gorage 15 Seouben P Sover e S
(%

: e  Statistics - Check on used spaced and available space left on the hard drives
e R e e

e being used by SecurView Pro.

o odorddne.

Pah  enSremSeosview FoAdve b | Bowse.. . i
4. Click Apply to save settings.

Tty e e 4T sanead b wersts s mse s ae (e sole

thet e ~mrw rroet s 8 ey ween Sec e e

Suvam ur ey o e reoecs v U boc bl e w e

S AR '

P I

Pgnace. LLETL

oK )

- —
o Remove- This button removes currently selected network storage path.
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Server Communication Properties

1. Right click on your server
2. Click Tasks.
3. Click TCP Communication Properties.

Connections- Here you can see at
all times who is connected to your
server. The IP address, user name ey ’ ﬂ‘
and connection time can all be _

seen. Click refresh at any time for [ Server | Connections

an updated list.

Status:  Active|

Deactiv Deny remote access, cumently connected
users (f any) are disconnected

Options

TCP Pot: 60554 (default is 60554)

V] Save these settings as default

' [ok_) [ Cone

© Copyright 2012 TRENDnet. All Rights Reserved.
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Server Watchdog
State
Your Server Watchdog performs an important operation, protecting your software from Properties > State
improperly working due to system problems. Configuring your watchdog is not e  State- Start or Stop running Watchdog.
well, however if you are having frequent restarts, adjusting it may become vital. is started.
1. Right click on your server e Enable Watchdog-Will keep Watchdog running at all times.
2. Click Tasks. 7«_51,}--_ v . .—“'
3. Click Manage Watchdog. = ”
Site | Operstion | Ped ce | Mar °
4. In order to select the “Disable”, “Enable” and “Properties” buttons, left click on Weichdeg Siate
“Software Watchdog”. '
Sate Runnirg
T
Watchdog Options
Software Viatchoog v Qant watchdog with prver
¥ Erabie watchdog
|___0_:‘__ Cancel
Watchdog Operation
Properties > Operation
Grace Interval Seconds- The grace period given when starting the application.

Reboot Interval Minutes- The amount of time Watchdog will allow between reboots.

Number of Failure to Reboot- The amount of failed attempts to fix whatever problem
has been detected, by restarting only the SecurView Pro application. Once this number
has been reached, Watchdog will now reboot Windows and the SecurView Pro
application.

© Copyright 2012 TRENDnet. All Rights Reserved.
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Sate  Operston | Podomance | Mantenance

Watchdog wil not perform mestan of reboot CHons within grace
reerval from the stant of the applcaton

Grace rterval peconds [0

Watchdog can reboot the eystem n cose faiures e 100 begquent
Should witchdog regater o leaet spechied number of faiures witn
last specfed rterval of tme, 1 wil restart Windows Set rterval to
2ero to dsabie the feature

Baboot riervdl, mntes 5

Hurmber of fahures 10 reboct

Performance

Properties > Performance

This tab allows you to configure which environment performance counters and variables
will determine necessity of server or system restart. Watchdog will attempt to restart
server or system after any specified threshold exceeding; There are also visible current

values of the environment variables.
“Caftware Wi

Pefomance

Sate | Operation

Corfgure watchdog 1o monior system perdomance . detect
cortngent stusbons and atermge 1o fix the problems

Matenance

o+ Monter system commitied memory LB3Ge TR 0

Mol slowed: 70,0 Cusersty: 248

Montor system pool ponpaged memory usage
Cumerny

¥ Montor server private memory Usage rato

Magmal alowed 450 Curersly

7| Montor server yrtual memory usage

19456 Cumenstly 24

Mxcmal alowed

SecurView Pro

Maintenance
Properties > Maintenance
Restart Intervals- Days or Hours.

Enable Periodic Restart- Enabling this feature will restart the Server Application at times
specified. It is recommended to restart the Server Application to Refresh system
resources. The Watchdog Server-Restart will go virtually unnoticed by the user.

Enable Periodic Restart Hours- Enabling this feature allows the user to define a range in
hours during which maintenance restarts are allowed (e.g. from 7:00PM to 11:20PM).

| Site | Operation | Peformance | Maintenance |
Watchdog may be configured to periodically restart server to clear

any possible problems which could deterorate server system
pefformance

[¥] Enable periodic restart \

Restart interval: 7

V| Enable periodic restart hours

Provide time of the day interval, during which maintenance
restarts are allowed, e.g. from 7:00 PMto 11:20 PM

From: 7:00 PM To: 11:20PM

ok J[ comce J

Note: If any changes have been made, click Apply.

© Copyright 2012 TRENDnet. All Rights Reserved.
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Server User Management

To start the “Server Security Wizard”, right-click on the server within the Structure pane,

click Tasks and then click Server Security Wizard.

Structure R 2011/08/ 16
; ————
Ceracks Foa
B S
[ ] SwcraView Pro o
B Weo
% TREMCrm Beconmect
v @) Archvee s
B Lans [rcomnect
Refresh . —
¥ e
4 Manage Sgroer Securmy
Rempve
Carrwera Setup Wizard.
Yedeo Frame Espoet Setup Wizard
. Open fochae
= . Manage fistchdog

Fecordrmg Froperten
ICP Comrmunscation Properten .

Actcmatic sl dr et reteecrs pdec decen .

Backug ierver s archive data
e T WS -

Create users or modify existing users rights

This wizard guides you step by step to add, remove, or modify user permissions.

User Choice
Choose a user for securty setup

Select an existng user 10 alter pamasons, or stematively use & Create new user opton . Chok
Next o proceed

System/User Permissions
As you see SecurView Pro system permissions provides Global Scope permissions for
better user management.

System Permessions
Corfigure system access permssons

Pledse review global scope permissions. Use the checkmadks to grant of revoke cedan
permenons Chck Ned 10 proceed

Permason Descgbon

¥| U Access Archive Prvilage to acoess server archive

¢ Adminiater Server Friviage 1o admrister perver

7| "/ Connect Locally Privioge to connect 10 server iocaly

¢ | Connect Remctely Friviege to cornect 1o server remaotely

4 ) Access Archived D Priviege to access archived media data

¢! ) Admniter Device Priviege to administer device

7 ) Navigate Device Priviege to control device PTZ jpan. i, z00m)

‘ m

V| Configure ndnndusl camera access permasions

Corfigure system sccess permssions g

Please review ndvidual device permissions ., Use checkmarks 10 grart Cenan PemmEsson
uncheck 1o revoke Clck Next to proceed

Device: |icAl Devices> | | Peemisson: | <Al Permasions>

Device Permission Description
“J TRENDnet 19216210130  Access Achived Dewice D
" TRENDnet 15216810130  Administer Device Peviege to admnister de
" TRENDnet 15216810130  Nawigate Device
" TRENDnet 192 16810130  Receive Device Data
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Chapter 4
Setting up an IP Camera

There are two ways of setting up an IP camera to work with SecurView Pro:

1. Let the software find the cameras automatically
2.  Manually input all of the camera’s IP information

Configure your IP Cameras automatically

1. Right click on your server name

2. Click Tasks

3. Click Auto discover network video devices.

4. The “SecurView Pro Automatic Discovery Wizard “will appear. Click Next.

5. Insert the port number for your IP cameras and then click Next.

— — ——?‘
SecurView Pro Automatic Discovery Wizard

Network Scan Ports
Choose network scan mode ports

Please spachy network ports 10 8CaN Network devices on Press Next to proceed
Ports
20, 8080}

i) Provide a comma () separated st of port numbers. e g "80. 81. 82. 8080", or
Bave the fsld empty for defaul et

< Back et > i Cancel

6. Insert the user name and password for each IP camera and then click Next.

I’gw\ﬁew Pro Automatic Discm;y Wizard

-_—
e e — — =

Network Scan Credentials
Optionally provide authonzation credertials for the devices to be decovered .
o,

Please provide. F necessary. one of more usér name and password pairs 10 attempt 10 use for
asuonzabon with 8 decovered device Pul one par per ine, separate user name and password
with a comma () Press Next to proceed

roct, root
admin, admin

« Back i E; i Cancel

7. Select Scan network adapter address range and then click Next.

Scan network adapter address range: If you select this option, choose network
adapters for searching your network.
Scan IP address range- If you know your network’s IP range, you can search by
the IP range for the cameras as well.

© Copyright 2012 TRENDnet. All Rights Reserved.
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SecurView Pro Automatic Discovery Wizard

= = e e wp

Network Scan Addresses
Choone network scan mode addresses by speciying network adapter or address >

ange

9 Scan petwork adapter addreas range
Select one or more network adapters from the list below 1o scan addresses on

/| Reatek PCle GBE Family Controller

Scan |P address range
Specty IP address range to be scarned

8. SecurView Pro will now begin scanning your network and specified ports for any IP
cameras. Once it is finished it will give you a list of the cameras that it found and give
you an option to add them to SecurView Pro.

Configure your IP Cameras manually
1. Right click on your server name

2. Click tasks

3. Choose “Camera setup Wizard”.

4. Select “Network Devices (IP Camera, Video Server)”.

Camera Setup Wizard - SecurView Pro Server [admin@Iocaiost]

Camera choice
Select one or more devices 10 sebup )

Use the kst below to select one or more devices, which you would lce 10 set up. Press Nexd to
proceed with sebup

Tie Devce Name
Add Mew Devices
[Netwok Devices (P Camers, Video Server) Meda Source
Cooy 1o Qpboard
cBack || et > Cancel

5. Click Next.
6. For “Device title”, type in a name for the IP Camera.
7. Click Properties.

© Copyright 2012 TRENDnet. All Rights Reserved.
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. . )
Camers Setup Wizard - SecurView Pro Server [sdmin@locaihost] Access Tab

Camexa device properties Properties > Access
Set up camers device propetes

° Input the IP address of the IP Camera, Port Number, User Name and Password.

|
Pisase corfigure the device and st uD video device options (ick Net 10 proceed then
Device gtie S —
TVPE127|
- s | Audo | Events | Model | Extemal PTZ Contro|
e— Tha alows 1o hure devce spechc propermes Nte hat changes of Video Input | Video Configuration
the options have effect mmediately
Device Access
' Network Host Name or IP Address Port:
Device s dsghied on server. no data grabbing happens i 192.168.10.30 20 o
Device output i fydden. not bsted as avalable
U User Name: Password:
U admin ssnes
" <Bock ([ Nee> Cancel Ping Device Open Device in Browser
% U
Note: The tabs under properties are described below
Model Tab
Properties > Model
o Select TRENDnet and then select the IP camera model. Then click Apply. i ) ”“’“‘””-“m"r‘}’“”'&mm%m
W. ﬁm | NAT)depmdngon:mamddmdamlsruﬁwd

oo Exne V¢ v | e t [ ok [ came _IE._.m.._}'J

Plaase choose device vendor and model and press Apply to show
333N propany D

Marfacturer Model E
TRENDOnet B TVPA2 Video Input Tab
| & TVIPLZZWN
& TV4PS01P Properties > Video Input
& TVPS0IW
& Tvpsi12p I
{ B TVPS12WN e Select “Trendnet” for Operation mode.
& TVPS22P
& TvrssIWI
& TVPE00
& TvaPE00W
& TvaP02WN
SHIOE

& TVPE12WN -~

o) [ oen ] [ o

© Copyright 2012 TRENDnet. All Rights Reserved.
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i Frams Adpstents | Audo | Everts | Model | Extemal PTZ Control I

I I I — Aocess Video Input ¥ideo Corfigurston
Fame Adustmorts | Audo | Everts | Model | Eenal PTZ Cortal |
Aocas Video o Video Configuration Plesse use cortrols below to specy wdec reisted corfiguraton
of the camera Leave defaulls 10 use curent camen seBngs

Video Source Selection for mulichannel devices

| Color. Reschubon and Encoding
|

Color Defat .
"
H Resghubon (Y] -
ii ! | Encodrg Defaut -
Operston Mode M-JPEG Encodng

(1) Note that sslected mode may have to match rtemsl
softings on the device. eap 86t uling AdmiNERatve web MPEG4
access. Please refer to device marual or cortact
manudacturer for detals on devios capabilbes

e ———

I [ ok ][ Cance oy
1
H 264 Encodng
I{
Video Configuration Tab !
Properties > Video Configuration I
e Color Mode- Color or black and white y
e Resolution: Quality of the picture. The higher quality you choose the more |
space it will take. Options include 704 x 450, 352 x 240 and 176 x 112. j] —Femef
e Encoding: Choose the encoding type that is supported by your camera. Options Frame Bae. s  [Defiut -
include Default, MJPEG, MPEG-4 and H.264. Depending on the Encoding type T T e 1
selected, you may be able to adjust the following; . " youple & pusnensd on Acoess Wb ergivieged
o I-Frame Interval '
o Bit Mode -
o Quality |j i) |fiinsd :
o BitRate

e Frame Rate: Here you may adjust the frame rate for the ip camera. Options
include Default, 1, 2, 3, 5, 10, 15 and 30.
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Frame Adjustment Tab

Properties > Frame Adjustment

hocess | Vdeokpu | Video

e  Brightness, Contrast, etc... Change the appearance of your video quality. | Frame Adjustments | Audio | Events | Model | Extemal PTZ Control |

_ R
Properties ."' ﬂ;ﬂ Use controls below to select and configure an audio source device
to be used or attached to video hardware.
| Access | Videolnpt |  Video Configuration
Frame Adustments | Audio | Events | Model | Extemal PTZ Control | ' No Audio Source '
Auto Adjustment ' Intemal Audio Source
Brightness: K 0 !
Contrast: ¢ 0 |
Shampness: € 0
3 © Extemal Audio Source Attached
] Attach an extemal audio input device to act as an integral
Saturation: y 0 audio part for the host video capture device
| input: | Microphone (High Definition Aud -
0 Note that ability to change video settings may require that you L |
~ provide a password on Access tab for privileged access to the —
[ Defer changes until apply |
|
ok ][ Cance ][ 2o0h
- . e  Options for Internal Audio Source from an IP camera can be found under the
Audio Tab camera properties. From the Audio Tab the internal Audio source can be
Properties > Audio selected and activated.

e |f the camera selected is not an audio compatible camera then the Internal
Audio Source” option will not be activated. In the case that the camera does
not support internal audio, you can select external audio and use a usb
microphone (for one way audio) or your computer’s built in microphone.

e Audio Input. Audio input can be the audio in of the pc main-board or additional
USB audios.
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Properties ﬁ |

Access | Video nput | Video Corfiguration | Video Adpustment
Audo | Events | Motion Detection | Model | Extemal PTZ Cortrol

Events
Properties > Events

Use controls below to select and configure an audo source device

For more information regarding Events, see Digital Input Configuration and Events
to be used or attached to video hardware

sections on page

No Audio Source

External PTZ Control Tab
Properties > External PTZ Control

@ Intemal Audio Source

Lise busk4n audo capture capabidtes avalable along wth

video capture Click Properties.

ot [lnput 1 -

External Audio Source Attached

Access |  \Videokputt |  Video Configuration

Atach an external audo input device to act as an integral

Frame Adustments | Audo | Events | Model | Extemal PTZ Control |
audo part for the host wdeo capture device i - ' o -

Choose device Pan-Tit-Zoom (PTZ) control type between builtin
and extemal using the options below. Use Properties button to
configure selected extemal PTZ control

ok ][ Conce

Extemnal RS-232/RS-422/RS-485 PTZ control

e Audio to the camera can be sent via Client application Audio Pane by selecting
a camera from the list and pressing the microphone icon. When the icon is I
pressed you can speak into microphone connected to Client PC and audio
should be sent to the speaker connected to the remote camera.

r

#® SecurView Pro - C\Users\test\Desktop\DVR Ixd* E=31C)

fle Yiew Sever Video Jook Help

& H ERFEO g =]

| Structure x - :
#5) Console Root / I OK ] [ Cancel l [ Apply J IJ
- g Servers i [
= B SecurView Pro at TEST-PC [ac |
ol E?':‘--.ws-zp e Pan-Tilt-Zoom Protocol: If you do have an external pan-tilt-zoom device
: - :"ﬂm connected to your IP camera, you must choose the correct communication

protocol. The protocol has to match the protocol assign on your PTZ camera.
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e Communication Settings.
o Serial Port — The communication port has to match the
communication port that the RS232/485 controller is connected.
o Port Speed (Baud Rate) — Baud rate has to match the baud rate of
your PTZ camera.

o Device Identifier — Device Identifier, is a unique ID that has to be set
on PTZ cameras. Having multiple PTZ cameras requires a unique id to
be set on every individual PTZ camera. Failing to assign a unique id to
every single PTZ camera will result for all cameras to move at the same
time.

[ Generic R-232 Analog PTZ Camera Properties 1 (i)

| Geners [ Settings | Scheduer|

Please configure extemal Pan-Tikt-Zoom device type and
communiation settings using choices below.

Pan-Titt-Zoom Protocol

Communication Settings

Senal Port: coMm1 Al
Pott Speed (Baud Rate): (2400 -

Device ldentifier: 1

8. Click Apply to save the settings.
9. Click OK to exit the properties window.

10. Back in the setup wizard, click Next.
11. The “Motion Analysis” window appears.

e Use Motion for the steam being set up- This box should be checked if you are
interested in using Motion Detection. We recommend you use motion
detection for it will save you an abundance of well-needed storage space.
Choose Properties

Motion analyss
Set up motion rformation analyss for wdeo stream ! )

Please corfigure the motion detector for the wideo steam (f required) Lang the cpbiora below
Ohck Nett 1o proceed then

| Use motion detector for the steam being set wp
Properbes Set up motion datector spechic propertes Note that changss of the

options have efect mmediately in case you are modiyng setings for
the video device which is aiready unning

12. Click Properties.
Sensitivity Tab
Properties > Sensitivity

© Copyright 2012 TRENDnet. All Rights Reserved.
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The sensitivity should be adjusted to a point where motion is only seen by people and
not by blinking lights, reflections, or shadows, otherwise you will get “false motion” and
SecurView Pro will be recording based on motion that does not exist.

———
Software motion analysis is perfformed on a perblock basis. Unitary
block motion is smoothed and mapped to requested cells. Resolution

Exclusion Tab defines number of unitay blocks per frame, smoothing defines

. . number of blocks to average values.
Properties > Exclusion e i

W L)
i m&dmm:Fmem '

| i ' , : .
i to exclude from mobon Number of cells defines representation of motion information for the \
' m!}\cm\cou - frame. The entire frame is divided into cels, each cel has ts own
motion state maintained.
Vertical cells: 12 Horizontal: 16

Motion analysis maximal frame rate constrains CPU load. Lower
values speed up processing, higher values increase accuracy.

|t Maxdmal frame rate: 5.0

oK | [ Cancel Apply IJ

55 s i B N B8 B b e e Analysis resolution- controls precision of the detection process, the more

resolution blocks is selected, the better precision is, and however, the greater

I CPU consumption is needed.

[ ok ][ cancel . 0 e Smoothing- feature averages preliminary detection result so that neighboring

J area is included into motion area as well. Smoothing, however, slightly

decreases motion detection sensitivity.

e Horizontal and vertical cell number- Defines the dimensions of the target grid,
which is used as output of the motion detection algorithm. The defined cells
are shown. Click ok when finished

L
If you are still getting motion from lights, trees or things moving from an air-conditioner
or an open door then you can click on exclusion and block the object out from the
motion detection grid. You simply click on the grid boxes around the object that you
would like to exclude, to remove them from being seen by the motion detection engine
in SecurView Pro.

Format Tab
Properties > Format

This controls the internal motion detection analysis properties.
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Source Tab
Properties > Source

12.

I | Senstiviy | Exclusion | Fomat | Source |

Select source of motion detection information and software motion
detection analysis mode using the choices below.

© Default (Camera Detected Motion priority) |
Il Use default mode, most appropriate to achieve best perfomance

Camera Detected Motion priority

\ Use camera’s motion information or. if absent, detect motion
using software analysis

Camera Detected Motion only

Use camera's motion information if available

Software Motion Detection priority

Detect motion using software analysis regardless of availability of
camera detected motion information

ll [ oK

|

) o) (e i.'J

Default (Camera Detected Motion Priority)- automatic mode, software
decides what is best.

Camera Detected Motion priority- with this option you enable hardware/on-
camera detection to software.

Camera Detected Motion only- instructs to only use hardware detection,
wherever available, and never detect via software detection.

Software Motion Detection priority- instructs to use software motion
detection only.

Click Apply to save the settings.

13. Click OK to exit the properties window.

14. Back in the setup wizard, click Next.
15. The “Data Recording” window appears.

16. Click Advanced Properties.

CwaSﬂupWéﬂ-m’n' rve:

Data recording
Set wp data recording feature properties

Please set up recording propertes and select data streams you would ke to have recorded to
dek Use Giobal Recordng Propetsss bulton 1o reveew archive disk drives and space gquolas
Chcke Neat to proceed

Use schedule recording
Sream Type Commert
V| Wdeo Advanced proparies
| Video Motion information
V| Everts

Gobal Recordng Properbes

cBack || Net> Cancel

Here you can specify whether or not you would like motion information and video
recording to be written to the hard drive. It is recommended that you write both to the
hard drive, because it will make it much easier to review your recordings with motion
information. Without motion being recorded to the hard drive you will not be able to
search by general motion or defined motion regions (Smart Search, see Page 36).

Global Recording Properties: For Global Recording Properties, please refer to the Server
Recording Properties section at the beginning of Chapter 3.

Advanced properties - Allows you to setup time-lapse recordings, and Enable Motion
control recording. Time lapse creates a small delay between every frame that is written
to the hard drive. This allows the space available on on your hard drive to be used
more efficiently.

Time Lapse Tab
Advanced Properties > Time Lapse
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Properties

| Time Lapse .:Mc(mdeMsI&omgeauua:

Time lapse recording feature provides an opportunity to record
frames with uncondtionally constrained recording frame rate. The
specified time lapse interval guarantees that at most one data sample
is recorded within defined period of time.

Nommally, this approach allows to use storage space more efficiently.

| Time lapse frame rate, fps: 5.000

e Time Lapse recording: The number of frames to be record camera by camera. It
gives you the opportunity to use hard drive space more efficiently. Less
important cameras can be set to record less frames than others. This does not
apply for MPEG-4 and H.264 compressions.

Motion and Events Tab
Advanced Properties > Motion and Events

Enable Motion control recording to save disk space and make playback more efficient.

oo W W e

|
|' Time Lapse | Motion and Events | Storage Quota |

Motion and alert controlled reconding feature provides an opportunity
to differentiate recording mode of operation in and in absence of
alerted state. To save storage space, it is possible to record more
footage for alert condttions

i | Enable motion controlled recording

[¥] Enable alert event controlled recording

b | Constrain recording frame rate
Recording frame rate on motion detection orin ~ 0.000

alerted state. fps:
Time interval to keep recording before alert was 1.00
signaled, seconds
Time interval to keep recording after alert was 3.00
signaled, seconds:
7] Record frames in absence of motion or alet event! )

Recording frame rate in absence of alet. fps:  0.000

Enable motion controlled recording - Enable recording when motion is not
detected at selected frame rate. When Motion occurs recording frame rate
goes to maximum automatically.

Enable alert event controlled recording - Enable Alert recording Alertis is
detected at selected frame rate. When Alert occurs recording frame rate goes
to maximum automatically.

Constrain recording frame rate - Constrain the number of frames to be record
camera by camera. It gives you the opportunity to use HD space more
efficiently. Less important cameras can be set to record less frames than
others. Cannot apply for Mpeg4 and H.264 compressions.

Time interval to keep recording before alert was signaled (in seconds): Pre-
recording allows you to setup the number of seconds you want to have
recorded before the last motion.

Time interval to keep recording after alert was signaled (in seconds): Post-
recording allows you to setup the number of seconds you want to have
recorded after the last motion.
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Storage Quota Tab
Advanced Properties > Storage Quota

Enable Individual limit on amount of stored data - Enable Individual limit amount for
data for the current camera. Some cameras are more important than others and some
are less important. The user can define the limit for every individual camera.

Enable Individual limit on duration of stored data - Enable Individual duration limit for
the current camera. Can be set to minutes, hours, days or months

( Y b ]

Propertic: BNNNNE NN
:TrneLmse]MoﬁonandEveds_l Storage Quota _

Addtionally to global storage management options, individual
storage quotas may be defined to prioritize storage capacity usage
between recorded streams. Use controls below to provide
individual quota for the selected stream.

V] Enable individual limit on amount of stored data

! Keep stored in SecurView Pro Server archive at most amount
[ of data specified below.
i
|

Amount quota: 20 MB ~

| Enable individual limit on duration of stored data

Keep stored in archive footage, which is not older than
specified using controls below.

Dyration quota: 30 rb’n.lm (Debug) '1 |

17. Click Apply to save the settings.
18. Click OK.

19. Checking “Use Schedule Recording” enables schedule recording. See “Schedule
Recording Configuration” section for more information. Click Next.

20. The “Action Summary” window appears. This page of the camera setup wizard
gives you a summary of all of the changes that you have made throughout the wizard.
You should set up every camera that you have connected to your DVR one by one and

disable the inputs that have nothing connected to them. The camera setup wizard only
has to be run the first time that you install SecurView Pro to setup all of your inputs or

afterwards to make changes to camera names and/or motion detection, recording, etc,
properties.

21. Click Finish.

Configure multiple cameras

1. To select multiple IP cameras, click on mouse button while holding down the Shift key
and clicking in the window and drag the pointer diagonally, providing drawing frame.

-——— T
e ——— — —

L —
Camera choice
Select one or more devices to setup

Use the list below to select one or more devices, which you would like to set up. Press Neod to

-
Camera Setup Wizard

proceed with setup.
Title Device Name
Add New Devices
Network Devices (IP Camera, Video Server) Media Source
Review or Modify Existing Devices
Media Source\003
l LN TRENDnet 192.168.10.131 | Media Source\D04 “

to oard
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2. When you change the camera settings, you must remember that the camera may
already have some of the settings.

[ Camera Setup Wizard &

Camera device properties
Set up camera device properties

Please configure the device and set up video device options. Click Next to proceed then.

Device title:

Please note that device settings for each camera are configured
individually

The device is dynamic and can be deleted. |

[@| Device is disabled on server, no data grabbing happens
|| Device output is hidden, not listed as available

-

Scheduled Recording Configuration

Scheduled recording requires device configuration administration permissions through
the “Camera Setup Wizard”. As soon as scheduled recording is selected, cameras will be
recorded in accordance with the schedule.

‘Camera Qp Wizard
I

Data recording
Set up data recording feature properties

Please set up recording properties and select data streams you would like to have recorded to
disk. Use Global Recording Properties button to review archive disk drives and space quotas.
Click Next to proceed.
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Click on Configure schedule to bring up the “Manage Schedule” window. i
Coroperies R\t )

Edt  Profiles General | Video | Video Motion | Audo | Events

7 : 7 2 Flease use controls below to provide tithe and color for the schedule
) -0 profile. The setting are helpful to distinguish among the profiles on
schedule chant

Profbe
Tte EEIED

Cobe I Ny .

Lok J( Comea || 0 |f

You can create, edit and delete profiles of the schedule by clicking on the top toolbar. By
Selecting a profile from the list and "drawing" on the schedule you can specify the time e Video tab - Allows managing of the video recording settings.
for the selected profile.

e Enable video recording - enable/disable video recording.
Profile Configuration

) ) e Enable motion / alert controlled recording - enable/disable the recording of
Profiles > Create New Profile

the movement, or events.
e General tab -Specify settings that affect only the appearance of the profile in the

) e Record frames in absence of motion or alert event - this option works
settings of the schedule.

differently.

e Record of Motion / off events: includes compression record by limiting the
frame rate.

e Recording by motion/events enabled - enable recording when there is no
movement/events. You can also set the number of frames per second.

e Constrain recording - enable/disable the compression record by limiting the
frame rate.
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e Time interval to keep recording before / after alert was signaled - the & Audio Tab - Enable audio recording — enable/disable audio recording.
recorrding time before and after the motion or event. Cproperves TR o
Properties & N

General | Video | Video Motion | Audo | Events

g Moo | :
.w e Vu:leoMotmlMdc ]EMs_ Use controls below to configure audio recording for the profile
Use controls below to configure video recording for the profile

e Zrabie audo recordng

Enable motion controlled recording
| Enable alert event controlled recording s Events Tab - Enable events recording — enable/disable e recording.
r ~ &
strain recording frame rate Properties &_ﬂ

f General | Video | Video Mation | Audio | Events

1 Use controls below to configure video motion recording for the profile

J Enable everts mcordng

Record frames in absence of motion or alert event \

' Digital Input Configurations and Events

To activate the dry contacts (digital or dry inputs) on the camera you need run Camera
[ ok ] [ Cancel | [ Aol ] Setup Wizard, open the camera settings and select the tab Events. Next, you need to
include the generation of events (Enable event generation), also select the State in
which the alert generated by the event - this can be done by clicking the mouse on the
link in the column State. After changing the settings you have to continue the Camera
broperties e T S Setup Wizard to finish.

) Available State:.

e Active - by changing the status of the contact, it is recorded in the archive;

¢ Alert if Change - Same as Active, but by changing the state of contact is
generated alert;

¢ Alert if Open - the same as Active, but when closing the contact generated
alert;

¢ Alert if Close - same as Active, but the closure of the contact is generated alert.

¢ Video Motion Tab — Enable video motion recording.

General | Video | Video Mation | Audio | Events

Use controls below to configure wideo motion recording for the profie

Erabe \':vjcb mobon recordng
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i Properties ﬁ
e Ty Ty re— Ty You can also set up to activate record video after an alarm event. To do this, click
Audo | Everts | Moton Detection | Model | Extemal PTZ Control Advanced Properties, select the “Motion and Events tab”, and select “Enable alert
U corivsls Balows 80 enshis overt gonition besed on camae event controlled recording.”

activity and state

¥ Enable ovent generation i - bl
WE-- [

Event State !

Time Lapse | Motion and Everits | Storage Quota
Dry Inputs | ] |

. Motion and alest controlled recording feature provides an opportunity
nput 1 Hen ¥ Open to diferentiate recording mode of operation in and in absence of
alerted state. To save storage space, it is possible to record more
footage for alert conditions.

) | Enable motion controlled recording
V| Enable alert event controlled recording

" [¥] Constrain recording frame rate

frame rate on motion detection orin 0,000
alerted state, fps

Time interval to keep recording before alert was 1.00
signaled, seconds
—— Time interval to keep recording after alert was 3.00
[ ok ]| conce Aol sireied, seconds
. - - | || Record frames in absence of motion or aled event: f

Recording Recording frame rate in absence of alett, fps 0.000

For the recording of events, select the corresponding check-box on the page, Data - - - 4
recording, in the Camera Setup Wizard. E [ Concel || dooly | ”
. Camera Setup Wizard 'ﬁ'

Data recording
Set up data recordng feature pmperes . L

Please set up recordng properbes and select data streams you would lice to have recorded to
doc Chck Nent 10 procesd then

Sream Type Comment
¥ Video data Advarced prooateq
¥ Everts
I
Gobal Recordng Properbes
| cBack || Net> | Cancel
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Archive Specify search criteria and click Search. Double click on the event of interest to establish
the position of the archive at the time of the event
1. Click Archive in the structure pane on the left.

2. Click Video. e, E B [y
3. Double click the desired camera.
Evert search ortenss Tiwe Name Late At -
At the Time Line bar, events are displayed in the lower part, and are marked with yellow Stat Time 7/28/2010 114946 AM rout Ocsed
or red (alarm events) Labeled. ‘ V872000 (@ MO S 7/28/2010 11.49.46 AM rou Opened et
T28/2010 114547 AM ot Oosed
Stop Time 7/28/72010 11:49:47 AM nout Opened  Nent
77282010 [P~ 115113AM 7/28/2010 17:49:47 AM ot Gosed
- 1/28/2010 11:49:47 AM rou Opened Aot
Souch coky oo 0 11:49:51 AM rout Dosed
7 0114551 AM ot 1 Opened et
[oemm ] | 7222010 114857 AM rout 1 Ccsed
——— 7/28/2010 11,4557 AM rout 1 Opened et
7/2872000 11:50:03 AM rout Oceed
7 2010 11:50:03 AM rout Opered Nen
7/28/2010 11:50:10 AM rout Cosed
7/28/2010 11 rout Opered  Aet
7. rout 1 Oosed
7. | nout Opened Nent
7/28/2010 11:50:25 AM rou Ccaed
Search for Events 128201011 9025A0  rput Opened Mt .
To search for events, choose Navigation -> Events in the archive window.. oK pro

| Navigation |
Seek to Beginning Ctrl+Left Arrow
Seek to End Ctrl+Right Arrow
k| Step Backward  Shift+Left Arrow
P>| Step Forward  Shift+Right Arrow
(& Gotg Time..

f-] Seek 5x Backward Ctrl+Shift+B
| Seek Backward Ctrl+B
|» Seek Forward Ctrl+N
|{» Seek 5x Forward Ctri+Shift+N

P> Play Enter

&5 Refresh F5

€] Seek to Previous Motion  Ctri+P
|4} Seek to Next Motion Ctri+M
@ Define Region of Motion Interest
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Live view pop up by motion and events 3. On an event, camera placed on the screen by pop up will be marked in red blinking
frame.

1. Cameras will be placed on a client screen as soon as Motion/Event triggered on the
camera

2. Each camera has the option in a footer "lock" and "unlock".

When a camera is unlocked it will be changed on the screen if you have enabled Pop up
features. If a camera is locked then it will always stay on the screen.

ey s Docurrenty DR g Lo (5 -
B
i PRI ORBEE0EE

£ DigtalPen-Tit-Zoom »

[« | Show Detected Motion

Broperties » i

Froese ()
r
Currert Frame Subtities »
Copy Cument Frame to Clpboasrd
E2 Saxe Cument Fraeme As... Cie ShifteS
Unmag A1 Screens Cirds Shit+ U

Automap Ayvsdable Screens Curle Shifte A

*  Automataby Show Video on Aent Evert
Automata by Show Video on Mobon Evert
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Cha pt er5 Digital PAN-Tilt-Zoom on Playback

To Activate the Digital Pan-Tilt and zoom function on already recorded video just

Digital PAN-TILT-ZOOM on live view activating the PTZ control pane from the archive window. It can be controlled only via
PTZ control pane.

1. Right-Click on any camera to activate the Digital Pan-Tilt and Zoom function. .
& i & PTZ Control Panel for optical zoom

- Video Stream > . .. .
VPR i Click on this icon on the main toollbar to get to the PTZ control panel.
| OguaiPanTnZeom | bk |
: Ly Default Tool
- reee ‘*? Drag Tool
Copy Cument Frame to Chpboard @, Zoom in Teol
I E : Sove Current Frame As. "::" Zoom Out Tool l’TZControl @
X Device: TRENDnet 152.168.10.:

Screen Amrangement >

v  Mprtan Aspect Ratio

Device (IP Camera, Video Server) Properties Drag the cursor to

the desired direction
to pan and tilt the
camera.

Digital PAN-Tilt-Zoom Tools

Zoom In Manual and Audio
adjustments for

focus and Iris.

o Default Tool — It will click and drag as if no digital PTZ was enabled. Digital PTZ Zoom Out
control still be accessible via PTZ control pane
e Drag Tool — when selected mouse can drag digitally zoomed image around
screen changing your viewpoint. Additionally mouse wheel will works as zoom
in/zoom out.
e Zoom In(Out) Tool — digital zoom out (in) on mouse left button click.
e Zoom Out to Full Frame — zoom level automatically reverts to 0, image will fit
on screen completely.
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Save Presets and Tours for PTZ Cameras

Presets and Tours can be configured from the PTZ control window.

PTZ Control el

Device: TRENOnet 192.168.10.:

— -
Save PTZ Preset -

Device Preset to Overarte
|. Preset 21
Preset Ttle
AUTD Presst
Pregets
Activate
Preset 71 v p»- 0K
- 4'f oc ]
Tous L
- ’ -

Manage PTZ tours camera by camera by selecting the presets of your choice and time

between them.

Devce TRENDnat 192 V6 W0

s L&
aa -
Frumaty
Fapam 21 - »
Toun

- >
SN |
PTZ control —

"|—>U-~m_d.>

Tas s Lwne
| T o Boe
e Coler
ol -
Route Peset Fause

Puse seconds 9
|

1

S —

Point to click PTZ

Point to click works on PTZ cameras that support point to click.

Frese 21

Preges 27
Proge 8)
Frowes 34
Fromm 3¢

Poaset 27

Frese 21
Freem 2%

o Carcel

To enable point to click, right-click the live video stream and click Point to Pan-Tilt-

Zoom.

Video Stream ’
Video Transfer...

B4 Poirt to Pan-Tik-Zoom
Dgnal Pan-Tik-Zoom »

Show Detected Mcotion

Freese =]

Current Frame Subsities r
Copy Current Frame to Clipboard
[; Save Current Frame At... Ctrdo Shifts §

Open Archive
Screen Armangement »

[vw | Msireain Atpect Ratio

Device (IP Camora, Video Server) Properties
Moton Detector Froperbes...
Automatic tracking ’
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PTZ control — Shortcut Keys

PTZ cameras can be controlled with the +- and arrow keys form pc keyboard.

Video Adjustments

Video adjustment panel, adjust the video settings for the desired IP camera.
Video Adjustment x
Device:
TV_IP612P
Adjustment Mode:
| Capture Settings v

B — Bightness: 0
Contrast: (}
Saturation: {}
Shampness: {}

Reset Adiustments

Audio Adjustments

From the Audio Panel, enable live audio from the IP camera of your choice

Audio Player x

Device:
‘_'F: ¢ |[TV-IP612P v
No Audio
A —

Video Frame Export

Video Frame Export Setup Wizard allows you to configure continuous saving of video
frames on network, fixed storage or FTP. Frame export can be configured for multiple
devices. Also you can use fps limit (time lapse) and motion controlled export. Exported
frames will be saved in JPEG format using file name format you specify when configure
export until disabled.

1. Right click on the server in structure pane or click Server->Selected Server in the
menu bar.

2. Choose Tasks
3. Click on Video Frame Export Setup Wizard
4. The “Video Frame Export Setup Wizard” window appears. Click Next.

5. The “Video Streams” window appears. Select one or more devices from the list for
frame export configuration. Then click Next.

6. The “Export properties” window appears. You can enable or disable video frame
export in this screen.

Export Properties
Set Lp export properies for selected video sreams
O —
|
Ttle Bpont State
& v_eeizp Not Corfigured

Broperes Corfigure expont proparties Note that the settings wil be appled to
& woeo streams lsted above

[hsable export of video lrames

I A expont that mght have been set Lp wil be dsabled I

: <gock [ Net> | [ Cancel

" = — — — = -
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If you want to enable export, press properties button to configure it. Review the ;
. Corfupre oot 41w v b Sote th,
settings: recormiuusen of ple ahacts 4 wins Sreams o rolle '
e ted for
e Profile: Select already created profile or create at least one to start using video
frame export. There are two types of profiles: file export profile and FTP export Profle Tie
. . ) \ o FTP c o SNy Aot com L
profile. Use manage button to create edit or delete those profiles e i
o File Name Template: Each frame will be saved into file, this template string will
be used for formatting filename. Please make sure that it will be unique by
adding it's time in milliseconds (ms) or random unique string ( $(Ms) or '
S(Unique) format tags
R —— 1
. [ | Lminte Erocenes
7. Click Manage. =
Fie Bxport Profile |
'pwm‘ ot e | FTP Server Expont Profile |
| : |
Export profile defines export method and location where the video
‘mmmoﬂ;&l'uecwosﬁwde;inmewmwa |
configure a new using Manage button o
ke o FTP Server Export Profile
= = Fill the fields below with FTP access data to allow SecurView Pro to
) | connect and save frames there. Then click Apply.
Select file name mask to compose file names for the files being [ Upload to FTP server, location ftpy/facaihost/myndeo Pr.. “
exported. Use placeholders, eg. $(Unique). to write sequences and -
I | @void overwrites Location
File Name Template
’ FTP Location
| §(Ttle )} $(r15(Mon)S{Day)-$(Hr)S{Min)$(Sec) pg -
$(vr). ${Mon). $(Day) - Cument date parts Server hoat name For
M $(Hr), $(Min), ${Sec), ${Ms) - Curent time parts N /Asetet com n
${Unique) - A random unique string
| ${Title) - Source video title
e i Ute pjgmpaeced
uer AL L L)
: Cancel , pocanor ideectony paEh) oN server
¢ Lumict fychves Bponed Fles
8. The “Profiles” window appears. Review the settings: Ostore
e Profiles: Edit or delete already created profiles in this list by pressing e T
corresponding buttons.

e Create: Use Create button to choose where do you want to export video
frames (File Export Profile or FTP Server Export Profile)
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o File Export Profile
Directory: Specify frame export directory. If you are connected
remotely please note that this is server side directory. You can specify
network storage or share path. Then click Apply.

Write 1o fie drectory C\Luaflof Exported Video Frames -.-

Twwezory
woachy 8 dreciory 10 wrte wieo frarse See %0

Plosse rote hat & server i drecion o moused phease Lake caw
Fyou e cormected smerredy

Dwecrory

[ Lot L uporied dew Fowrwa)

Exclusivity Mode (Windows lock out feature)

Tools > Options > Exclusivity

Exclusivity Mode feature ensures that the operator cannot get access to Windows
operating system. The operator can have access to SecurView Pro software only. This is
to ensure uninterrupted server operation and stability eliminating the human error.

Exclusivity is a password protected function.
1. Enter desired Password
2. Under “Mode”, check “Enable exclusive mode”.
3. Click Apply.
4. Uncheck “Enable exclusive mode” to disable Exclusivity mode.

| Options X
Product Update Exchusviy Sounds

Exclusive mode can be set up 1o Llake specal care 10 ensure LuxcRiot
| DVR Cert is the only apphcation the user i interacting with
| | Addbonaly, appication may be locked wth password protection

Password

The specified password wil be required o disable apobcation
exchusve mode and/or remove application lock

Password: |

¥ | Request corfirmation before lock

Mode

Enable exchusrve mode
Options

SQatup Marual stat -

Lock Application

Tools > Lock Application

SecurView Pro Client can be locked to ensure that no one could damage server settings
while administrator is away. Exclusivity mode password will be used to unlock
application. You can combine Exclusivity Mode and Lock Application features in order to
exclusively control SecurView Pro Client application and restrict access to other
applications.

& Seaweew Pro - CAzens\test\Documents\DVR L. bd

Eie Yiew Server Video [Eloadl Help

» b | [~ LeckAsvsinton... |
D-e-@®-§ T

Structure

Options...
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. . Review the settings:
Enable Video Transfer Properties

Video Transfer feature is made for network traffic reduction between DVR Server and 1. Time Lapse & Bandwidth Control:

DVR Client (if remotely connected) and/or CPU load decreasing on the Client side. Video e Enable time lapse broadcast: Enable time lapse broadcast on your remote
Transfer reduces amounts of data transferred from server to client by skipping some connection only if needed.

frames, transferring only motion detected frames, re-compressing or downsampling e Enable bandwidth controlled broadcast: Adjust data controlled broadcast
them without reducing recorded data quantity and quality. This feature is useful in slow if needed.

remote connection or highly loaded network when viewing cameras remotely. Also it 2. Motion Controlled Broad Cast

will be effective to decrease image resolution or transfer fps on the low-end systems,
where DVR Client is used for viewing large amount of cameras. This approach reduces
resolution and amount of frames, waiting to be rendered on the screens.

o Enable motion controlled video transfer: Enable this feature remotely if
want to see video on motion only. This is very helpful because frame rate is
distributed to the cameras that have motion only.

3. Recompression

-~ J . o o .
5 SecurView Pro - C:\Program Files (x86)\TRENDnet\Sec..\Local SecurView Pro G e Enable Video transfer recompression: This feature can be very useful for
: File View Server Tools Help remote connections only. The SecurView Pro server can record up 3

megapixel images, but remotely using this feature a user can receive more
frame rate with less image quality without changing the server properties

1245 e— .

Structure

Digital Pan-Tilt-Zoom »
console Root Video Transter — X
i servers : — L —
= SecurView Pro S« Show Meta (Analytics) Data Rrears
T ';b&“?v IPE12P | — Eroperties y Toe Server Time Lapee E Time Lapee R Banosean Co B
= = v | Maximize TVIPSOTW _Locaten 1 Securview Pro st TE. Disabied 1 000 Duabied
=) Archive - ! TVAPE12P_Location 2 Secuvew Proa TE . Enabied 1000 Erabied
50 Video Freeze F9
3| Layouts
Current Frame Subtitles > -
o Tiva Lapse § Bandwecth Cortrol
Copy Current Frame to Clipboard S B i o
o, .
E_,‘) Save Current Frame As... Ctrl+Shift+S P oo fuma mie. hs: 1000 Sase gand ol tne, seconds: |17
Unmap All Screens Ctrl+Shift+U bpout & dun, Mshyies L
Automap Available Screens Ctrl+Shift+ A St Curoaled Bewdu S
— ] ] ¢ Eragie moner cortmbed edeo tranger 0 v Erable video transler moompression L1 ]
v | Automatically Show Video on Alert Event 1 — 4
2 = = il Vansier immes when o meton detected Frpemes Curertly Open server achrve
v | Automatically Show Video on Motion Event O fraves fearve e, fps. 0200 Oper Archves
O Cance Sprky
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Video Transfer Defaults Note: Empty screens by default are filled with available cameras. You can disable this
feature by selecting Tools->Options and choosing Screen mapping tab on appeared
dialog, Set Automatic mapping mode to "disabled”.

You can specify default values of the video transfer for newly added devices. All options

® SecerVira v - T e Documents GVE] g o O b
are identical to the Video Transfer properties. Those defaults can be accessed by e Yoo Seve Veee lesh Hép
clicking on server and choosing menu item Properties. B by DREU RO D 2L200B A [E_ AEOORE

® Secuiew Pro - CAUsers\test\Documents\DVRY b Server Secuiew Pro ot TEST-C fadmn [ ——| Bl - W%« [%] -
t;—iﬂ Server  Video ook |Help v all 2011/08/18 04:50:11D TV
Genersl | Comment | V390 Tander Odfaulls | Solmare ;1-";- Pt
1 - s ey
H Lo" Dr—_ﬂ@[] g B E] .'b’ = Teme Lagse B Socurieow o TESTHC futvaritocet
< vawy
Y [ e | Cumently dusbled & Dowr
E - n._- Ef-] - :_:_" Propetes | i :’M
Structure x Eacompresmcn l T :hn,.. O
& Ccrtue Roct Fropanes Curertly desbied : ::;:::
- Jarven = Yo
B L — Bt Corr T —
D Wdeo = £ () Menage Layouns
% Door Beconnect Erpeses v
) Achy -
.b .{;n. Drconnect Maotion Cortrd o] Mgnage Levout Segquances.
i Back Door A "
: Backdoor 21 Refresh Freetes
db Backdoo =5 Tasks >
B Layous
Remgve

- Layout Sequence
When Layouts are created, they can be used for sequencing. To create sequences:
1. Right click on Layouts and click Manage Layout Sequences.
Layouts
Create custom Layouts by grouping cameras from different DVR Servers/Locations into ":“"" 5
groups for more efficient monitoring, and better management. For example group ""'.w
together all out-door cameras from different location or all POS cameras from all E ““‘“m" T TES-FL Iimn@ieoniy
-
registers. & Door
) Actves
Ly Waeo
Individual Layouts can be activated by double-click on them with the mouse. i :::-f::‘
Users now can perform playback and other function by Right-click on the camera of am S Backdoor 22
their interest. |:51 Sove Cument Layour
& 2} Manage Layouts...
(& Manoge Laoyout Sequences.. |
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2. Click New.

SecurView Pro

3. Review the settings:

Add/Remove/Move Up/Move Down: Manage priority or remove layouts of your

choice.

Layout: Choose given Layouts for adding them in a sequence.
Pause: Set time interval between layouts (in seconds)

' N
Layout Sequence ‘oot Sequance 7 [ |-
General | Schedue
Layout Pause Add
9 Defaut Layout 500 ee—— |
B Layout 1 5.00
Move Up
Move Down |
| L) m
Sequence tem
Layout Pause
Layout 2 - 5.00
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Map Module e Add New Camera Marker — this item will add camera marker in place where
menu has been called. There will be shown list of servers and cameras after
choosing this menu item. After adding new marker you can double click on

marker to activate matching camera. To remove marker right click on it and
1. To start this module, click this button on the toolbar: choose according popup menu item.

SecurView Pro Maps allows you to quickly and conveniently locate cameras for viewing
placed on Google Map and/or on your own floor plans added in JPEG format.

e Add New Map Link —inserts on current map link on the new or already created
\ J map. Double click will change current map on the linked map. To remove this
A link use right click on it and choose according menu item.
e Goto Map — navigate to other maps in appeared list.

2. Right click the map and use context menu commands to configure and control map e Create New Map From File — add new map from JPEG image file, which will be
features. used as background.
e Fit To Window — JPEG map will strain on window maintaining it’s aspect ratio.
PR ———— e Save Current Position — used in Google map to saving it’s current position.
e ocaad e s e Set Current Map As Startup — set current map as startup map. Selected map
[ - - - o will be loaded when starting to view this map module.
Google Map e Rename Current Map — rename currently selected map.
—— e Remove Current Map — delete currently selected map.
Archive Backup Wizard
e Archive Backup Wizard purpose is to backup specific part of archive or burn CD/DVD
439 New Map Link . . . . . . .
S with archive and Archive Viewer on it. This can be useful to create backup copies of your
Crashe New Map From Fle archive with lower fps, or writing specific part of the archive on the CD for other
i machines without SecurView Pro being installed on them. Please note that this wizard
works only on the same machine where DVR Server is installed.
Set Current Map As Startup 1. Click the Wizards icon and select Backup server’s archive data...
Rerame Current Map
Remove Current Map
|
|
|
4 |Resdy Ready
s

3. Review the settings:
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B ooEEAEEs

B View or modify server connection properties...

i, Create, configure or delete server user and permissions...
Add, configure or delete camera device...
Configure export of video frames...
i2) Open server's archive...
Manage server watchdog settings...
View or modify server recording properties...

View or modify server TCP communication properties...

A ically discover k video devices and connect them to the server...

s emersmmegin

Start or Stop Server Services and Applications

@ Submit a problem report to the SecurView Pro technical support team...
[

2. The “SecurView Pro Archive Backup Wizard” window appears. Click Next.

3. Select Cameras to Backup. Select one or more cameras from the list. Then click
Next. Please note Estimated Backup Size. There are estimates of backup size on every
page in this wizard. Note that you can always decrease estimate size by decreasing
output fps of backup archive, deselecting some of the cameras or changing time range.

Archive Streams o Backup
Selact video archive streams and Camens 10 badkup

T Sze S
) Backdoor 191 KB 35201232
£ TRENDnet 152 168 10.901 21 6191 M8 V201242
DTHE‘&CW'.?Z 168.10.101 ;2 156 57 KB V501242

7| &) TRENDnet 192 168.10.104 291.18 M8 38201223
2 v_p2s2p 109G8 VR2012115

4 TV rs12p 18001 MB V201210

m

Archrve se
Estmated backup size

161GE
471.19MB

4. The time selection window appears. Select time range of backup archive. Click Next.

]

Choose date ime rterval for the data to backup and provide data spit cptions g

Please provide local stat and stop date/tme for the backap process Data for the spechied time
rterval wil be copeed from Secur'lew Fro Server archive

Satwme: 22012 O 3275IPM
Seotme: /92012 O~ 30341PM
Estemated backup size. 000 KB
Choose data splifting method for large amounts of data to span through mubiple decs

@ Atempt to spit data by time jsach dec will contan cetan data sbirterval)

Aept to spit data by stream (each daec wil cortan cotan stream data

5. The Video Backup Option window appear. Click Constrain backup video frame rate
to decrease fps of backup in advanced options. Click Next.

Video Backup Options
Frewnde addtional wdeo sream related backup optors

¥ Constran backup wdeo frame rate

Backup at moat defined number of video frames per second 1o use smaller amount of
sorage space for the badap copy of archive data

Mucmal frame rate per second b 00}
3 Nete that wen temporally compresaes video formats. such as MPEG 4/H 264

an sttempt 1o bt frame rate mght resuk n stnpping more frames than requested
(much as leaving only ey lrames)

Estmated backip size  Beng estmated
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6. The "Backup Destination” window appears. Select type of backup (“Burn archive on 8. On the next window you will see progress of backup action. After backup is complete,
CD or DVD disc” or “Copy archive to hard drive or network drive” ). Then click Next. click Finish

‘ Backap Destination
Choose data backup destnation and review relevart settings

@ Burn archive on CD or DVD disc

Wete a copy of selected SecurView Pro archive patt 1o a CD or a DVD dac

Copy archive to hard disk or network dnive

Estimated backup sze. 0.00 KB

7. If you select “Burn archive on CD or DVD disc”, the “CD/DVD Device Settings” window
appears. Click Next.

CD/DVD Dxive Settings
Ploase seinct dec drve and revew ecordng setbngs
Fteface  Windows image Mastenng (IMAPI) Vermon 2 hd

Dwve: | TSSTcop CODVOW SHS202G @) v | Bowse D)
Meda There s no meda in the device
Eecton completon | Gect disc dive -

Estmated backup size: 27590 M8

H  <Back [ pea> Cancel
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Chapter 6
How to playback video

1. Right click on your server name

2. Choose tasks
3. Click Open archive.
choose open archive.

Note: You can also right click on any camera view and

i&, TVIPS01  Reconnect
& TvPE1Z
#-g2) Archive
Layouts

Disconnect

Refresh

# Server Security Setup Wizard...
&l Manage Server Security

Remgve
Camera Setup Wizard...
Video Frame Export Setup Wizard...
D Open Archive |
Properties Manage Watchdogs...

Recording Properties...

JCP Communication Properties...

4. The archive pane will now open up.

e Playback Window Structure - Now that you are in the playback screen, the

structure pane on the left lists all of the cameras that you have recordings for .

o To Navigate through the Video - Double click on the camera you wish to
playback (This camera will now appear with footage on the video screen).
_.:Tb__é'

# Secuiew Fro e - -

Ble Edt Yew Video Teline Dievgeson H
| Sacend @|Cio

PTZ Contenl =

W

Rinschy Fated Ploywey VUL 129 PM  Showng L0/2011 11235 M

The solid green line on the
bottom represents time. The
light green lines represent
recorded video. The orange —> i

lines represent motion | = — ———— C— T T
information.

There are basic VCR controls
on the bottom of the playback
screen, which you can use to
play, pause, forward, and
rewind.

Fast forward & Rewind

There is a dial on the bottom of the screen, which you can drag in either direction to
browse through your video in high speeds. Another way to fast forward is to use the
arrow controls on top of the screen in which you can define how many increments of

time you would like to move through the video. _
P Securliew Pro Archive g

. file f[dr Yiew Video Iimeline
| Time Line m
_ w'm'

Archrve

il 5 :: 0.00 i + Back Door Growp

1 Heous
¢ Backdoor 8 Gy
¥ Backdoor 22 (Groug 1 Day

—

Playback Motion Only

Located at the top of your Archive Pane, there are two buttons that allow you to seek
video with actual motion in return saving you time.

With the camera you wish to review selected and showing in your video screen
Choose either
“seek previous motion” E" |

or . Pe
“seek next motion” l/"J
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Smart Search

You can also search through video not only by motion in the screen, but also by motion
in a specific part of your camera screen. Through SecurView Pro’s playback screen, you
can define a specific object in your view, or define a path, and seek through motion only
in that specific region. This process is very commonly referred to as “smart search”.

Define motion of interest
1. Click on Navigation at the top of the archive window.
2. Click on “Define region of motion interest”.

Seck 1o Begeveng CirisLef Srvow
Tk 10 frad Chite Baghtt Srvpean

1Y

Sep Backmrd - LeR dvow
P Step Formard S Tight dnvow

2 Gong Tene

Sock 3u Backmaed  Cide S0

Sech Fabmird Cisbe
Seck Formard Cirle iy
Cowh Ya Formard Cirle Saite N
B Py Ester
£4 Bebresh [

o, Seak te Frevews Metes (i ?

) Sesk e Nest Motsen Crrled

[

3. Press the left button and drag the mouse over the area you would like to see motion
in. This will create a grid in that area. You can also select multiple regions.

i
4. Click on “seek to previous motion”a’\l or “seek to next motion"w to search
through motion in the defined area or areas.

Export Video

To export video, you first have to select the section of recordings that you want to
export to a different location (This will also prevent it from getting overwritten). To
select video:

1. Click on Edit at the top of the playback screen.
2. Click on Export Wizard.

& SecurView Pro Archive r! - -
File m View Video Timeline Navigation

Set Selection Time...

Structut Set First Selection Boundary Ctrl+Space

Archive
- Bac
+ Bac

! o

Record Exported Files to a CD/DVD Disc...

3. Select Simple Mode or Advanced Mode and then click Next.

and amount of choices for the wizard g

Please choose desired user interface complexity between the choices offered below. To proceed,
click Next

User Interf. (GUI) Complexity
Choose appropriate user intedface

o [Si

Reduced choices with most important commands and options only. Recommended
to avoid confusing by multiple available choices and complexdty.

Advanced Mode

Full range of avaiable choices to offer maimal flexdbiity in configuration.
Recommended for expenenced and power users who perfer to have full control over
the process.
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5. The “Audio Stream” window appears. Choose which Audio stream you want to
3. The Export Type window appears. Click Next. Note: Video + Audio export available export along with video. Then click Next.
only for ASF and WMV formats.

JIT—— =

Archive Export - Audio Stream
e s - R Choces and corfigue expoted sudo dreem
Expont Type = —
Choose export tarpet type

Plaase use the options balow 10 specly exported audko stream (Ohck Neat 10 procsed
| Plaase use the options balow 1o spechy export target Click Neat 10 procesd then

Budo Streem. | Audo for TV_IP612P -
Quaity Low Btrate Compact) .
T
Output Type Streams P
Audio Video rtedeaved (AVT) Fle Video
Video Frame Fie Senes Video Desync Compersaton ms: 000
Advanced Sysems Format (ASF also WNV) Fle Video, Audo

o Note that foctege may be recorded ot of synchronzsbon between video and sudc
treami. due 10 spechic bufeing and dfferent mynchronization sources  This provicks
an option to manually compensate the HNCHICNZRON poSive COMpensanon vaiue wil
Gelay 8030 relatrvedy 10 video

cBack | Net> | | Cance

6. The “Export Options” window appears. Select the start and finish times of the video
= -— = e

clip that you want to export. Click Next.
4. The “Video Stream” window appears. Choose the desired camera (video stream)

compression (format) and subtitles. Then click Next.
Export Options g
I‘T\PWD“"‘"‘J" ootore

Video Stream } Frease 1oecly &xpon optors uang Te chastes below (hck Next to proceed hen
Choces and corfigure epoted wdeo streem

St and Stop Teme

| 7 Jae Fom o @ IXE PN ¥ Srow Local Tme
Plaate use the optons below 10 ipecly epoted video tream and mslated optons. Chok Nest 1o
oroceed

7 Sop A
Wideo Stream ‘ideo for TRENDnet 152 168.10.101

Feguiar Compresscn

Time Options

7. The Wizard will guide you to the next step for you do designate to which drive or
folder to save the export video.
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Note: To play back the SecurView Pro AVI file on a computer that doesn’t have
SecurView Pro installed, a codec (a small executable file) will have to be installed in
order for your media player to recognize the SecurView Pro video file. The codec can be
downloaded from http://www.trendnet.com/downloads.

Frovde ASF fie expot cptors !

Plaase apecly ASF output 0ptons uarg the chosces below  Cicl Neat 10 procesd then

Quepat Fle
Output Fle frowse
Video Codec  Windows Medis Video 3 -

Frome Fate per Second 1500

Btrate & Bos 51200

8. The “Export Batch” window appears. Set all necessary parameters and before start
export. The export Batch Window allows you add multiple export tasks.

Export Batch
Queyue mulpie arctvre export Lasics 10 be fufiled at once n betch mode

The requested eport task has been added 10 the batch To stat epoting press Ned . use
controls below to modfy batch, or press Cancel 1o ext from the wazard

Video Stream Time irterval Destration
Video for TRENDnet 192.162.10.101 V220129648 A TRENDnet

9. The “Content CD/DVD Disc” window appears. Click Next.

H Cortert CD/OVD Disc
Bum esported footage to & CO/DVD dec

You can cptonaly bum the fles. both created by the wizard and other, to 8 CD/OVD disc usng
cortrols below  To sap bumng learve the box unchecked

Creae o CO/OVD doc wih epated cortert,

Fie Name Siae Locaton
Currently Exported Files
v Outpnst Fle 3200 KB

10. Archive Export wizard is now complete. Click Finish.

Export Snapshots

Another way to export video is to save one frame at a time, like a snapshot.
1. Pause the video on the image that you would like to copy.
2. Click on Video.

3. Choose “Save Current Frame As...”

m Iook Help

Srwarn L]
L Transher...

Digtel Pan-Tik-Teom >

P Show Mets (Analtes) Dats

Propernes »
Ul | Mapmize

Frecre H

Cumert Frame Subititles "

Copy Current Frame to Clipbosrd

i Saye Cumert Trame A Cerls Shifre 5

4. Select a location and file name for your image
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5. Click Save.
Now you will have the image stored so that you can print, e-mail, or enhance that

snapshot.

Quick snapshot save and current visible frame save

The Quick save feature provides you the option to quick save video snapshot to a pre-
define location with a single keyboard shortcut.

1. Prior to using the “quick save current frame” the Quick save properties must be
configured to pre-define the save location
 SecurView Pro Archive e i - -
File Edt  View Time line  Navigation

m ] I Current Frame Subtities »

Structure Lopy Current Frame to Clipboard CtrleC
oo e [ Seve Current Frame As... Cird=S

# - Back Door (Growp)
. Buckdoor i1 fGn _ Quick Save Curent Frame  Coe A4S

e o R Tr—
v  Masintasin Aspect Ratio
Digital Pan-Ti-Zoom

Quick save video frame feature provides an opportunity to save
video snapshots into pre-defined location with a single keyboard
shortcut, or using menu. Use controls below to configure quick

save options

Directory C:\Users'test\Documents [ Browse...

File Name:  $(Year)-S(Month}-${Day) S(Hour)}S(Minute ~ _»

Note that use of .JPG or .BMP file name extension specifies
L
desired image file format .

Replacement Character: _

0. Note that some characters, e.g. dash or colon mark, from file
name template may not accepted for a file name; this provides
a replacement to compose a valid file name.

J [ concat | [Caeeb ]

3. Press Ctrl + Alt +S on your keyboard or click Video and select Quick Save Current
Frame.

3
3
)

[

AW Timeline Navigation
Current Frame Subtitles »

Copy Current Frame to Clipboard Ctrl+C

Ej} Save Current Frame As... Ctrl+S
Quick Save Current Frame Ctri+Alt+S
Quick Save Properties...

;’v | Maintain Aspect Ratio
Digital Pan-Tilt-Zoom »
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Chapter 7

Upgrading SecurView Pro software to a hewer version

To check for upgrades and new free versions you can always visit www.trendnet.com

Updating the software requires all DVR services to stop before Installation (see page 10-
13).
During the installation of the new version you will encounter the following message.

Yes: Recommended. Keep all current configurations of your server.

No: Start a new database. All previous settings and configurations will be erased and a
new database will be created.

éetup e &r

 Installer has found an existing SecurView Pro server configuration
9 database, which was probably left by previous installation of the
product. Would you like to use existing database?

To use existing database, press Yes. Otherwise press No to overwrite the
database with the empty default one.

e ) [

After you complete the above steps, you can continue with the installation.
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